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Preface

Document Revison History

Audience

The revision history of this document is provided below beginning with version 78-13062-09.

Version Date Notes

78-13062-09 June 3, 2005 Adding warning statement numbers. cross-referenced to
the Regulatory Compliance and Safety Information for
the Cisco 10720 Router document.

78-13062-10 January, 2006 Adding two NEBS notes .

The following sections are in this Preface:
« Audience, page Xi
» Purpose, page xii
- Conventions, page Xiii
- Warning Definition, page xiii
» Related Documentation, page Xxix
« Obtaining Documentation, page xx
« Documentation Feedback, page xxi
» Cisco Product Security Overview, page Xxi
« Obtaining Technical Assistance, page xxii
- Obtaining Additional Publications and Information, page xxiv

The Cisco 10720 Internet Router Installation and Configuration Guide is designed for the person who
will install, configure, and maintain a Cisco 10720 Internet Router. This person typically will have
substantial experience configuring router- or switch-based I P networks, but might or might not have
experience with Cisco products and Cisco-supported protocols.

The user must be familiar with electronic circuitry and wiring practices and have experience as an
electronic or electromechanical technician.

[ 78-13062-10
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M Purpose

Purpose

This guide presents hardware installation and basic configuration procedures for the Cisco 10720
Internet Router and includes information on:

- Instaling the hardware
- Starting up the router

» Configuring basic functionality

Organization

The Cisco 10720 Internet Router Installation and Configuration Guide is organized as follows:

Chapter/Appendix
Number Title Description

Preface The Preface contains contact information, related documentation to
assist in advanced configuration tasks, and a subset of translated safety
warnings that can be found in the Regulatory Compliance and Safety
Information for the Cisco 10720 Internet Router publication, and other
useful information.

Chapter 1 Product Overview Contains a high-level system overview, physical description of the
major components of a Cisco 10720 Internet Router, and functional
overview.

Chapter 2 Preparing for Installation Contains information on safety, site requirements for power,

environmental safety, cabling, rack-mounting, electrostatic discharge
(ESD), unpacking, and the site log.

Chapter 3 Installing the Cisco 10720 Contains the procedures for verifying the Cisco 10720 Internet Router
Internet Router installation, grounding, cable connection, powering up the router, and
basic configuration.
Chapter 4 Troubleshooting Contains procedures for identifying and solving problems that may
occur during installation.
Chapter 5 Maintaining the Cisco 10720 |Containsinformation on safety at thefield-replaceable unit (FRU) level,
Internet Router removal and replacement procedures for field-replaceable units and
assemblies, and associated procedures to troubleshoot and verify the
FRUs.
Appendix A Technical Specifications Contains Cisco 10720 Internet Router specifications.

Cisco 10720 Internet Router Installation and Configuration Guide
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| Preface

Conventions W

Conventions

This publication uses the following conventions:

- The symbol * represents the key labeled Control. For example, the key combination *z means hold
down the Control key while you press the z key.

Command descriptions use these conventions:

- Examplesthat contain system prompts denote interactive sessions, indicating the commands that
you should enter at the prompt. The system prompt indicates the current level of the EXEC
command interpreter. For example, the prompt router> indicates the user level, and the prompt
router# indicates the privileged level. Access to the privileged level usually requires a password.

« Commands and keywords are in boldface font.

« Arguments for which you supply values arein italic font.

« Elementsin square brackets ([ ]) are optional.

» Alternative but required keywords are grouped in braces ({ }) and separated by vertical bars (]).
Examples use these conventions:

- Terminal sessions and sample console screen displays are in screen font.

« Information you enter isin boldface screen foOnt.

« Nonprinting characters, such as passwords, are in angle brackets (< >).

» Default responses to system prompts are in square brackets ([ ]).

- Exclamation points (!) at the beginning of aline indicate a comment line.

Warning Definition

A

Warning

Waarschuwing

IMPORTANT SAFETY INSTRUCTIONS

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you
work on any equipment, be aware of the hazards involved with electrical circuitry and be familiar
with standard practices for preventing accidents. Use the statement number provided at the end of
each warning to locate its translation in the translated safety warnings that accompanied this
device. Statement 1071

SAVE THESE INSTRUCTIONS

BELANGRIJKE VEILIGHEIDSINSTRUCTIES

Dit waarschuwingssymbool betekent gevaar. U verkeert in een situatie die lichamelijk letsel kan
veroorzaken. Voordat u aan enige apparatuur gaat werken, dient u zich bewust te zijn van de bij
elektrische schakelingen betrokken risico's en dient u op de hoogte te zijn van de standaard
praktijken om ongelukken te voorkomen. Gebruik het nummer van de verklaring onderaan de
waarschuwing als u een vertaling van de waarschuwing die bij het apparaat wordt geleverd, wilt
raadplegen.

BEWAAR DEZE INSTRUCTIES

| 78-13062-10
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B Warning Definition

Varoitus TARKEITA TURVALLISUUSOHJEITA

Tama varoitusmerkki merkitsee vaaraa. Tilanne voi aiheuttaa ruumiillisia vammoja. Ennen kuin
kasittelet laitteistoa, huomioi sahkdpiirien kasittelemiseen liittyvat riskit ja tutustu
onnettomuuksien yleisiin ehkaisytapoihin. Turvallisuusvaroitusten kdannokset loytyvat laitteen
mukana toimitettujen kdannettyjen turvallisuusvaroitusten joukosta varoitusten lopussa nakyvien
lausuntonumeroiden avulla.

SAILYTA NAMA OHJEET

Attention IMPORTANTES INFORMATIONS DE SECURITE

Ce symbole d'avertissement indique un danger. Vous vous trouvez dans une situation pouvant
entrainer des blessures ou des dommages corporels. Avant de travailler sur un équipement, soyez
conscient des dangers liés aux circuits électriques et familiarisez-vous avec les procédures
couramment utilisées pour éviter les accidents. Pour prendre connaissance des traductions des
avertissements figurant dans les consignes de sécurité traduites qui accompagnent cet appareil,
référez-vous au numéro de l'instruction situé a la fin de chaque avertissement.

CONSERVEZ CES INFORMATIONS

Warnung WICHTIGE SICHERHEITSHINWEISE

Dieses Warnsymbol bedeutet Gefahr. Sie befinden sich in einer Situation, die zu Verletzungen fiihren
kann. Machen Sie sich vor der Arbeit mit Geraten mit den Gefahren elektrischer Schaltungen und
den ublichen Verfahren zur Vorbeugung vor Unfallen vertraut. Suchen Sie mit der am Ende jeder
Warnung angegebenen Anweisungsnummer nach der jeweiligen Ubersetzung in den {ibersetzten
Sicherheitshinweisen, die zusammen mit diesem Gerat ausgeliefert wurden.

BEWAHREN SIE DIESE HINWEISE GUT AUF.

Avvertenza IMPORTANTI ISTRUZIONI SULLA SICUREZZA

Questo simbolo di avvertenza indica un pericolo. La situazione potrebbe causare infortuni alle
persone. Prima di intervenire su qualsiasi apparecchiatura, occorre essere al corrente dei pericoli
relativi ai circuiti elettrici e conoscere le procedure standard per la prevenzione di incidenti.
Utilizzare il numero di istruzione presente alla fine di ciascuna avvertenza per individuare le
traduzioni delle avvertenze riportate in questo documento.

CONSERVARE QUESTE ISTRUZIONI

Advarsel VIKTIGE SIKKERHETSINSTRUKSJONER

Dette advarselssymbolet betyr fare. Du er i en situasjon som kan fgre til skade pa person. Fgr du
begynner & arbeide med noe av utstyret, ma du vaere oppmerksom pa farene forbundet med
elektriske kretser, og kjenne til standardprosedyrer for & forhindre ulykker. Bruk nummeret i slutten
av hver advarsel for & finne oversettelsen i de oversatte sikkerhetsadvarslene som fulgte med denne
enheten.

TA VARE PA DISSE INSTRUKSJONENE

Cisco 10720 Internet Router Installation and Configuration Guide
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Warning Definition

Aviso INSTRUCOES IMPORTANTES DE SEGURANCA

Este simbolo de aviso significa perigo. Vocé estd em uma situacdo que poderd ser causadora de
lesdes corporais. Antes de iniciar a utilizagdo de qualquer equipamento, tenha conhecimento dos
perigos envolvidos no manuseio de circuitos elétricos e familiarize-se com as praticas habituais de
prevencdo de acidentes. Utilize o nimero da instrugédo fornecido ao final de cada aviso para
localizar sua traducéo nos avisos de seguranca traduzidos que acompanham este dispositivo.

GUARDE ESTAS INSTRUGOES

jAdvertencial! INSTRUCCIONES IMPORTANTES DE SEGURIDAD

Este simbolo de aviso indica peligro. Existe riesgo para su integridad fisica. Antes de manipular
cualquier equipo, considere los riesgos de la corriente eléctrica y familiaricese con los
procedimientos estdndar de prevencion de accidentes. Al final de cada advertencia encontrard el
ndmero que le ayudaréd a encontrar el texto traducido en el apartado de traducciones que acompafia
a este dispositivo.

GUARDE ESTAS INSTRUCCIONES

Varning! VIKTIGA SAKERHETSANVISNINGAR

Denna varningssignal signalerar fara. Du befinner dig i en situation som kan leda till personskada.
Innan du utfor arbete pa nagon utrustning maste du vara medveten om farorna med elkretsar och
kéanna till vanliga forfaranden for att férebygga olyckor. Anvand det nummer som finns i slutet av
varje varning for att hitta dess 6versattning i de dversatta sdkerhetsvarningar som medfdljer denna
anordning.

SPARA DESSA ANVISNINGAR

Figyelem FONTOS BIZTONSAGI ELOIRASOK

Ez a figyelmezeto jel veszélyre utal. Sérilésveszélyt rejto helyzetben van. Mielott
barmely berendezésen munkat végezte, legyen figyelemmel az elektromos aramkorék
okozta kockazatokra, és ismerkedjen meg a szokasos balesetvédelmi eljarasokkal.

A kiadvanyban szereplo figyelmeztetések forditasa a késziilékhez mellékelt biztonsagi
figyelmeztetések kozétt talalhatd; a forditas az egyes figyelmeztetések végén lathaté
szam alapjan keresheto meg.

ORIZZE MEG EZEKET AZ UTASITASOKAT!

Mpepynpexpexve BAXXHbIE MHCTPYKLIUX MO COBNMIOAEHNIO TEXHUKU BE3OMNACHOCTHU

ATOoT cMMBON NpeaynpexaeHns 0603HavYaeT onacHoCcTb. To eCTb MMeeT MecTo CUTyauus, B
KOTOPOW criegyeT onacaTbCs TenecHbIX noBpexaeHui. Mepea akcnnyaTtaumein o6opyaoBaHus
BbISICHUTE, KAKMM OMACHOCTSIM MOXeT NoABepraTbCcA NonbL3oBaTesb NPy UCMOMb30BaHUN
3MEeKTPUYECKUX Lienei, U 03HaKOMbLTECH C NpaBuriamMu TeXHUKU 6e3onacHoCTU Ans
npeAoTBpalLeHUsi BO3MOXHbIX HECHACTHLIX crlyyaeB. Bocnonb3ayiitecb HoMepoM 3asiBNeHus,
npuBeAeHHbIM B KOHLIe KaXAoro npeaynpexaeHusl, YTo6bl HANTU ero NnepeBeAeHHbIN BapuaHT
B NepeBoAe npeaynpexaeHuit no 6esonacHoCTu, NpunaraemMom K JaHHOMY YCTPOMWCTBY.

COXPAHUTE 3TU UHCTPYKLUUA

Cisco 10720 Internet Router Installation and Configuration Guide
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Aviso INSTRUCOES IMPORTANTES DE SEGURANCA

Este simbolo de aviso significa perigo. Vocé se encontra em uma situagdo em que harisco de lesbes
corporais. Antes de trabalhar com qualquer equipamento, esteja ciente dos riscos que envolvem os
circuitos elétricos e familiarize-se com as praticas padrao de prevencédo de acidentes. Use 0
namero da declaracéo fornecido ao final de cada aviso para localizar sua traducéo nos avisos de
segurancga traduzidos que acompanham o dispositivo.

GUARDE ESTAS INSTRUGOES

Advarsel VIGTIGE SIKKERHEDSANVISNINGER

Dette advarselssymbol betyder fare. Du befinder dig i en situation med risiko for
legemesbeskadigelse. Fer du begynder arbejde pa udstyr, skal du veere opmarksom pa de
involverede risici, der er ved elektriske kredslgb, og du skal sette dig ind i standardprocedurer til
undgaelse af ulykker. Brug erklaeringsnummeret efter hver advarsel for at finde oversattelsen i de
oversatte advarsler, der fulgte med denne enhed.

GEM DISSE ANVISNINGER
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Upozorenje

Upozornéni

Mpogidotroinon

NINTR

Opomena

Warning Definition

VAZNE SIGURNOSNE NAPOMENE

Ovaj simbol upozorenja predstavlja opasnost. Nalazite se u situaciji koja moze prouzrogiti
tjelesne ozljede. Prije rada s bilo kojim uredajem, morate razumjeti opasnosti vezane uz
elektriéne sklopove, te biti upoznati sa standardnim na¢inima izbjegavanja nesrec¢a. U
prevedenim sigurnosnim upozorenjima, prilozenima uz uredaj, mozete prema broju koji se
nalazi uz pojedino upozorenje pronaéi i njegov prijevod.

SACUVAJTE OVE UPUTE

DULEZITE BEZPECNOSTNI POKYNY

Tento upozorniujici symbol oznaéuje nebezpedéi. Jste v situaci, ktera by mohla zpisobit
nebezpeci Urazu. Pfed praci na jakémkoliv vybaveni si uvédomte nebezpeci souvisejici

s elektrickymi obvody a seznamte se se standardnimi opatfenimi pro pfedchazeni araziim.
Podle ¢&isla na konci kazdého upozornéni vyhledejte jeho pfeklad v prelozenych
bezpeénostnich upozornénich, ktera jsou pfilozena k zafizeni.

USCHOVEJTE TYTO POKYNY

ZHMANTIKEX OAHIIEXZ AZPANEIAZ

AuTté 10 TTpOEIdOTTOINTIKO OUMBOAO onuaivel Kivduvo. BpiokeaTe o€ KATAGTACN TTOU PTTOPEI va
TTPoKaAETEl TpaUpaTIoUO. IMpiv EpyacTeiTe € OTTOI0ONATTOTE ECOTTAIOUO, Va £XETE UTTOWN OAG TOUG
KIvdUvoug TTou OXeTiCovTal Je Ta NAEKTPIKA KUKAWPATA Kal va £XETE €E0IKEIWOEI Pe TIG OUVABEIG
TTPOAKTIKEG YIO TNV ATTOQUYH aTUXNHATWY. XpNOIYOTTOIRCTE ToV apiBud dAwong TTou TTAPEXETAI OTO
TENOG KABE TTpoEIdOTTOINONG, VIO VA EVTOTTIOETE TN JETAPPACT TNG OTIG HETAPPATHUEVES
TTPOEISOTTIOINCEIS AOQAAEIOG TTOU CUVOBEUOUV TN CUOKEUN).

OYNASTE AYTEX TIZ OAHIEX

NIIYN NIN'VA NIXRIIN

TI'Y DY TAYNY 197 .nptY97 DNa7 71900 A¥Na X¥Nl ANX .00 7000 AT NINTR N'O
D'72I7NN 07010 DX N7 0YNYN 0'7auna NIdNON NIR207 YT Nife ' L Inw'
DIANN DX MNX? 1O DINTR 72 7w 19102 POIoNN NXIINN 190N WNNWN .NNIXN NynY?
JPNN7 NI9AXNY NINANNA NIN'VAN NNNTR]

AN DIXMIN INY

BAXXHW BE3SBEHOCHW HAMATCTBUJA

CumbonoT 3a npegynpenyBane 3Hadm onacHocT. Ce HaoraTe BO cuTyauuja LUTO MOXe Aa
npeam3Buka TenecHu nospeu. MNpen aa pabotute co onpemara, buagete CBECHU 3a PU3MKOT LUTO
MOCTOM Kaj eneKkTpuyHUTE Kona u Tpeba Aa rv no3HaeaTe cTaHO4apAHUTE NOCTanku 3a cnpeyvyBake Ha
HecpekHu cnydaun. MckopucTeTe ro 6pojoT Ha nsjaBaTta LITO Ce Haora Ha KpajoT Ha cekoe
npegynpenysBare 3a Aa ro HajaeTe HEroBUOT Nepuop, Bo npeeeaeHute 6e3benHoCHU
npeaynpegysarsa LUTO Ce UcnopayvaHu co ypeaoT.

YYBAJTE ' OBME HAMATCTBUJA
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Ostrzezenie ~ WAZNE INSTRUKCJE DOTYCZACE BEZPIECZENSTWA

Ten symbol ostrzezenia oznacza niebezpieczenstwo. Zachodzi sytuacja, ktéra moze
powodowacé obrazenia ciata. Przed przystgpieniem do prac przy urzadzeniach nalezy
zapozna¢ sie z zagrozeniami zwigzanymi z uktadami elektrycznymi oraz ze standardowymi
Srodkami zapobiegania wypadkom. Na koricu kazdego ostrzezenia podano numer, na
podstawie ktérego mozna odszukaé ttumaczenie tego ostrzezenia w dotgczonym do
urzadzenia dokumencie z ttumaczeniami ostrzezen.

NINIEJSZE INSTRUKCJE NALEZY ZACHOWAC

Upozornenie DOLEZITE BEZPECNOSTNE POKYNY

Tento varovny symbol oznacuje nebezpecenstvo. Nachadzate sa v
situacii s nebezpecenstvom urazu. Pred pracou na akomkolvek vybaveni
si uvedomte nebezpeéenstvo suvisiace s elektrickymi obvodmi a
oboznamte sa so Standardnymi opatreniami na predchadzanie urazom.
Podla ¢isla na konci kazdého upozornenia vyhladajte jeho preklad v
prelozenych bezpeénostnych upozorneniach, ktoré su prilozené k
zariadeniu.

USCHOVAJTE SITENTO NAVOD

For a complete list of translated safety warnings, read the Regulatory Compliance and Safety
Information for the Cisco 10720 Internet Router document (Document Number 78-13077-xx) that
accompanies your Cisco 10720 Internet Router. Cisco recommends you read and understand the safety
warnings and guidelines before installing, configuring, or maintaining the router.

Cisco 10720 Internet Router Installation and Configuration Guide
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Related Documentation

DPT and SRP

This section provides some reference material out of the Cisco.com library that may be useful for
configuring and maintaining the Cisco 10720 Internet Router.

A variety of technical information on Dynamic Packet Transport (DPT) and Spatial Reuse Protocol
(SRP) is at the following URL:
http://www.cisco.com/en/US/tech/tk482/tk611/tsd_technology support_protocol _home.html

Cisco I0S Software Releases

Modular QoS

Release Notes for Cisco |OS Release 12.0S
Release Notes for Cisco IOS Release 12.0 ST

Modular QoS CLI Overview section in the Cisco 10S Software Configuration for the Cisco 10720
Internet Router document

Quality of Service Overview section in the Cisco |OS Software Configuration for the Cisco 10720
Internet Router document

Field-Replaceable Units (FRUS)

Cisco 10720 Internet Router AC and DC Power Supply Replacement I nstructions, document number
78-13100-xx

Cisco 10720 Internet Router Access Card Installation and Configuration, document number
78-13082-xx

Cisco 10720 Internet Router Chassis Replacement I nstructions, document number 78-13098-xx

Cisco 10720 Internet Router Fan Assembly Replacement Instructions, document number
78-13099-xx

Cisco 10720 Internet Router Memory Replacement Instructions, document number 78-16166-xx

Cisco 10720 Internet Router Cable Management and Rack Mount I nstallation Instructions,
document number 78-13101-xx

Cisco 10720 Internet Router Uplink Cards Installation and Configuration, document number
78-13113-xx
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Other

» Cisco 10720 Internet Router Unpacking I nstructions, document number 78-13855-xx

» Regulatory Compliance and Safety Information for the Cisco 10720 Internet Router, document
number 78-13077-xx

» Compressed Air Cleaning Issues for Fiber-Optic Connections
« Inspection and Cleaning Procedures for Fiber-Optic Connections

Obtaining Documentation

Cisco.com

Cisco documentation and additional literature are available on Cisco.com. Cisco also provides several
ways to obtain technical assistance and other technical resources. These sections explain how to obtain
technical information from Cisco Systems.

You can access the most current Cisco documentation at this URL:
http://www.cisco.com/techsupport

You can access the Cisco website at this URL:
http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_languages.shtml

Product Documentation DVD

The Product Documentation DVD is a comprehensive library of technical product documentation on a
portable medium. The DV D enables you to access multiple versions of installation, configuration, and
command guides for Cisco hardware and software products. With the DV D, you have access to the same
HTML documentation that is found on the Cisco website without being connected to the Internet.
Certain products also have .PDF versions of the documentation available.

The Product Documentation DV D isavailable asasingle unit or as a subscription. Registered Cisco.com
users (Cisco direct customers) can order a Product Documentation DVD (product number
DOC-DOCDVD= or DOC-DOCDVD=SUB) from Cisco Marketplace at this URL:

http://www.cisco.com/go/marketplace/

Ordering Documentation

Registered Cisco.com users may order Cisco documentation at the Product Documentation Store in the
Cisco Marketplace at this URL:

http://www.cisco.com/go/marketplace/

Cisco 10720 Internet Router Installation and Configuration Guide
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Nonregistered Cisco.com users can order technical documentation from 8:00 am. to 5:00 p.m.

(0800 to 1700) PDT by calling 1 866 463-3487 in the United States and Canada, or elsewhere by
calling 011 408 519-5055. You can also order documentation by e-mail at

tech-doc-store-mkpl @external .cisco.com or by fax at 1 408 519-5001 in the United States and Canada,
or elsewhere at 011 408 519-5001.

Documentation Feedback

You can rate and provide feedback about Cisco technical documents by completing the online feedback
form that appears with the technical documents on Cisco.com.

You can submit comments about Cisco documentation by using the response card (if present) behind the
front cover of your document or by writing to the following address:

Cisco Systems

Attn: Customer Document Ordering
170 West Tasman Drive

San Jose, CA 95134-9883

We appreciate your comments.

Cisco Product Security Overview

Cisco provides a free online Security Vulnerability Policy portal at this URL:
http://www.cisco.com/en/US/products/products_security vulnerability policy.html
From this site, you will find information about how to:

» Report security vulnerabilities in Cisco products.

» Obtain assistance with security incidents that involve Cisco products.

» Register to receive security information from Cisco.

A current list of security advisories, security notices, and security responses for Cisco productsis
available at this URL :

http://www.cisco.com/go/psirt

To see security advisories, security notices, and security responses as they are updated in real time, you
can subscribe to the Product Security Incident Response Team Really Simple Syndication (PSIRT RSS)
feed. Information about how to subscribe to the PSIRT RSS feed is found at this URL:

http://www.cisco.com/en/US/products/products _psirt_rss_feed.html

Reporting Security Problems in Cisco Products

Ciscoiscommitted to delivering secure products. Wetest our productsinternally before werelease them,
and we strive to correct all vulnerabilities quickly. If you think that you have identified a vulnerability
in a Cisco product, contact PSIRT:

» For Emergencies only— security-al ert@cisco.com

An emergency is either acondition in which a system is under active attack or a condition for which
a severe and urgent security vulnerability should be reported. All other conditions are considered
nonemergencies.
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» For Nonemergencies— psirt@cisco.com

In an emergency, you can also reach PSIRT by telephone:
- 1877 228-7302
- 1408 525-6532

Tip We encourage you to use Pretty Good Privacy (PGP) or a compatible product (for example, GnuPG) to
encrypt any sensitiveinformation that you send to Cisco. PSIRT can work with information that has been
encrypted with PGP versions 2.x through 9.x.

Never use arevoked or an expired encryption key. The correct public key to usein your correspondence
with PSIRT isthe one linked in the Contact Summary section of the Security Vulnerability Policy page
at thisURL:

http://www.cisco.com/en/US/products/products_security vulnerability policy.html

The link on this page has the current PGP key ID in use.

If you do not have or use PGP, contact PSIRT at the af orementioned e-mail addresses or phone numbers
before sending any sensitive material to find other means of encrypting the data.

Obtaining Technical Assistance

Cisco Technical Support provides 24-hour-a-day award-winning technical assistance. The Cisco
Technical Support & Documentation website on Cisco.com features extensive online support resources.
In addition, if you have avalid Cisco service contract, Cisco Technical Assistance Center (TAC)
engineers provide telephone support. If you do not have a valid Cisco service contract, contact your
reseller.

Cisco Technical Support & Documentation Website

The Cisco Technical Support & Documentation website provides online documents and tools for
troubleshooting and resolving technical issues with Cisco products and technologies. The website is
available 24 hours a day, at this URL:

http://www.cisco.com/techsupport

Access to all tools on the Cisco Technical Support & Documentation website requires a Cisco.com user
ID and password. If you have avalid service contract but do not have a user ID or password, you can
register at this URL :

http://tools.cisco.com/RPF/register/register.do

Note  Use the Cisco Product Identification (CPI) tool to locate your product serial number before submitting
aweb or phone request for service. You can access the CPI tool from the Cisco Technical Support &
Documentation website by clicking the Tools & Resources link under Documentation & Tools. Choose
Cisco Product Identification Tool from the Alphabetical Index drop-down list, or click the Cisco
Product Identification Tool link under Alerts & RMASs. The CPI tool offers three search options: by
product ID or model name; by tree view; or for certain products, by copying and pasting show command
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output. Search results show an illustration of your product with the serial number label location
highlighted. L ocate the serial number label on your product and record the information before placing a
service call.

Submitting a Service Request

Using the online TAC Service Request Tool is the fastest way to open S3 and S4 service requests. (S3
and $4 service requests are those in which your network is minimally impaired or for which you require
product information.) After you describe your situation, the TAC Service Request Tool provides
recommended solutions. If your issue is not resolved using the recommended resources, your service
request is assigned to a Cisco engineer. The TAC Service Request Tool islocated at this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 service requests, or if you do not have Internet access, contact the Cisco TAC by telephone.
(S1 or S2 service requests are those in which your production network is down or severely degraded.)
Cisco engineers are assigned immediately to S1 and S2 service requests to help keep your business
operations running smoothly.

To open a service request by telephone, use one of the following numbers:

Asia-Pacific: +61 2 8446 7411 (Australia: 1 800 805 227)
EMEA: +32 2 704 55 55
USA: 1 800 553-2447

For a complete list of Cisco TAC contacts, go to this URL:
http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity

To ensure that all service requests are reported in a standard format, Cisco has established severity
definitions.

Severity 1 (S1)—An existing network is down, or thereis acritical impact to your business operations.
You and Cisco will commit all necessary resources around the clock to resolve the situation.

Severity 2 (S2)—Operation of an existing network is severely degraded, or significant aspects of your
business operations are negatively affected by inadequate performance of Cisco products. You and Cisco
will commit full-time resources during normal business hours to resolve the situation.

Severity 3 (S3)—Operational performance of the network isimpaired, while most business operations
remain functional. You and Cisco will commit resources during normal business hoursto restore service
to satisfactory levels.

Severity 4 (S4)—You require information or assistance with Cisco product capabilities, installation, or
configuration. Thereislittle or no effect on your business operations.
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Obtaining Additional Publications and Information

Information about Cisco products, technologies, and network solutionsis available from various online
and printed sources.

The Cisco Product Quick Reference Guide is a handy, compact reference tool that includes brief
product overviews, key features, sample part numbers, and abbreviated technical specifications for
many Cisco products that are sold through channel partners. It is updated twice ayear and includes
the latest Cisco offerings. To order and find out more about the Cisco Product Quick Reference
Guide, goto this URL:

http://www.cisco.com/go/guide

Cisco Marketplace provides a variety of Cisco books, reference guides, documentation, and logo
merchandise. Visit Cisco Marketplace, the company store, at this URL :

http://www.cisco.com/go/marketplace/

Cisco Press publishes awide range of general networking, training and certification titles. Both new
and experienced users will benefit from these publications. For current Cisco Press titles and other
information, go to Cisco Press at this URL:

http://www.ciscopress.com

Packet magazine is the Cisco Systems technical user magazine for maximizing Internet and
networking investments. Each quarter, Packet delivers coverage of the latest industry trends,
technology breakthroughs, and Cisco products and solutions, as well as network deployment and
troubleshooting tips, configuration examples, customer case studies, certification and training
information, and links to scores of in-depth online resources. You can access Packet magazine at
this URL:

http://www.cisco.com/packet

iQ Magazine is the quarterly publication from Cisco Systems designed to help growing companies
learn how they can use technology to increase revenue, streamline their business, and expand
services. The publication identifies the challenges facing these companies and the technol ogies to
help solve them, using real-world case studies and business strategies to help readers make sound
technology investment decisions. You can access iQ Magazine at this URL:

http://www.cisco.com/go/igmagazine
or view the digital edition at this URL.:
http://ciscoiq.texterity.com/ciscoig/sampl e/

Internet Protocol Journal is a quarterly journal published by Cisco Systems for engineering
professionals involved in designing, developing, and operating public and private internets and
intranets. You can access the Internet Protocol Journal at this URL:

http://www.cisco.com/ipj

Networking products offered by Cisco Systems, as well as customer support services, can be
obtained at this URL:

http://www.cisco.com/en/US/products/index.html
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» Networking Professionals Connection isan interactive website for networking professionalsto share
guestions, suggestions, and information about networking products and technol ogies with Cisco
experts and other networking professionals. Join a discussion at this URL :

http://www.cisco.com/discuss/networking

» World-class networking training is available from Cisco. You can view current offerings at
this URL:

http://www.cisco.com/en/US/learning/index.html
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= CHAPTER 1

Product Overview

The Cisco 10720 Internet Router provides I P services to users at optical speeds at the edge of their
networks. The Cisco 10720 Internet Router provides network access using Ethernet and Dynamic Packet
Transport (DPT), Packet over SONET (POS), or IEEE 802.17 RPR technology for optical connectivity.
Each router is equipped with one uplink card and one Ethernet access card.

The Cisco 10720 Internet Router overview is presented in the following sections:
» Product Description, page 1-1
» Physical and Functional Overview, page 1-2
» Design Specifications, page 1-9

Product Description

The Cisco 10720 Internet Router provides Ethernet and OC-48c/STM-16c Internet access. Ethernet
connections are provided by means of copper or optical cables. OC-48c/STM-16¢ connections are
provided by means of optical cables. The router can interoperate with synchronous optical network
(SONET) transport infrastructure, but it is not required.

The Cisco 10720 Internet Router has one card cage with two card slots. The upper slot supports one
uplink card and the lower slot supports one access card. Network interface connectors are located on the
front of the uplink and access cards.

The built-in Flash memory contains atotal of 64 MB, with 16 MB dedicated to aread-only partition that
contains the Cisco | OS software image that shipped with the router. There are 48 MB dedicated to a
read-write partition. The read-write partition contains downloaded Cisco 10S software images and is
used to boot up the router.

Additional features of the Cisco 10720 Internet Router are as follows:
« Configuration and administration features, including Telnet and (Cisco Discovery Protocol) CDP
» Serial (AUX) and console ports for local and remote administration

» Remote software download via Trivial File Transfer Protocol (TFTP) and Remote copy.A UNIX utility
(RCP)

» [P over DCC (data communications channel) for remote management of the Cisco 15104
OC-48/STM 16 Optical Regenerator, where applicable

« Optical receive power monitoring support on the OC-48 interface
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Physical and Functional Overview

The Cisco 10720 Internet Router physical and functional overview is presented in the following
sections, and shown in Figure 1-1 and Table 1-1:

» Cisco 10720 Internet Router Hardware Features, page 1-3
- Hardware Field Replaceable Units, page 1-4
- Software Features, page 1-8

Figure 1-1 Cisco 10720 Internet Router: AC (Top) and DC (Bottom) Power Supplies
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Table 1-1 Cisco 10720 Internet Router Description

Physical Description

Dimensions 17.25 x 18.25 x 3.5 inches (2 RU)
(43.81 cm x 46.36 cm x 8.89 cm)
WxDxH

Input Power Option 1: AC-input
- 100/240 VAC
» 50/60 Hz
» 300W (Dual)
Option 2: DC-input
- —48/-60 VDC
- 300W (Dual)
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Cisco 10720 Internet Router Hardware Features

The Cisco 10720 Internet Router provides two dedicated card slots that are not interchangeable or hot
swappable. (See Figure 1-2.) The upper slot contains an uplink card. The lower slot contains an Ethernet
access card.

« Theuplink card slot provides the following options:

— DPT or POS/DPT uplink card: one OC-48c/STM-16¢ DPT port or two POS optical ports with
an aggregate bandwidth of approximately 5 Gbps

— RPR/SRP uplink card: two OC-48 RPR/SRP (Resilient Packet Ring/Spatial Reuse Protocol)
ports that support small form-factor pluggable (SFP) modules, with an aggregate bandwidth of
approximately 5 Gbps

— Console/auxiliary card: console and serial ports only

For more information about the uplink card, refer to the Cisco 10720 Internet Router Uplink Cards
Installation and Configuration publication.

» The Ethernet access card provides either Fast Ethernet or combined Fast Ethernet and Gigabit
Ethernet connectivity. For more information about the access card, refer to the Cisco 10720
Internet Router Access Card Installation and Configuration publication.

The uplink card with only console and serial ports can be used with one of the Ethernet access cards to
customize the Cisco 10720 Internet Router as an Ethernet-only router.

Figure 1-2 Uplink Card and Access Card

1 ‘Uplink card ‘2 ‘Accesscard

The main processing board contains a central processing engine that consists of two sets of processors
that manage the control plane traffic and the data plane traffic.

» The Parallel eXpress Forwarding (PXF) network processors manage the data plane and support 1P
forwarding as well as advanced QoS features.

« The multiple processors in the PXF process packets simultaneously at the rate of approximately
2 Mpps.

The Cisco 10720 Internet Router can be deployed directly over fiber, thus allowing service providersto
offer IP plus optical access without the need for extensive SONET/Synchronous Digital Hierarchy
(SDH) optical transport infrastructure.

Additional overview information about the router can be located in the Cisco 10720 Internet Router
Overview, which accompanies other marketing materials related to the Cisco 10720 Internet Router.
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Hardware Field Replaceable Units

Uplink Cards

The Cisco 10720 Internet Router provides dedicated slots for the uplink card and the access card. The
card cageisintegrated into arigid metal frame. The Cisco 10720 Internet Router field replaceable units
are presented in the following sections:

» Uplink Cards, page 1-4

» Access Card, page 1-6

» Redundant Power Supply, page 1-6
« Fan Assembly, page 1-7

« Mounts, page 1-7

- Cable Management, page 1-8

The uplink cards are available with one of the following:
« One OC-48c/STM16¢c DPT uplink fiber-optic port or two POS uplink fiber-optic ports
« Two RPR/SRP uplink fiber-optic ports supporting SFP modules
» Console and serial (AUX) ports only

Thereisone slot for an uplink card in the chassis. The cards fit the upper slot of the router chassis. See
Figure 1-3 for an example of atypical DPT uplink card.

For more information about the uplink cards, versions of the uplink cards, and uplink card cabling, refer
to the Cisco 10720 Internet Router Uplink Cards Installation and Configuration publication.

Figure 1-3 DPT Uplink Card (Front View)
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The cable connector is a special LC optical connector. When using the card for DPT connections, the
left port is the spatial reuse protocol (SRP) side A and the right port is SRP side B. When POS
connections are made, the two ports are independent of each other. Each port consists of transmit (TX)
and receive (RX). For additional information, see the “SONET Distance Limitations” section on

page 3-11. The console/auxiliary card has console and serial (AUX) ports only.

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 1-4 RPR/SRP Uplink Card (Front View)
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1 |Span West for RPR mode Span East/Side B RX
Side A for SRP mode
2 |Span West/Side A TX Console port
3 |Span West/Side A RX Auxiliary port
4 | Span East for RPR mode Reset switch
Side B for SRP mode
5 |Span East/Side B TX
The cable connector is a special LC optical connector. The RPR/SRP card uses SFP modules. When
connecting to DPT networks in Resilient Pack Rings (IEEE 802.17 RPR) mode, the left port is span
West, and the right port is span East. When in the Spatial Reuse Protocol (SRP) mode, the left port is
side A, and theright port is side B. Each port consists of transmit (TX) and receive (RX). For additional
information, see the “SONET Distance Limitations” section on page 3-11
Key features supported by the DPT and POS uplink card are listed below. For a more extensive list of
features, consult your Cisco sales representative.
« Optica power monitoring and 4.6-ppm clock accuracy
» SONET OC-48/SDH-16¢ compliance
« [P over DCC management interface
- SRP
Key features supported by the RPR/SRP uplink card are listed below. For a more extensive list of
features, consult your Cisco sales representative.
» Optical power monitoring and 4.6-ppm clock accuracy
 SONET OC-48/SDH-16¢c compliance
« [P over DCC management interface
- SRP
- |EEE 802.17 RPR features
» Small Form Factor pluggable (SFP) modules
Cisco 10720 Internet Router Installation and Configuration Guide
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Access Card

The access card is available in either of the following versions:
- Fast Ethernet with support for copper and fiber-optic cabling

- Combined Fast Ethernet and Gigabit Ethernet. The Fast Ethernet ports support copper or fiber-optic
cabling and the Gigabit Ethernet ports use small form-factor pluggable (SFP) optical and copper
modules.

There is aslot for one access card in the chassis. The card fits the lower slot of the router chassis. See
Figure 1-5 for an example of atypical access card.

For more information about the access card, versions of the access card, and access card cabling, refer
to the Cisco 10720 Internet Router Access Cards Installation and Configuration publication.

Figure 1-5 Typical Access Card (Front View)
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Key features supported by the access card are listed below. For a more extensive list of features, consult
your Cisco sales representative.

» Fast Ethernet and Gigabit Ethernet connectivity

» Ethernet Advanced Research Projects Agency (ARPA) MAC encapsulation
« Time Domain Reflectometry (TDR) on 10/100BASE-TX

« Autonegotiation for speed and duplex

e 2000 MAC addresses per port for Address Resolution Protocol (ARP)

» 1000 MAC addresses per Fast Ethernet port

» Cisco |0S software configuration of Ethernet features

Redundant Power Supply

The Cisco 10720 Internet Router comes with either dual AC or dual DC power supplies for redundancy.

Figure 1-6 shows the AC power supply and Figure 1-7 shows the DC power supply for the Cisco 10720
Internet Router.

Cisco 10720 Internet Router Installation and Configuration Guide
m. 78-13062-10 |



| Chapterl Product Overview

Physical and Functional Overview Il

Figure 1-6 Cisco 10720 Internet Router AC Power Supply
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Figure 1-7 Cisco 10720 Internet Router DC Power Supply
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Fan Assembly

The router is equipped with afour-fan assembly located on the inside of the back of the chassis. Thefan
assembly offers redundancy; therefore, the router can continue to operate if one of the fans fails.

S

Note  Replace the fan assembly when afailure occurs. (See the “Removing and Installing the Router Fan
Assembly” section on page 5-16.)

Mounts

The Cisco 10720 Internet Router can be mounted in the following ways:
« Front, mid-, or rear rack mounting in any of the following standard mounting bracket sizes:
— 19-inch EIA (Electronics Industry Association)
— 23/24-inch EIA
— ETSI (European Telecommunications Standards I nstitute)
- Wall mounting
» Desk mounting

Cisco 10720 Internet Router Installation and Configuration Guide
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Cable Management
The cable-management system organizes the interface cables that lead into and away from the router.
Keep the interface cables out of the way of other cables and free of sharp bends.
The cable-management system consists of the following components:
- Cable-management tray for managing the cables

« Cable-management cover to keep the cables from being accidentally stressed

Software Features

A list of software features for the Cisco 10720 Internet Router follows. For more information about
advanced and other software features, refer to the Cisco 10S Software Configuration for the Cisco 10720
Internet Router publication.

» Cisco |OS Release 12.0 SP and Cisco 10S Release 12.0(29)S

« |Prouting protocols, including Intermediate Standard- Intermediate System (1S-1S), Open Shortest
Path First (OSPF), Border Gateway Protocol-4 (BGP-4)

» Ethernet features

— Mediadependent interface (MDI) and mediadependent interface crossed (MDI-X) mode. (MDI
mode is supported on revision B of the combined Fast Ethernet and Gigabit Ethernet access
card, and in Japan on all access cards.)

— 10/100 speed auto-negotiation
— Half-duplex/full-duplex (HDX-FDX) negotiation
— Time Domain Reflectometry (TDR)
- Spatial Reuse Protocol (SRP) features
— SRPintelligent protection switching (IPS)
— IPSwrap-time < 50 ms
— SRP rate-limiting for TX traffic (high/low-priority queue)
— SRP priority slicing for TX traffic
— SRP fairness algorithm (SRP-fa)
— 9,000 maximum transmission unit (MTU)
— SRP hold-off timer for protected SONET
» Resilient Packet Ring (RPR) features
— Intelligent Protection Switching (IPS): Steering mode or Wrapping mode
— RPR Fairness: Per Station Fairness, weighted fairness, Conservative mode or aggressive mode
— Topology: Advanced topology discovery combined with protection events

— RPR classes: Support for classes A, B, and C in transit and Class A and B for transmit and
receive

— RPR keepalive timer and L1 Holdoff timer

For the physical specifications of the Cisco 10720 Internet Router, see Appendix A, “Technical
Specifications.”

Cisco 10720 Internet Router Installation and Configuration Guide
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Design Specifications

The Cisco 10720 Internet Router includes the following design specifications:
» Network Equipment Building Systems, page 1-9
- Electromagnetic Compatibility, page 1-9
- Bonding and Grounding, page 1-9
« Environmental Monitoring, page 1-9
» Shock and Vibration, page 1-9

Network Equipment Building Systems

The Cisco 10720 Internet Router is built to comply with Network Equipment Building Systems (NEBS)
(Level 3 per SR-3580) in flammability, structural, and electronics compliance. For more information,
see the Regulatory Compliance and Safety Information for the Cisco 10720 document.

Electromagnetic Compatibility

Electromagnetic Compatibility (EM C)—Emissions, Immunity, Electrostatic Discharge (ESD) for
product and packaging. For more information, see the “Maintaining Safety with Electricity” section on
page 2-3 and the Regulatory Compliance and Safety Information for the Cisco 10720 document.

Bonding and Grounding

You should bond and ground the router for safety, circuit protection, noise currents, reliability, and
operations compliance. For more information, see the “ Grounding the Cisco 10720 Internet Router”
section on page 3-9.

Environmental Monitoring

The Cisco 10720 Internet router provides environmental monitoring to assist the user in tracking router
operating temperature and humidity. Heat dissipation is not monitored.

Shock and Vibration

Shock and vibration tests are performed on the Cisco 10720 Internet Router. The router istested to meet
the Corporate Mechanical Design Validation and Test (MDV T) specification. Tests verify that the router
operating ranges meet handling and earthquake standards. Thisrouter was built to comply with Network
Equipment Building Systems (NEBS) (Zone 4 per GR-63-Core) in the following areas:

- Earthquake environment and criteria
« Officevibration and criteria

» Transportation vibration and criteria

Cisco 10720 Internet Router Installation and Configuration Guide
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Preparing for Installation

Installation preparation is presented in the following sections:
» Regulatory Compliance and Safety Information, page 2-1
» Warnings and Cautions, page 2-1
» Required Tools and Equipment, page 2-5
« Environmental Safety Guidelines, page 2-8
» Cisco |0S Software Configuration, page 2-11
» Required Tools and Equipment, page 2-5
- Verifying the Contents in the Box, page 2-11
- Site Log Preparation, page 2-12

Regulatory Compliance and Safety Information

See the Regulatory Compliance and Safety I nformation for the Cisco 10720 Internet Router publication,
Document Number 78-13077-xx, for complete regulatory compliance and safety information. We
recommend you read and understand the safety warnings and guidelines before installing, configuring,
or maintaining the router.

Warnings and Cautions

The following sections concern warnings and cautions that accompany the Cisco 10720 Internet router:
- Safety Guidelines, page 2-2
« Maintaining Safety with Electricity, page 2-3
- Electrostatic Discharge, page 2-3
» Laser Safety, page 2-4
- Ventilation Guidelines, page 2-5

Cisco 10720 Internet Router Installation and Configuration Guide
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Safety Guidelines

Before you perform any procedures in this publication, review the safety guidelines in this section to
avoid injuring yourself or damaging the equipment.

The following guidelines will help to ensure your safety and protect the equipment. This list is not
inclusive of all potentially hazardous situations, so be alert.

Note  Review the safety warnings listed in the Regulatory Compliance and Safety Information for the
Cisco 10720 Internet Router publication (Document Number 78-13077-xx) that accompanied your
Cisco 10720 Internet Router before installing, configuring, or maintaining the router.

>

Warning ~ Only trained and qualified personnel should be allowed to install or replace this equipment.
Statement 1030

Never attempt to lift an object that might be too heavy for you to lift by yourself.

Always disconnect the power source and unplug all power cables before lifting, moving, or working
on the router.

Keep the work area clear and dust free during and after installation.
Keep tools and router components away from walk areas.

Do not wear loose clothing, jewelry (including rings and chains), or other itemsthat could get caught
in the router.

Fasten your tie or scarf and sleeves.
Use and operate the router in accordance with its electrical ratings and product usage instructions.
Do not work alone if potentially hazardous conditions exist.

Always unplug the power cables when performing maintenance or working on the router

Review the following safety compliance guidelines to avoid injuring yourself or damaging the
equipment:

Your Cisco 10720 Internet Router should be installed in compliance with national and local
electrical codes: in the United States, National Fire Protection Association (NFPA) 70, United
States National Electrical Code; in Canada, Canadian Electrical Code, part I, CSA C22.1; in other
countries, International Electrotechnical Commission (IEC) 364, part 1 through part 7.

A Cisco 10720 Internet Router configured with an AC-input power supply ships with athree-wire
electrical grounding-type plug that will only fit into a grounding-type power outlet. Thisis asafety
feature. The equipment grounding should be in accordance with local and national electrical codes.

A Cisco 10720 Internet Router configured with adual DC-input power supply requires an external
circuit breaker for the DC-input power source. This circuit breaker should protect against
short-circuit and overcurrent faultsin accordance with United States National Electrical Code NFPA
70 (United States), Canadian Electrical Code, part I, CSA C22.1 (Canada), or IEC 364 (other
countries).

A Cisco 10720 Internet Router configured with an AC-input power supply must have the
socket-outlet combination installed near the router, and it must be easily accessible at all times. The
socket-outlet combination serves as the main disconnecting device.

A Cisco 10720 Internet Router configured with a DC-input power supply must have a readily
accessible disconnect device incorporated in the fixed wiring.

Cisco 10720 Internet Router Installation and Configuration Guide
m. 78-13062-10 |


http://www.cisco.com/univercd/cc/td/doc/product/aggr/10720/ybrcs.htm
http://www.cisco.com/univercd/cc/td/doc/product/aggr/10720/ybrcs.htm

| Chapter2 Preparing for Installation

Warnings and Cautions

Maintaining Safety with Electricity

For information on maintaining safety with electricity, see the " Safety Guidelines” section on page 2-2.

Electrostatic Discharge

Electrostatic discharge (ESD) can damage circuit boards if they are handled improperly. Such
mishandling can result in intermittent or complete failures of the board.

When handling circuit boards, observe the following guidelines to prevent ESD damage:
» Always use an antistatic wrist strap and ensure that the strap makes adequate contact with your skin.

- Attach an ESD-preventive strap to your wrist, and to the chassis or to a bare metal surface. (See
Figure 2-1.)

» Thewrist strap protects equipment from ESD voltages on the body only; ESD voltages on clothing
can still cause damage to electronic components.

A

Caution  For safety, periodically check the resistance value of the ESD-preventive wrist strap. The resistance
measurement should be between 1 and 10 megohms (Mohms).

Preventing Electrostatic Discharge

Electrostatic discharge (ESD) damage can occur when electronic cards or components are improperly
handled. ESD can cause complete or intermittent failures. We recommend using an antistatic strap when
you handle a router or one of its components.

Electromagnetic interference (EMI) shielding is an integral component of the router.
Following are guidelines for preventing ESD damage:

» Always use an ESD-preventive wrist or ankle strap and ensure that it makes good skin contact.
Connect the equipment end of the connection cord to bare metal on the router chassis. (See
Figure 2-1.)

Figure 2-1 Attaching an ESD-Preventive Strap

Cisco 10720 Internet Router Installation and Configuration Guide
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- When installing an uplink or access card, confirm that the card is fully seated in the midplane and
tighten the spring-loaded screws. These screws prevent accidental removal, provide proper
grounding for the system, and help ensure that the connectors are seated in the midplane.

See the “Removing and Installing an Uplink Card” section on page 5-49 and “Removing and
Installing an Access Card” section on page 5-58.

«  When removing an uplink or access card, use the spring-loaded screws to unseat the card connector
from the midplane.

See the “Removing and Installing an Uplink Card” section on page 5-49 and “Removing and
Installing an Access Card” section on page 5-58.

» Handle cards by the spring-loaded screws only; avoid touching the board or connector pins.

» Place aremoved card board-side-up on an antistatic surface or in a static shielding bag. If you plan
to return the component to the factory, immediately place it in a static shielding bag.

» Avoid contact between the card and clothing. The wrist strap protects the board only from ESD
voltages on the body; ESD voltages on clothing can still cause damage.

Laser Safety

Theuplink card is equipped with aClass 1 laser that emitsinvisible radiation. Do not stare into open line
card ports. The following laser warnings apply to the Cisco 10720 Internet Router:

Class 1 Laser Product Warning

A

Warning  Class 1 laser product. Statement 1008

General Laser Warning

A

Warning ~ Avoid exposure to laser radiation. Do not stare into an open aperture, because invisible laser
radiation may be emitted from the aperture when a cable is not inserted in the port. Statement 125

For translated Class 1 laser warnings, refer to the Regulatory Compliance and Safety I nfor mation for the
Cisco 10720 Internet Router publication.

Class 1 LED Product Warning
A

Warning ~ Class 1 LED product. Statement 1027

Cisco 10720 Internet Router Installation and Configuration Guide
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Required Tools and Equipment

The following tools and equipment are required to install the Cisco 10720 Internet Router:
- ESD-preventive wrist strap
» Number 1 Phillips screwdriver
» 1/8-inch flat-blade screwdriver
« Antistatic mat (optional)
« Antistatic bag
- Cableties
»  Wire stripper

Rack-Mounting Guidelines

Before installing the Cisco 10720 Internet Router in a 19-inch EIA, 23- or 24-inch EIA, or ETSI
equipment rack, consider the general rack-mounting guidelines presented in the following sections:

« Ventilation Guidelines, page 2-5
» Rack-Mounting Clearance Guidelines, page 2-6

- Maintenance Guidelines for Multiple Routers in a Rack, page 2-6

Ventilation Guidelines
A

Caution  The fan assembly islocated in the back of the router chassis. Air flow in the front and back of the
router should not be blocked.

Use these guidelines to provide adequate ventilation for the Cisco 10720 Internet Router:

« Install the chassisin an enclosed rack only if the rack has adequate ventilation or an exhaust fan; use
an open rack when possible.

- A ventilation system that is too powerful in an enclosed rack can also prevent cooling by creating
negative air pressure around the router and redirecting the air away from the air intake vent. If
necessary, operate the router with the rack door open or in an open rack.

» Make sure that the air baffle located between the fan assembly and power supply is properly seated
to assist in cooling the router.

- Check equipment located near the bottom of the rack, because it can generate excessive heat that is
drawn upward and into the intake ports of equipment above, possibly leading to overheating.

Cisco 10720 Internet Router Installation and Configuration Guide
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Rack-Mounting Clearance Guidelines

The rack-mounting hardware included with the Cisco 10720 Internet Router is suitable for most 19-inch
EIA, 23- or 24-inch EIA, or ETSI equipment racks or Telco-style racks.

The following are rack-mounting guidelines for the Cisco 10720 Internet Router:

- If you useaTelco-stylerack, be surethat the rack is bolted to the floor, the router mountsto the two
rack posts, and the rest of the router is cantilevered off the posts.

» Some Telco-style racks are secured to ceiling brackets, if necessary, because of the weight of the
equipment in the rack. Make sure that the rack on which you are installing the Cisco 10720
Internet Router is secured.

Note  Warm air exhausts out the back side of the router by drawing cool air in through vents located on the
front of the router chassis. Allow sufficient airflow by maintaining 6 inches (15.24 cm) of clearance

at both the inlet and exhaust openings on the router and 0.75 inch (1.9 cm) on each side of the router
chassis.

Maintenance Guidelines for Multiple Routers in a Rack

The Cisco 10720 Internet Router is 17.50 inches (44.45 cm) wide by 3.45 inches (8.76 cm) high by
18.25inches (46.36 cm) deep. The height is equivalent to two rack units (RU). Therouter is21.80 inches
(55.37 cm) deep when the cable-management tray is installed. When placing multiple routersin arack,
ensure that there is sufficient ventilation to accommodate the routers.

The heated exhaust air from other equipment can enter the inlet air vents and cause overheating inside
the router. To avoid this, follow these guidelines:

« Install and use the cable-management system included with the router to keep cables organized and
out of the way of the cards and power supply.

» Ensurethat cables from other equipment do not interfere with access to the cards and LEDs located
in the front of the router.

« When mounting the router in arack, be sure to use all the screws provided to secure the router to the
rack posts.

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 2-2 Cisco 10720 Internet Router Outer Dimensions (Top View)
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Environmental Safety Guidelines

This section offers guidelines for operating your Cisco 10720 Internet Router in various environments:
« Airflow Guidelines, page 2-8
» Temperature and Humidity Guidelines, page 2-8
» Power Guidelines, page 2-9
« Site Wiring Distance and Interference Guidelines, page 2-10
- Cable Management, page 2-11
« Mounting the Router, page 2-11

Airflow Guidelines

The Cisco 10720 Internet Router air circulation system consists of four fansinstalled in the back of the
router chassis. The fan assembly maintains acceptable operating temperatures for the internal
components by drawing cooling air in through ventslocated on the front of the router chassis, circulating
the air through the router, and exhausting the air out of the back of the router chassis.

Observe the following guidelines when selecting a site at which to install the Cisco 10720
Internet Router:

Note  Warm air exhausts out the back side of the router by drawing cool air in through vents located on the
front of the router chassis. Allow sufficient air flow by maintaining 6 inches (15.24 cm) of clearance
at both the inlet and exhaust openings on the router and 0.75 inch (19.1 mm) on each side of the router
chassis.

» The site should be as dust-free as possible.

- Under extreme environment conditions, the environmental monitoring system will shut down the
power to protect the system components.

Temperature and Humidity Guidelines

The operating environmental site requirements are located in Appendix A, “Technical Specifications.”
The temperature and humidity ranges listed are those within which the router will continue to operate.
You can maintain normal operation by anticipating and correcting environmental irregularities before
they approach critical values.

The environmental monitoring functionality built into the router protects the system and its components
from potential damage from overvoltage and overtemperature conditions.

To assure normal operation and avoid maintenance difficulty, plan and prepare your site beforeinstalling
the router.

Cisco 10720 Internet Router Installation and Configuration Guide
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Power Guidelines

A

Caution

Read the installation instructions before you connect the router to its power source.

The Cisco 10720 Internet Router requires a 120/220 VAC or —48 VDC dual power supply. Site
requirements differ depending on the type of source voltage. We recommend you follow these
precautions and recommendations when planning power connections to your router:

» Check the power at your site before installation and periodically after installation to ensure that you
are receiving clean power. Install a power conditioner if necessary.

- Install proper grounding, or use the proper grounding receptacle to avoid damage from lightning and
power surges.

» Read the safety warnings before you connect the AC or DC power supply to the electrical power at
the local or remote site.

AC-Powered Router

The AC dual power supply includes two terminal blocks for power redundancy. (See Figure 1-6.) The
grounding screw islocated in the terminal block.

The following guidelines will help to ensure your safety and protect the equipment. This list does not
include every potentially hazardous situation, so be alert.

« Install an uninterruptable power source where possible.
« Install proper grounding to avoid damage from lightning and power surges.

See the “ Safety Guidelines” section on page 2-2 for additional information. See Figure 2-3 for an
example of atypical AC power cord.

Figure 2-3 AC Power Cord

DC-Powered Router

The DC dual power supply includes two terminal blocks for power redundancy. (See Figure 1-7.)

The minimum wire gauge size supported on the DC dual power supply is 17 American Wire Gauge
(AWG), which has a 1.5mm wire diameter. The maximum wire gauge size supported on the DC dual
power supply is 10 AWG, which has a 6mm wire diameter.

Wires that are installed in the router power source come from two other external DC power sources. |f
the DC power source on Bus B fails, Bus A will continue to power the generator.

| 78-13062-10
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Thefollowing guidelines will help to ensure saf ety and protect the equipment. Thislist does not include
every potentially hazardous situation, so be alert.

A Cisco 10720 Internet Router configured with the dual DC-input power supply should have areadily
accessible disconnect device incorporated for fixed wiring.

See the “ Safety Guidelines” section on page 2-2 for additional information.

A

Caution  For safety, periodically check the resistance value of the antistatic strap. The measurement should be
between 1 and 10 megohms (Mohms).

A

Warning A readily accessible two-pole disconnect device must be incorporated in the fixed wiring.
Statement 91

Site Wiring Distance and Interference Guidelines

This section offers site wiring guidelines for setting up the site plant wiring and cabling. When planning
the location of the new system, consider the following:

- Electromagnetic Interference, page 2-10
« Distance Limitations for Signaling and Unshielded Conductors, page 2-10

Electromagnetic Interference

Electromagnetic interference (EMI) can occur between the field and the signals on the wires when the
wires are run for any significant distance. This fact has two implications for the construction of plant
wiring:

» Poor wiring practice can result in radio interference emanating from the plant wiring.

» Strong EMI, especially when it is caused by lightning or radio transmitters, can destroy and/or cause

interference with the signal drivers and receiversin the router, and can create an electrical hazard by
conducting power surges through lines and into equipment.

S

Note  To predict and remedy strong EMI, consult expertsin radio frequency interference (RFI).

A good quality twisted pair cable or shielded twisted pair cable helps limit radiation and noise induced
into the cable, minimizing the potential for the following:

- Radio interference

« Interference with the data transmission

Distance Limitations for Signaling and Unshielded Conductors

You must give special consideration to the effect of a lightning strike in the site vicinity if wires exceed
recommended distances, or if wires pass between buildings. The electromagnetic pulse (EMP) caused
by lightning or other high-energy phenomena can easily couple enough energy into unshielded
conductors to destroy electronic devices.
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Cisco 10S Software Configuration 1l

You must provide a properly grounded and shielded environment. Consider electrical surge suppression
issues by addressing the following items:

- Potential surge sources
- Distance

A

Caution  Splicing can degrade cable performance.

Cable Management

The cable-management system, located on the front of the router, organizes the interface cables. The
cable-management system consists of the following components:

» Cable-management tray for managing cables
» Cable-management cover to keep cables from being accidentally stressed

Before mounting the router or connecting the ports on an uplink card or access card, install the
cable-management tray. For more information, see the “Installing the Cable-Management System”
section on page 5-70.

Mounting the Router

Rack mount brackets are available for 19-inch EIA, 23-inch EIA, or 24-inch EIA, and ETSI racks.
Wall-mount brackets and desktop mounts are also available options. For more information about
mounting the Cisco 10720 Internet Router, see the “ Rack-Mounting the Router” section on page 3-2.

Cisco 10S Software Configuration

The Cisco |OS software that runs on your router contains extensive features and functionality.

For Cisco 10S software configuration information and support, refer to the configuration and command
reference publicationsin the Cisco |OS software configuration documentation set that correspondsto the
Cisco 10S software release installed on your Cisco hardware. You can also refer to the Cisco 10S
software release notes for the version of Cisco 10S software you are using on your router.

For alist of these documents, see “Related Documentation” section on page Xix.

Verifying the Contents in the Box

Check the contents of the shipping packaging and verify that the following are included with your
shipment:

- One Cisco 10720 Internet Router fully assembled that includes the following:

1 uplink card
— 1 access card

1 AC or DC dual power supply

1 main board

Cisco 10720 Internet Router Installation and Configuration Guide
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— 1 midplane board
— 1 fan assembly containing 4 fans
— 1 air baffle located between power supply and fan number 4
» One accessory kit that includes the following:
— 19-inch EIA rack-mount brackets (quantity 2)
— 23- to 24-inch EIA rack-mount brackets (quantity 2)
— ETSI rack-mount brackets (quantity 2)
— Wall-mount brackets (quantity 2)
— Rubber foot pads for desk mounting (quantity 4)
— Cable-management system (quantity 1 cable-management tray and 1 cable-management cover)
— AC power cable (quantity 2)
— Metal AC bracket clips (quantity 2)
— Screws (quantity 22)
— Ground lug (quantity 1)
— Lug-mounting 6.3 mm (M5) screws (quantity 2)
» Cisco 10720 Internet Router Unpacking Instructions
« Regulatory Compliance and Safety Information for the Cisco 10720 Internet Router
» Obtaining Documentation for the Cisco 10720 Internet Router

If you do not receive everything you ordered, contact a customer service representative for assistance.

Site Log Preparation

Table 2-1 shows a sample site log. Make copies of the sample or design your own site log. The site log
lets you record operation and maintenance activity. Keep the site log in an accessible place near the
router.

Site log entries might include the following:

» Installation progress—Make entries in the site log to record installation progress. Log any
difficulties encountered and remedies during the installation process for future reference.

» Upgrades and removal/replacement procedures—Use the site log as arecord of system maintenance
and expansion history.

Each time a procedure is performed on the system, update the site log to record the following:
» Field-replaceable hardware installed, removed, or replaced
« Router configuration changes
- Software upgrades
- Corrective or preventive maintenance procedures performed
» Intermittent problems

+ Your comments
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Preparing for Installation

Table 2-1

Site Log for the Cisco 10720 Internet Router

Site Log Preparation

Device ldentification:

Date

Description of Action Performed or Symptom Observed

Initials
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Installing the Cisco 10720 Internet Router

Instructions for installing the Cisco 10720 Internet Router and its basic components are presented in the
following sections:

Setting up the Cisco 10720 Internet Router, page 3-1
Grounding the Cisco 10720 Internet Router, page 3-9
SONET Distance Limitations, page 3-11

Connecting Ports on the Uplink Cards, page 3-12

Creating a Four-Node DPT Ring, page 3-14

Creating a Four-Node | EEE 802.17 RPR Mode Ring, page 3-17
Connecting Ethernet Ports on the Access Card, page 3-22
Installing the Cable-Management System, page 3-25
Turning On Power to the Router, page 3-26

Verifying the Router Power Is Turned On, page 3-32

Initial Setup Configuration, page 3-32

Verifying the Cisco 10720 Internet Router LEDS, page 3-33
Additional Configuration Features, page 3-42

Setting up the Cisco 10720 Internet Router

Verify the following before you install the router:

Fan assembly exhaust vents are not blocked.
The front of the router is not blocked. The airflow intake is located on the front of the router.

24 inches (61 cm) of clearance in front of the router may be needed for working with line cards,
power supplies, attaching network interface cards (NICs), or other components.

L ocation is temperature-controlled, air-conditioned, and dust-free.
Power cables and power supplies have been checked for compatibility with your power service.

L abels on the equipment have been checked to ensure that the power service at your siteis suitable
for the router.

AC- or DC-power source voltage receptacles are easy to reach.
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M Setting up the Cisco 10720 Internet Router

N

Note  For information about environmental considerations and requirements, see the “Environmental
Safety Guidelines’ section on page 2-8.

Cable Management

Install the cable-management tray, which is part of the cable-management system, onto the router before
mounting the router on arack, wall, or desktop. For instructions on installing the cable-management
system, see the “Removing and Installing the Cable-Management System” section on page 5-68.

Rack-Mounting the Router

This section describes how to mount the router on an equipment rack, wall, or desktop. The router comes
with three sets of bracketsfor rack-mounting, one set of bracketsfor wall-mounting, and four rubber foot
pads for desk-mounting.

Check the clearance around the router before you install the router. See the “Required Tools and
Equipment” section on page 2-5 for detailed dimension requirements.
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m. 78-13062-10 |



| Chapter3 Installing the Cisco 10720 Internet Router

Setting up the Cisco 10720 Internet Router

Figure 3-1 Ventilation Requirements for Rack Mounting
6in.
(15.24 cm)
0.751n. 0.751n.
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Note  Warm air exhausts out the back end of the router by drawing cool air in through ventslocated on the front
of the router chassis. Allow sufficient airflow by maintaining 6 inches (15.24 cm) of clearance at both
the inlet and exhaust openings on the router and 0.75 inch (19.1 mm) on each side of the router chassis.
(See Figure 3-1.)
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Thefollowing steps describe how to mount the router on a19-inch EIA, 23-inch, or 24-inch EIA, or ETSI

rack:
Figure 3-2 Rack-Mounting Brackets
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Stepl  Choose the appropriate rack-mounting brackets to fit your rack. (See Figure 3-2.)

Step2  Attach an ESD-preventive wrist strap to your wrist, and to the router chassis or to a bare metal surface.
(See the “Preventing Electrostatic Discharge” section on page 2-3.)

Step3  Turn the router so that the front panel is facing you. The fans are in the back of the router.
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Setting up the Cisco 10720 Internet Router

Figure 3-3 Installing Rack Mounting Brackets

23/24 inch

Step4  Align the brackets to the right and left sides of the router. Use the Number 1 Phillips screwdriver with
the screws that are supplied in the accessory kit to attach the brackets to the router. (See Figure 3-3.)

Step5  Install the router in arack with the front panel forward.

Figure 3-4 Attaching the Router to the 19-Inch Rack (Front Panel Forward)

Step6  Align the mounting brackets on the router with the holes in the rack.
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Use a Number 1 Phillips screwdriver to attach the four screws that are supplied in the cable accessory
kit to attach each side of the router chassis to the rack. (See Figure 3-4.)

Wall-Mounting the Router

The wall-mounting brackets must be mounted on a minimum 5/8-inch (15.9 mm) gypsum wallboard or
equivalent with 12 1-1/4-inch Number 10 screws or equivalent (M5 x 31.8 mm).

A

Caution  The front and back panels of the router require at least 6 inches of clearance away from the wall or
other itemsthat can block the airflow. The side panel requires 1 inch of clearance away from the wall
or other items that can block the airflow. The top and bottom of the router chassis do not require any
specific clearance.

Perform the following steps to set up a proper and secure wall mount for the router. These steps ensure
that adequate ventilation isavailable at all times. A Number 1 Phillips screwdriver isrequired to perform
the following procedure:

Stepl  Locate the two 17.25-inch (43.82 cm) long metal mounts, 12 1-1/4-inch Number 10 (3.18 cm) screws,
and 10 screws for attaching the mount to the router chassis, included in the accessories kit.

N

Note  Verify that no electrical, heating, or plumbing apparatus is located behind the drilling location.

Figure 3-5 Predrilled Holes on a Mounting Surface

3.231in. .«
—>»98.2.cm)
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18.35in.
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Y o
o

Step2  Predrill 12 holes on the mounting surface. The holes on the side of the router chassisare 3.23 inches (8.2
cm) apart. The side-to-side distance is 18.35 inches (46.6 cm). (See Figure 3-5.)
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Note

Step 3

Step 4

Setting up the Cisco 10720 Internet Router

Figure 3-6 Attaching Wall-Mounting Brackets to the Router Chassis
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When the rack is mounted on the wall, make sure that the power receptacles are at the bottom of the
router, as shown in Figure 3-6.

Attach an ESD-preventive strap to your wrist, and to the router chassis or to a bare metal surface. (See
the “ Preventing Electrostatic Discharge” section on page 2-3.)

Attach the wall-mounting brackets to the side of each chassis using five screws on each side. (See
Figure 3-6.)
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Figure 3-7 Wall-Mount Rack
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Step5  Match the holes in the wall-mounting brackets to the predrilled holes on the mounting surface. Mount
the brackets to the wall using the 12 1-1/4-inch screws. (See Figure 3-7.)

Setting up the Router on a Desktop

Use the four rubber feet included with the accessory kit to prepare the Cisco 10720 Internet Router for
desktop setup. To set up the router on a desktop, perform the following steps:

Stepl  Locate the rubber feet that came with the router.

Step2  Attach an ESD-preventive wrist strap to your wrist, and to the router chassis or to a bare metal surface.
(See the “Preventing Electrostatic Discharge” section on page 2-3 for additional information.)

Step3  Turn the router upside down to expose the bottom panel.
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Step 4

A

Grounding the Cisco 10720 Internet Router 1l

Figure 3-8 Applying Rubber Feet to the Bottom of the Router Chassis

Pull the adhesive paper off the rubber feet and apply them to the bottom of the router. (See Figure 3-8.)

Caution

Step 5

Thefront and back panels of the router require at least 6 inches clearance away from the wall or other
items that can block proper airflow. The side panel requires 1 inch of clearance away from the wall
or other items that can block proper airflow. The top and bottom of the router chassis do not require
any specific clearance.

Turn the router over and set it on a desktop or other level surface that provides the necessary ventilation
clearance.

Grounding the Cisco 10720 Internet Router

If the router isinstalled in a Network Equipment Building System (NEBS) environment, follow the
guidelinesin this section. For installations other than in aNEBS environment, you may choseto rely on
the safety earth ground connection supplied via the International Electrotechnical Commission

(IEC) 320 plugs for the AC power supply and DC power supply.

For additional NEBS information, see the Regulatory Compliance and Safety Information for the Cisco
10720 document.

Supplemental Unit Bonding and Grounding Guidelines

If the router is not installed in a NEBS environment, you can bypass these guidelines and rely on the
safety earth ground connection supplied via the IEC 320 plugs for the AC power supply and DC power

supply.
Bonding and grounding receptacles are intended to satisfy the Telcordia NEBS requirements for

supplemental bonding and grounding connections. The router requires a safety earth ground connection
as part of the power cabling to the AC and DC power supplies.

We strongly recommend that you connect the central office (CO) ground system or interior equipment
grounding system to the chassis. Grounding to the CO system or your interior equipment grounding
system meets the NEBS bonding and grounding requirement.
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Use adual-hole cable lug to attach it to the chassis. Use two 6.3 mm (M6) screws on the 0.63-inch (16
mm) centers as shown in Figure 3-9, Figure 3-10, and Figure 3-11. The lug can be ordered from Cisco
(Part Number 32-0607-01). Grounding connectors shall be NRTL listed; use copper conductors only for
grounding and bonding connectors.

Figure 3-9 Cable Lug
All measurements in inches
< 2.24 >
End View
ka0 O
¢ 2 holes
o Crimp area
‘ ‘ —> 0.25‘4—0.63 —>‘ 0.37 | <— 8
0.08 &
Figure 3-10 Crimping the Lug

@ [l =6~

1 ‘ Place ground wire in the lug

N

‘Crimp the lug
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SONET Distance Limitations

Figure 3-11 Attaching the Grounding Lug to the Router Chassis

SONET Distance Limitations

The maximum distance for single-mode installations is determined by the amount of light loss in the
fiber path. Good quality single-mode short-reach optical cable with very few splices can carry an uplink
card signal 2 km. A single-mode, intermediate-reach optical cable signal can carry an uplink card signal
up to 15 km.

If your environment requires the signal to travel close to the typical maximum distance, use an Optical
Time Domain Reflectometer (OTDR) to measure the power 10ss.

A

Caution  Splicing can degrade cable performance.

N

Note  Si ngle-mode fiber-optic cables are available from avariety of vendors. These cables are not available
from Cisco Systems.

Fiber Cables and Connectors

For SONET/SDH single-mode fiber-optic connections, use two simplex optical cables (see Figure 3-12)
or one duplex optical cable (see Figure 3-13).

>

Warning  Class 1 laser product. Statement 1008

Warning  Class 1 LED product. Statement 1027

Warning  Because invisible radiation may be emitted from the aperture of the port when no fiber cable is
connected, avoid exposure to radiation and do not stare into open apertures. Statement 125
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Y
Note  The fiber-optic connectors must be free of dust, oil, and other contaminants. Carefully clean the

fiber-optic connectors using afiber cleaning kit. See the Inspection and Cleaning Procedures for Fiber
Optic Connections document for specific information and instructions.

Figure 3-12 Simplex Optical Cable

Figure 3-13 Duplex Optical Cable

57653

Attach either one duplex optical cable or two simplex optical cables between the card and the device to
which the card is connected. (See Figure 3-16.)

Connecting Ports on the Uplink Cards

Before connecting the ports on an uplink card, install the cable-management tray. For more information,
see the “Removing and Installing the Cable-Management System” section on page 5-68.

For cable and connection specifications, refer to the Cisco 10720 Internet Router Uplink Cards
Installation and Configuration publication.
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Step 1

Step 2

Connecting Ports on the Uplink Cards 1l

To connect the ports on the DPT or POS uplink card, or the RPR/SRP uplink card, follow these
instructions:

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Verify that the router is turned off and disconnected from its power source.

Installing the OC48 SFP Modules in the RPR/SRP Uplink Card

Use the information in this section to install OC48 SFP modules in the RPR/SRP uplink card.

~

Note  Use only OC48 SFP modules purchased from Cisco Systems.

To install a bale clasp OC48 SFP module in the uplink card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)
Step2  Pull the SFP cage cover from the SFP cage.
Step3  Hold the SFP module with the hardware label facing up, asillustrated in Figure 3-14.
Caution  The SFP module must be inserted with the hardware label facing up to avoid damaging the SFP module

or uplink card.
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Figure 3-14 Installing the Bale Clasp SFP Module in the RPR/SRP Uplink Card

1 |RPR/SRP uplink card \2 ‘OC48 SFP module

Step4  Closethe bale clasp on the SFP module by pushing the clasp in the upward direction before inserting the
SFP module.

Step5  Insert the SFP into the appropriate OC48 port and gently push on it until the SFP module snapsinto the
slot. (See Figure 3-14.)

For some basic troubleshooting tips, see the “Basic Troubleshooting SRP for the Uplink Card” section
on page 4-7.

Creating a Four-Node DPT Ring

Create afour-node DPT ring by connecting the fiber-optic cablesto DPT uplink cards that are installed
in routers on the network. To create a four-node DPT ring, perform the following steps:
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Step 1
Step 2

Step 3

Creating a Four-Node DPTRing

Figure 3-15 Creating a DPT Ring Using Uplink Line Cards
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Install a DPT uplink card in a Cisco 10720 Internet Router on the network.
Choose a router with an uplink card to become Node 1 in the four-node DPT ring.

N

Note  The TX side B port on Node 1 goesto the RX side A port on the next router, which will become
Node 2. The labels above the fiber connectorsidentify side A (left port) TX and RX, and side B
(right port) TX and RX. (See Figure 3-15.)

Add other nodes to the ring by connecting the receive (RX) and transmit (TX) cables. The RX port on
one uplink card must be connected to a TX port on the next uplink card. (See Figure 3-15.)

Use Figure 3-15 and Table 3-1 to help organize the cable connections for a four-node DPT ring.
Figure 3-16 provides a view of the network when a four-node DPT ring is created.
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Figure 3-16

Four-node DPT Ring

Quter ring

Table 3-1 Cable Connections for a Four-Node DPT Ring

57877

Cable Connections

From Node / Connector

To Node / Connector

Node 1/ TX side B

Node 2/ RX side A

Node 2/ TX side B

Node 3/ RX side A

Node 3/ TX side B

Node 4 / RX side A

Node 4/ TX side B

Node 1/ RX side A

Nodel/TX side A

Node 4 / RX side B

Node 4/ TX side A

Node 3/ RX side B

Node 3/ TX side A

Node 2 / RX side B

Node 2/ TX side A

Node 1/ RX side B
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Creating a Four-Node IEEE 802.17 RPR Mode Ring M

Creating a Four-Node IEEE 802.17 RPR Mode Ring

Use Figure 3-17 and Table 3-2 to help organi ze the cable connections for afour-node |EEE 802.17 RPR
mode ring.

Figure 3-17 Creating an IEEE 802.17 RPR Mode Ring Using RPR/SRP Uplink Cards

Node 3 Node 1
il <nl al il
il = = il
il il 0 il
il il il il
il il il il
E’ TX E‘“ TX E" TX TX g;
| F||Rx } | Rx } J|Rx Rx } :
E il il il
il 0 0 il
il il il il
0 ol l 0
- Tx Tx||" Tx||° Tx||”
E_‘. ‘E-: ‘E—: ‘E-;
| == = - = - =l [)
I[Rx Rx Rx : Rx : 5
L—annl) LNl L—aqnl) L—aqnlin

The TX span East port on Node 1 goes to the RX span West port on the next router, which will become
Node 2. The labels above the fiber connectors identify span West (Ieft port) TX and RX, and span East
(right port) TX and RX. (See Figure 3-17.)

Create afour-node | EEE 802.17 RPR mode ring by connecting the fiber-optic cablesto RPR/SRP uplink
cards that are installed in routers on the network. To create a four-node |EEE 802.17 RPR mode ring,
perform the following steps:

Stepl  Install an RPR/SRP uplink card in a Cisco 10720 Internet Router on the network.

Step2  Choose arouter with an RPR/SRP uplink card to become Node 1 in the four-node |EEE 802.17 RPR
mode ring.

Step3  Add nodesto the ring by connecting the receive (RX) and transmit (TX) cables. The RX port on one
RPR/SRP uplink card must be connected to a TX port on the next RPR/SRP uplink card.

Table 3-2 Cable Connections for a Four-Node IEEE 802.17 RPR Mode Ring

Cable Connections

From Node / Connector To Node / Connector
Node 1/ TX span East Node 2 / RX span West
Node 2/ TX span East Node 3/ RX span West
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Table 3-2 Cable Connections for a Four-Node IEEE 802.17 RPR Mode Ring (continued)

Cable Connections

Node 3/ TX span East Node 4 / RX span West
Node 4/ TX span East Node 1/ RX span West
Node 1/ TX span West Node 4 / RX span East
Node 4/ TX span West Node 3/ RX span East
Node 3/ TX span West Node 2 / RX span East
Node 2/ TX span West Node 1/ RX span East

Figure 3-18 provides a view of the network when a four-node IEEE 802.17 RPR mode ring is created.

Figure 3-18 Four Node IEEE 802.17 RPR Mode Ring
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Additional Ports on the Uplink Cards

S

Note

You can connect the console or serial (AUX) port on the uplink cards to any of the following:
- Terminal server
« Access server
- Modem
» Desktop computer
- Laptop
» Terminal

The console and AUX ports are located on the right side of the uplink card.

Cisco Systems does not provide AUX port cables. Cables are available from commercial cable
vendors.

Attaching a Terminal Server or Access Server to the Console or AUX Port

N

Note

Step 1

Step 2
Step 3
Step 4
Step 5
Step 6
Step 7

Step 8

To connect aterminal server or access server to the AUX port of the router, do the following:

Attaching aterminal server or access server to the AUX port is a default setting.

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Verify that the terminal server is turned off and disconnected from its power source.

Attach the terminal server end of the RJ-45 cable to the interface port on the terminal server.

Attach the other end of the RJ-45 cable to the router console or AUX port.

Configure the terminal server for reverse Telnet.

Use the default configuration value on the console port or AUX port to configure the terminal router.

Use the following configuration on the asynchronous port:
!
interface Loopback0

ip address 10.1.1.1 255.255.255.0

no ip directed-broadcast
!
line 8 <=the ¢10720 console or AUX port is connected to line 8
exec-timeout 0 0 <==(Optional) make the telnet connection over this line not to timeout
forever
transport input all <==allow reverse telnet

To reverse Telnet to the router from the terminal server, use the following command on a PC in the
network:

C:> telnet 10.1.1.1 2008
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Attaching a Modem to the Console or AUX Port

~

Note

Step 1

Step 2
Step 3

Step 4
Step 5
Step 6

To connect a modem to the AUX port on the router, do the following:

Attaching a modem to the AUX port is a default setting.

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Verify that the modem is turned off and disconnected from its power source.

Attach an adapter marked “MODEM” (Part Number CAB-25AS-MMOD) to the modem end of the RJ-45-
to-RJ-45 cable.

Connect the interface port to the modem.
Attach the other end of the RJ-45 cable to the router AUX port.

Configure the router for modem dial-in by using theinter face asychronous 1 and line aux 0 commands
in the following configuration example:

|
hostname Esop

|

enable password Sherman

|
username Peabody password 0 Sherman <= user name and password for dial-in PPP
authentication

!

interface asynchronous 1

ip address 145.168.1.1 255.255.255.0

no ip directed-broadcast

encapsulation ppp

dialer in-band <= Allow asynchronous dial-in

async mode interactive

peer default ip address 150.168.1.100 <= assign a ip address to the remote PC
ppp authentication chap <= PPP authentication with CHAP

|

!
line aux 0

password cisco

login

modem InOut <=allow modem dial in and dial out

modem autoconfigure type usr_sportster <=specify the modem type

autoselect during-login

autoselect ppp <=Launch PPP when dial-in is successful.

transport input all <=allow all types of terminal sessions, such as telnet
stopbits 1

speed 19200

flowcontrol hardware

end

Cisco 10720 Internet Router Installation and Configuration Guide
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Connecting a Desktop Computer, Laptop, or Terminal to the Console or AUX Port

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

When a desktop computer, laptop, or terminal is connected directly to the console port, you can always
accesstherouter at any privilege level without an enable password or enable secret global configuration
command configured on the router. (See the “Assigning Passwords” section on page 3-33.)

The AUX port requires an enable password or enable secret password configured on the router;
otherwise, the desktop computer, laptop, or terminal cannot access the enable mode of the router.

The asynchronous interface (interface async 1) can be configured for line 1, which isthe AUX port. The
AUX port can be connected to a modem. However, no asynchronous interface can be configured for the
console port; therefore, the console port cannot connect to a modem.

The console and AUX ports support different baud rates:
« Console—9600 (non-configurable)
»  AUX—4800 to 115200 (configurable)

To connect the router to a desktop computer, laptop, or terminal via the console or AUX port, perform
the following:

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Verify that the desktop computer, laptop, or terminal is turned off and disconnected from its power
source.

Attach the desktop computer, laptop, or terminal end of the RJ-45-to-DB9 femal e connector cable to the
computer or terminal serial port on the router.

Attach the other end of the RJ-45 cable to the router console or AUX port.
Y

Note  For moreinformation, refer to the Cabling Guide for Console and AUX Ports guidelines at
http://www.cisco.com/warp/public/701/14.html.

Configure the router and the desktop computer, laptop, or terminal using the default configuration values
for the console port or AUX port. (See Table 3-3.)

Table 3-3 Cisco 10720 Internet Router Default Port Configurations
Function Default Settings

Speed 9600

Databit 8

Stop bit 2

Parity -

Flow control -

Configure the desktop computer, laptop, or terminal serial port with the same port configuration values
required by the router. (See Table 3-3.)
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Connecting Ethernet Ports on the Access Card

Step 1

Step 2

Install the cable-management tray before you connect the copper or optical fiber cable to a Fast Ethernet
port or to an SFP module on the Gigabit Ethernet port on the access card. For more information, see the
“Removing the Cable-Management System” section on page 5-68.

For cable and connection specifications, refer to the Cisco 10720 Internet Router Access Card
Installation and Configuration publication. See Figure 3-21 for an example of atypical cable used for
the access card.

To connect the interface cables to the access card ports, perform the following:

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. See the
“Preventing Electrostatic Discharge” section on page 2-3.

Verify that the router is turned off and disconnected from its power source

Installing asmall form-factor pluggable Gigabit Ethernet (GE) (SFP) module in the access card GE port
is described in the following sections:

» Installing aBale Clasp SFP, page 3-22
« Installing aLatch SFP, page 3-23

You do not need to power down the router before you install an SFP. The router may remain powered
up during this procedure.

The Fast Ethernet ports are suitable for connection to intra-building wiring only, as per GR-1089,
Issue 3.

Installing a Bale Clasp SFP

Step 1

Step 2

A

To install abale clasp GE SFP module in the access card, perform the following steps:

Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Hold the SFP module with the hardware label facing up, asillustrated in Figure 19.

Caution

The SFP module must be inserted with the hardware label facing up to avoiding damaging the SFP
module or the access card.
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Figure 19 Installing the Bale Clasp SFP Module in the Access Card

1 |4-Port Gigabit Ethernet 8-Port 2 |SFP module
10/100BASE-TX access card

Caution

Step 3
Step 4

Close the bale lever on the SFP module prior to inserting the SFP modul e into the port cage to ensure proper
engagement. The balelever isconsidered closed when it isin the upright position. See Figure 3-14. If the bale
lever isleft open during insertion, thereisapossibity that the SFP module may become stuck in the port cage.
To remove the SFP module, use asmall flathead screwdriver to gently lift the cage tongue (located underneath
the SFP module) away from the SFP modul e body, thus disengaging the SFP module. The SFP moduleisnot
damaged by this operation.

Close the bale clasp in the upward direction before inserting the SFP module.

Insert the SFP into the appropriate Gigabit Ethernet slot and gently push on it until the module snaps
into the slot tightly. (See Figure 19.)

Installing a Latch SFP

Step 1

Step 2

A

To install alatch SFP module in the access card, perform the following steps:

Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Hold the SFP module with the hardware label facing up, asillustrated in Figure 20.

Caution

Step 3

The SFP module must be inserted with the hardware label facing up to avoiding damaging the SFP
module or the access card.

Insert the SFP into the appropriate Gigabit Ethernet slot and gently push on it until the module snaps
into the slot tightly. (See Figure 20.)
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Cisco 10720 Internet Router Installation and Configuration Guide g



Chapter 3 Installing the Cisco 10720 Internet Router |

Connecting Ethernet Ports on the Access Card

Figure 20 Installing the Latch SFP Module in the Access Card

1 |4-Port Gigabit Ethernet 2 |SFP module
8-Port10/100BASE-TX access card

Note  Beforeinstalling optical fiber cables, clean the optical fiber cable connection. See the Inspection and
Cleaning Procedures for Fiber-Optic Connections document.

Step4  Connect the appropriate interface cable to the access card. (See Figure 3-21 for an example.)

N

Note  For specific cabling specifications, refer to the Cisco 10720 Internet Router Access Card
Installation and Configuration publication.

Figure 3-21 Connecting the Interface Cable (Typical)

1 Ethernet interface cable
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In-Band Ethernet Port

In-band Ethernet is connected to the hub by using one of the Fast Ethernet or Gigabit Ethernet ports on
the access card. Out-of-band Ethernet is not available on the Cisco 10720 Internet Router.

Installing the Cable-Management System

Step 1

Step 2

Step 3

The cable-management system, located on the front of the router, organizesthe interface cables. To keep
the cables free of sharp bends, extend the cables from the center out both sides of the cable-management
system. Excessive bending of an interface cable can degrade performance and possibly harm the cable.

Perform the following steps to install the cable-management system:

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 3-22 Attaching the Cable-Management Tray

Attach the cable-management tray to the router using four of the 3.5-mm x 6-mm screws that are shipped
with the router. Secure the tray with two screws on each side of the router chassis using a Number 1
Phillips screwdriver. (See Figure 3-22.)

Figure 3-23 Managing Router Cables with the Cable-Management Tray

Separate cables and |ead them out the sides of the cable-management tray. Use a cable tie to keep the
cables together. (See Figure 3-23.)
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A

Caution  To avoid damage to the cables, avoid excessive bending.

Figure 3-24 Cable-Management Tray and Router Installed in a Rack

578441

Step4  Use cable ties to secure the cables to the equipment mounting rack to keep the wires from accidental
bends or breaks. (See Figure 3-24.)

Figure 3-25 Installing the Cable-Management Cover

Step5  Using a Number 1 Phillips screwdriver, attach the cable-management cover to the cable-management
tray. (See Figure 3-25.)

Go to the “Turning On Power to the Router” section on page 3-26 for information on powering on the
router.

Turning On Power to the Router

Perform the following steps to restore power to the router:
» Connecting the AC Power Supply, page 3-27
» Connecting the DC Power Supply, page 3-29
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Connecting the AC Power Supply

A

Warning

A

Before you install, operate, or service the system, read the Regulatory Compliance and Safety

Information for the Cisco 10720 Internet Router publication. This publication contains important safety

information you should know before working with the system.

Warning  Read the installation instructions before you connect the system to its power source.
Statement 1004
Y
Note  For additional information, refer to the Cisco 10720 Internet Router AC and DC Power Supply
Replacement Instructions. This configuration note is available on Cisco.com or ordered as a printed
document. Field replacement documentation is available electronically, by default. If you prefer
printed documentation, order it online.
Y
Note  Werecommend that you attach each AC-input power supply to a dedicated power source for
redundancy and use an uninterruptable power supply (UPS) to protect against power failures. Each
AC power supply operating between 100 and 240 VAC requires a dedicated 15 A electrical power
service for North America, 10 A electrical power service for international specifications.
Perform the following steps to connect the AC power supply:
Stepl  Confirm that the power switch on the router isin the off (O) position. (See Figure 3-26.)
Figure 3-26 AC Power Cord Connected to the Router
Step2  Connect the AC power cord to the AC power supply receptacle on the router. (See Figure 3-26.)
Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 3-27 Power Cord Secured with a Wire Bracket

57858

Step3  Close the wire bracket over the power cord plug. (See Figure 3-27.)

Figure 3-28 Router Connected to the Power Source

|

578701

Step4  Connect the other end of the AC power cord to the AC power source outlet. (See Figure 3-28.)
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Turning On Power to the Router

Figure 3-29 Power Switch in the On Position

57871

Press the power switch to on the (=) position. (See Figure 3-29.)

Connecting the DC Power Supply

A

Warning

A

When you install the unit, the ground connection must always be made first and disconnected last.

Statement 42

Warning  Before performing any of the following procedures, ensure that the power is removed from the DC
circuit. Ensure that power is removed from the DC circuit. To ensure that all power is off, locate
the circuit breaker on the panel board that services the DC circuit. Switch the circuit breaker to
the off (O) position, and tape the switch handle of the circuit breaker in the off (O) position.
Statement 140

Y

Note  The battery return connection is to be treated as an isolated DC return (i.e. DC-I), as defined in
GR-1089-CORE, Issue 3.

>

Note  The minimum wire gauge size supported on the DC dual power supply is 17 American Wire Gauge
(AWG), which has a 1.5mm wire diameter. The maximum wire gauge size supported on the DC dual
power supply is 10 AWG, which has a 6mm wire diameter.

Cisco 10720 Internet Router Installation and Configuration Guide
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Connect the DC power supply by performing the following steps:

Stepl  Verify that the —48V and +48V l|eads are disconnected from the power source.

Step2  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 3-30 Power Switch in the Off Position

Step3  Verify that the power switch located on the front of the power supply isin the off (O) position. (See
Figure 3-30.)

Figure 3-31 Tightening the DC Lead Receptacle

\w) N

=, le— @@E
e

1 |Ground lead ‘ ‘

122053

Step4  Insert the stripped end of the ground lead all the way into the ground lead receptacle on the DC-input
power supply and tighten the receptacle screw using a 1/8-inch flat-blade screwdriver. (See Figure 3-31.)

Note  Make sure the entire stripped end of each lead isinserted all the way into its receptacle. If any
exposed wire at the stripped end of alead is visible after inserting the lead into its receptacle, remove
the lead from the receptacle. Use awire cutter to cut the stripped end of the lead to fit the receptacle.
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Turning On Power to the Router

Figure 3-32

O)=

Connecting the DC Power Leads

[rod @
N
| ih@

1 |Ground lead connected 4 |Ground lead

2 |Positive lead connected 5 |Positive lead

3 |Negative lead connected

6 |Negative lead

Step5  Connect the power leads in the following order:

a. Ground (green wire) (See 4 in Figure 3-32.)
b. Positive (white wire) (See 5in Figure 3-32.)
c. Negative (black wire) (See 6 in Figure 3-32.)

Figure 3-33 DC Power Leads Secured with a Cable Tie

1 [Negative lead

3 |Ground lead
2 |Positivelead

Step 6

After tightening the receptacle screw for the ground, +48V, and —48V DC-input leads, use cable ties to
secure the three leads. (See Figure 3-33.)
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Note  Leaveasmall service loop in the ground lead to ensure that the ground lead is the last lead to
disconnect from the power supply if agreat deal of strain is placed on the DC-input leads. It is
important that the ground power lead is the last to disconnect from the power supply terminal.

Note  Allow sufficient slack in the power cable leads for strain relief. The power cable |eads should be
adequately secured to prevent the power supply terminal connections from being subjected to strain.

Step7  After wiring the DC power supply, remove the tape from the circuit breaker switch handle and turn on
power by moving the handle of the circuit breaker to the on position.

If you are installing the cable-management system, go to the “ Verifying the Router Power Is Turned On”
section on page 3-32. If not, install the cables, and then power up the router.

Verifying the Router Power Is Turned On

Check the following to ensure the router is properly powered on:
- LED lights areon.
» Fansare running.

« Power switch indicates router is turned on.

Initial Setup Configuration

Theinitial setup configuration for the router is presented in the following sections:
- Configuring the Router, page 3-32
» Configuring Global Parameters Using the Setup Facility, page 3-33

Configuring the Router

Perform a basic configuration for the router by using either of the following methods:
» Method 1—Using the setup facility or the setup command.

During the startup of an unconfigured router, the system automatically starts the setup facility. The
setup facility enables manual configuration of the router. The setup facility provides a structured,
interactive script to set up the router.

» Method 2—Using the global configuration mode through the command line user interface.
You will need the following information before you set up the router:

« Router interfaces

« Router protocols

» Network addresses for the protocols being configured

e Password scheme

Cisco 10720 Internet Router Installation and Configuration Guide
m‘ 78-13062-10 |



| Chapter3 Installing the Cisco 10720 Internet Router

Verifying the Cisco 10720 Internet Router LEDs Il

Configuring Global Parameters Using the Setup Facility

Host Name

When using the setup facility or the setup command, the system prompts the user to configure global
parametersfor the router. Global parameters are used for controlling system-wide settings, including the
following:

« Host name for the router
» Passwords for the enable secret, enable, and virtual terminal security parameters

« Protocols used by the router

The name assigned to the router must follow the rules for ARPANET host names. It must start with a
letter, end with aletter or digit, and have only letters, digits, and hyphens. The name must consist of 63
or fewer characters. For more information, refer to RFC 1035, Domain Names— mplementation and
Specifications.

Do not expect case to be preserved. Conventions dictate that computer names appear all lowercase. For
more information, refer to RFC 1178, Choosing a Name for Your Computer.

Assigning Passwords

The commands available at the user EXEC level are a subset of those available at the privileged EXEC
level. Many privileged EXEC commands are used to set system parameters. You should
password-protect these commandsto prevent their unauthorized use. For information on how to establish
password protection or configure privilege levels, refer to the “ Configuring Passwords and Privileges”
chapter in the Security Configuration Guide. The publication islocated in the Cisco 10S software
configuration documentation set that corresponds to the Cisco |OS software release installed on your
Cisco hardware.

The enable secret password functionality is available for the Cisco 10720 Internet Router. Enter the
correct password to gain accessto privileged-level commands. When ROM monitor is active, the enable
password can be used, depending on the boot ROM level.

For maximum security, the enable secret and the enable passwords should be different. If the same
password is used for both the enable secret and the enable functions during the setup process, the
system accepts it, but issues a warning indicating that two distinct passwords should be entered.

An enable secret password can contain from 1 to 25 uppercase and lowercase al phanumeric characters.
An enable password can contain any number of uppercase and lowercase alphanumeric characters.

Verifying the Cisco 10720 Internet Router LEDs

The router LEDs are included on the access and uplink cards. The access and uplink cards each contain
two sets of LEDs:

- System LEDs
- StatusLEDs

The system LEDs inform the user of the condition of the router, while the uplink or access card status
LEDs inform the user of the condition or status of the card itself.
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The following sections provide information about the uplink card system, uplink card status, access card
system, and access card status LEDs:

» Uplink Card System LEDs, page 3-34
» Uplink Card Status LEDs, page 3-36
» Access Card System LEDs, page 3-38
» Access Card Status LEDs, page 3-39

Uplink Card System LEDs

A

Warning

Avoid exposure to laser radiation. Do not stare into an open aperture, because invisible laser
radiation may be emitted from the aperture when a cable is not inserted in the port. Statement 125

The uplink card system LEDs provide information on the functionality of the uplink card in the router.
The system LEDs are located on the right side of the uplink card. See Figure 3-34 LEDs on the DPT and
POS/DPT uplink cards.

Figure 3-34 DPT and POS/DPT Uplink Card LEDs (Left) and System LEDs (Right)
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The configuration of the router will affect the uplink LEDs. Possible variations include optical cable
connections and temperature.

Table 3-4 provides a description of the system LEDs on a DPT or POS/DPT uplink card. Table 3-5
provides a description of the LEDs on an RPR/SRP uplink card.

The color of the LEDs is green/red on the DPT and POS/DPT uplink cards, and green/amber on the
RPR/SRP uplink card.

Table 3-4 and Table 3-5 also indicate the system status of the uplink card asit initializes.
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Table 3-4 DPT and POS/DPT Uplink Card System LEDs
LED Activity Description
OVERTEMP Green (default status System is operating within the proper temperature
when initialized) range.
(inlet <104°F [40°C]; outlet <109°F [43°C])
Red/Green Both LEDs are on, appearing orange. Systems working
on warning temperature range.
(104°F [40°C] <=Iinlet < 122°F [50°C], 109°F [43°C] <=
outlet< 127°F [53°C])
Red System is working on critical temperature state.
(122°F [50°C] <= inlet < 149°F [65°C], 127°F [53°C] <=
outlet < 167°F [75°C])
CARD FAIL Red A hardware failure is being detected on the uplink card.

During power up, the LED will be red, even when the
uplink card is powered down.

Off (default status when
initialized)

Card is operational. The LED isturned off after
hardware initialization.

SYSTEM STATUS

Red

Not applicable.

Red/Green

Both LEDs are on, appears orange. This is the normal
configuration during power up. Once the software loads
successfully, the red LED will turn off.

Green (default status
when initialized)

System is operational.

POWER

Green (default status
when initialized)

The uplink card is receiving power from the system®.

Off

Uplink card is not receiving power from the system.

1. System power up is not an indication that the uplink card is powered up. Check the card status LEDs to ensure the card is
functional properly and is receiving power form the system.

Figure 3-35

RPR/SRP Uplink System LEDs
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Table 3-5 RPR/SRP Uplink Card System LEDs

LED Activity Description

OVERTEMP Green (default status | System is operating within the proper temperature range.
when initialized) (inlet <104°F [40°C]; outlet <109°F [43°C])
Amber/green Both LEDs are on (appears orange). System is working

on warning temperature range.

(104°F [40°C] <= inlet < 122°F [50°C],

109°F [43°C] <= outlet < 127°F [53°C])

Amber System is working on critical temperature state.

(122°F [50°C] <= inlet < 149°F [65°C],

127°F [53°C] <= outlet < 167°F [75°C])

CARD FAIL Amber A hardware failureis detected on the uplink card. During

power up, the LED will be amber even when the uplink
card is powered down.

Off (default status Cardisoperational. The LED isturned off after hardware

when initialized) initialization.
SYSTEM STATUS Amber Not applicable.
Amber/green Both LEDs are on (appears orange). Thisis the normal

configuration during power up. Once the software loads
successfully, the amber LED will turn off.

Green (default status | System is operational.
when initialized)

POWER Green (default status |Uplink card is receiving power from the system.?
when initialized)
Off Uplink card is not receiving power from the system.

1. System power up is not an indication that the uplink card is powered up. Check the card status LEDs to ensure the card is
functioning properly and is receiving power from the system.

For more specific information on these and other uplink card LEDs, refer to the Cisco 10720 Internet
Router Uplink Cards Installation and Configuration publication.

Uplink Card Status LEDs
A

Warning ~ Avoid exposure to laser radiation. Do not stare into an open aperture, because invisible laser
radiation may be emitted from the aperture when a cable is not inserted in the port. Statement 125

The DPT/POS uplink card status LEDs provide information on the operational status of the DPT or POS
uplink card. The status LEDs are located on the left side of the DPT and POS uplink cards. See
Figure 3-34 for an example of atypical DPT uplink card.

Table 3-6 provides a description of status LED activity on the DPT uplink card. Table 3-7 provides a
description of status LED activity on the POS/DPT uplink card. Table 3-8 provides a description of
status LED activity on the RPR/SRP uplink card.
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The color of the LEDs is green/red on the DPT and POS/DPT uplink cards, and green/amber on the
RPR/SRP uplink card.

Table 3-6 DPT Uplink Card Status LEDs
LED Activity Description
ACTIVE Green The port is active.
Blinking red Fiber misconnect is detected (that is, side A
connected to neighbor side A).
Off The port is not active.
CARRIER Green Framer has locked onto the SONET frames.
Off Framer has not achieved lock.
RX PACKET Green Packets are being received on the port.>?
Off No packets are being received on the port.
WRAP Red Portisin local wrap.
Green Wrap in system (for example, another port on
the ring is wrapped).
Off No wrap (i.e., the port is operating normally).
PASS THRU Green Port is in Pass-thru mode.
Off Port is operating normally.

1. Note that due to the SRP IP packets, this LED will remain permanently lit during normal SRP

operation.

2. After you shut down the port interface on the uplink card, the RX PKT LED remains on if SRP
packets (including transit SRP packets) are still being received in Pass-thru mode. The RX PKT
LED turns off if no SRP packets are received.

Table 3-7 POS/DPT Uplink Card Status LEDs
LED Activity Description
ACTIVE Green Port is active.
Off Port is not active.
CARRIER Green Framer has locked onto
the SONET frames.
Off Framer has not achieved
lock.
RX PACKET Green Packets are being
received on the port.
Off No packets are being
received on the port.
SRP WRAP Off Not applicable to POS.
SRP PASS THRU Off Not applicable to POS.
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N

Note  Note that the RPR/SRP uplink card usesthe label “PROTECT” instead of “WRAP,” and the positions of
these two LEDs are different from that on the DPT or POS/DPT uplink card.

Table 3-8 RPR/SRP Uplink Status LEDs
LED Activity Description
ACTIVE Green Port is enabled by software. There is no side mismatch or
loopback.
Amber L oopback is on.
Blinking amber  |Port is enabled by software and there is a side mismatch. There
is no loopback.
Off Port is not enabled by software
CARRIER Green Port isup and thereisavalid SONET signal without any alarms.
Amber Port is up and there is at least one alarm (LOS, LOF, RDI, and
so on.)
Off Off.
RX PKT Green Framer is receiving packets.
Off Framer is not receiving packets.
PASSTHRU Green Port is in Pass-thru mode.
Off Port is operating normally.
PROTECT Green Remote wrap.
Off No wrap.
Amber Local wrap.
Blinking green Remote steer.
Blinking amber Local steer.

For more specific information on these and other uplink card LEDSs, refer to the Cisco 10720 Internet
Router Uplink Cards Installation and Configuration publication.

For additional information about laser safety requirements, see the “Laser Safety” section on page 2-4.

Access Card System LEDs

A

Warning  Avoid exposure to laser radiation. Do not stare into an open aperture, because invisible laser
radiation may be emitted from the aperture when a cable is not inserted in the port. Statement 125

The access card system LEDs provide information on the functionality of the access card in the router.
The system LEDs are located on the bottom right side of the access card. (See Figure 3-36.)
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Figure 3-36

Verifying the Cisco 10720 Internet Router LEDs Il

Access Card Status LEDs (Top) and System LEDs (Bottom)

Soooo i oo

i

The configuration of the router will affect the access LEDs. Possible variations include optical cable
connections and temperature.

Table 3-9 describes the system LEDs on the access card, and indicates the system status of the access
card asit initializes.

Table 3-9 System LEDs for Access Card
LED Activity Description
CARD FAIL Red A hardware failure is being detected on the access
card. During power up, the LED will be red, even
when the access card is powered down.
Off (default status when Card is operational. The LED is turned off after
initialized) hardware initialization.
POWER Green (default status when

initialized)

The access card is receiving power from the
system.!

Off

The access card does not receive power from the
system.

1. System power up is not an indication that the access card is powered up.

Access Card Status LEDs

A

Warning  Avoid exposure to laser radiation. Do not stare into an open aperture, because invisible laser
radiation may be emitted from the aperture when a cable is not inserted in the port. Statement 125

The access card status L EDs provide information on the operational status of the access card. The status

LEDs are located on the top right side of the access card. See Figure 3-36 for an example of typical
access card status LEDs.

| 78-13062-10
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Table 3-10 Access Card Status LEDs

Port Type LED

Activity

Description

Gigabit Ethernet ERROR (R)/LINK (G)

Red

Error detected on this
port. It isturned on at
reset and turned off
during hardware
initialization.

Solid Green

A link is established on
this port.

Off

No link detected on this
port.

ACTIVE

Blinking Green

Packets are being
received or transmitted
on this port.

Off

The port is hot active.

Fast Ethernet
10/100BASE-TX

ERROR (R)/LINK ACTIVE (G)

Red

Error detected on this
port. It is turned on at
reset and turned off
during hardware
initialization.

Solid green

A link is established on
this port, but no activity
is detected.

Blinking green

Packets are being
received or transmitted
on this port.

Off

No link detected on this
port.

100 MBPS

Amber

This port is set at 100
MB/s. This LED reflects
the status of the Ethernet
PHY chip. Even after the
link is removed, it will
remain in the previous
state.

Off

Port is set at 10 MB/s.

[l Cisco 10720 Internet Router Installation and Configuration Guide
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Table 3-10 Access Card Status LEDs (continued)

Port Type LED Activity Description

Fast Ethernet 100BASE-FX ERROR (R)/LINK (G) Red Error detected on this
port. It is turned on at
reset and turned off
during H/W
initialization.

Solid Green A link is established on
this port.

Off No link detected on this
port.

ACTIVE Blinking Amber |Packets are being
received or transmitted
on this port.

Off The port is not active.

For a complete description of the access card LEDs, refer to the Cisco 10720 Internet Router Access
Card Installation and Configuration publication.

For additional information about laser safety requirements, see the “Laser Safety” section on page 2-4.
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Additional Configuration Features

The following sections provide information on additional router configuration and monitoring
procedures:;

- Saving the Configuration to NVRAM, page 3-42

» Using the show Commands, page 3-42

« Monitoring Optical Power, page 3-45

» Configuring Basic SRP Functionality, page 3-46

« Configuring POS Functionality, page 3-46

« Configuring Fast Ethernet, page 3-47

» Configuring Gigabit Ethernet, page 3-47

» Configuring TDR on TX Access Card, page 3-47

» Assigning I P Information, page 3-47

« Enabling Write Permission to Bootflash, page 3-47
» Upgrading the Cisco |0S Software Image, page 3-47
» Upgrading ROM Monitor, page 3-48

Saving the Configuration to NVRAM

To save your configuration to NVRAM, use the copy running-config startup-config command.

Router# copy running-config startup-config
Destination filename [startup-config]?
Building configuration...

[OK]

Router#

Using the show Commands

You can display router information using the show commands described in the following sections:
« Using the show running configuration Command, page 3-42
» Using the show version Command, page 3-44
» Using the show environment all Command, page 3-45

Using the show running configuration Command

Use the show running-configuration command to verify the router’s configuration.

router# show running-configuration
Building configuration...

Current configuration : 3791 bytes
|

version 12.0

no service pad

service timestamps debug uptime
service timestamps log uptime

Cisco 10720 Internet Router Installation and Configuration Guide
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no service password-encryption

|

hostname Router

|

boot system flash:c10700-p-mz.120-18.ST
1

ip subnet-zero

|

!

interface SRP1/1

ip address 48.1.1.10 255.255.255.0
no ip directed-broadcast

|

interface FastEthernet2/1

ip address 190.10.1.1 255.255.255.0
no ip directed-broadcast

duplex auto

speed auto

media-type mdix

|

interface FastEthernet2/2

ip address 190.10.2.1 255.255.255.0
no ip directed-broadcast

duplex auto

speed auto

media-type mdix

!

interface FastEthernet2/3

ip address 190.10.3.1 255.255.255.0
no ip directed-broadcast

duplex auto

speed auto

media-type mdix

|

(Repetitive information removed for FastEthernet2/4 to FastEthernet2/22.)
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interface FastEthernet2/23

ip address 190.10.20.1 255.255.255.0
no ip directed-broadcast

duplex auto

speed auto

media-type mdix

|

interface FastEthernet2/24

ip address 194.16.24.1 255.255.255.0
no ip directed-broadcast

duplex auto

speed auto

media-type mdix

|

ip classless

|

snmp-server engineID local 000000090200000164FF2B00
no snmp-server ifindex persist

|

1

line con 0

exec-timeout 0 0

line aux 0

line vty 0 4

login

|

end

Using the show version Command

Use the show version command to view the currently running version of Cisco 10S software.

In the following example of the show ver sion command, the running system software is Cisco |0S
Release 12.0(19)SP:

Router# show version

Cisco Internetwork Operating System Software

I0S (tm) 10700 Software (C10700-P-M), Version 12.0(19)SP, EARLY DEPLOYMENT RELEASE
SOFTWARE (fcl)

TAC Support:http://www.cisco.com/tac

Copyright (c) 1986-2001 by cisco Systems, Inc.

Compiled Fri 28-Sep-01 11:44 by srani

Image text-base:0x50010960, data-base:0x50660000

ROM:System Bootstrap, Version 12.0(20010529:144545) [yuwang-rommonl 149], DEVELOPMENT
SOFTWARE

BOOTLDR:10700 Software (C10700-P-M), Version 12.0(19)SP, EARLY DEPLOYMENT RELEASE SOFTWARE
(fcl)

Router uptime is 10 minutes
System returned to ROM by power-on
Running default software

cisco C10720 (R5000) processor (revision OxFF) with 256000K/6144K bytes of memory.
R527x CPU at 200Mhz, Implementation 40, Rev 10.0

Last reset from power-on

Toaster processor tmc0 is running.

Toaster processor tmcl is running.

1 one-port 0C48 SONET based SRP controller.

1 24 Port 100 Mbps Fast Ethernet TX controller.

24 FastEthernet/IEEE 802.3 interface(s)
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1 SRP network interface(s)
509K bytes of non-volatile configuration memory.

16384K bytes of Flash internal SIMM (Sector size 512KB).
49152K bytes of Flash internal SIMM (Sector size 512KB).
Configuration register is 0x2102

Using the show environment all Command

Use the show environment all command to display temperature readings, voltage readings, and fan
status.

router# show environment all
Power Supplies:
Power Supply is ok.

Temperature readings:

chassis inlet measured at 27C/80F
chassis outlet0 measured at 33C/91F
chassis outletl measured at 32C/89F

Voltage readings:

Main Board :Voltage Ok
Access Card :Voltage Ok
Uplink Card :Voltage Ok

Fans:

Fan 1 status is believed to be ok.

Fan 2 status is believed to be ok.

Fan 3 status 1is believed to be ok.

Fan 4 status is believed to be ok.

Power Supply Fan status is believed to be ok.
Envm stats saved 1 time(s) since reload
Router#

Monitoring Optical Power

Optical power monitoring is used to monitor the SRP uplink interface. Use the show controllerssrp
command.

Router# show controllers srp
Interface SRP1/1
Hardware is 0OC48 SRP

SRP1/1 - Side A (Outer RX, Inner TX)

OPTICS

RX readout values: -12 dBm - Within specifications <==== HERE
SECTION

LOF = 0 LOS = 0 BIP(B1) =0

LINE

AIS = 0 RDI = 0 FEBE = 0 BIP(B2) =0

PATH

AIS = 0 RDI = 0 FEBE = 0 BIP(B3) =0

LOP = 0 NEWPTR = 0 PSE = 0 NSE =

o

Active Defects: None
Active Alarms: None

Cisco 10720 Internet Router Installation and Configuration Guide
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Alarm reporting enabled for: SLOS SLOF PLOP

Framing : SONET

Rx SONET/SDH bytes: (K1/K2) 0/0 S1s0 0 C2
Tx SONET/SDH bytes: (K1/K2) = 0/0 S1S0 = 0 C2
Clock source : Internal

Framer loopback : None

Path trace buffer : Stable

Remote hostname : M0415B

Remote interface: SRP2/0

Remote IP addr : 48.1.1.2

Remote side id : B

0x16
0x16 JO = Ox1

BER thresholds: SF = 10e-3 SD = 10e-6
IPS BER thresholds(B3): SF = 10e-3 SD = 10e-6
TCA thresholds: Bl = 10e-6 B2 = 10e-6 B3 = 10e-6

SRP1/1 - Side B (Inner RX, Outer TX)

OPTICS

RX readout values: -15 dBm - Within specifications <==== HERE
SECTION

LOF = 0 LOS = 0 BIP(B1) =0

LINE

ATIS = 0 RDI = 0 FEBE = 0 BIP(B2) =0

PATH

AIS = 0 RDI = 0 FEBE = 0 BIP(B3) =0

LOP = 0 NEWPTR = 0 PSE = 0 NSE = 0

Active Defects: None
Active Alarms: None
Alarm reporting enabled for: SLOS SLOF PLOP

Framing : SONET

Rx SONET/SDH bytes: (K1/K2) = 0/0 S1S0 = 0 C2 = 0x16

Tx SONET/SDH bytes: (K1/K2) = 0/0 S1S0 0x16 J0 = 0x1
Clock source : Internal

Framer loopback : None

Path trace buffer : Stable

Remote hostname : MO0415B

Remote interface: SRP2/0

Remote IP addr : 48.1.1.2

Remote side id : A

1]
o
@]
N

1]

BER thresholds: SF = 10e-3 SD = 10e-6
IPS BER thresholds(B3): SF = 10e-3 SD = 10e-6
TCA thresholds: Bl = 10e-6 B2 = 10e-6 B3 = 10e-6

Configuring Basic SRP Functionality

The basic SRP configuration task for the router islocated in the Cisco |10S Software Configuration for
the Cisco 10720 Internet Router publication under “Configuring SRP”

Configuring POS Functionality

The basic SRP configuration task for the router islocated in the Cisco |10S Software Configuration for
the Cisco 10720 Internet Router publication under “Configuring POS.”
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Configuring Fast Ethernet

The basic Fast Ethernet configuration task for the router is located in the Cisco 10S Software

Configuration for the Cisco 10720 Internet Router publication under “Configuring a Fast Ethernet
Interface.”

Configuring Gigabit Ethernet

The basic Gigabit Ethernet configuration task for the router islocated in the Cisco |0S Software

Configuration for the Cisco 10720 Internet Router publication under “Configuring a Gigabit Ethernet
Interface.”

Configuring TDR on TX Access Card

The Time Domain Reflectometer (TDR) sends a signal from one end of a cable and measures the time
for the signal to reflect back. To detect shorts and breaks, to measure the length of the cable, and to find
other physical-layer network problems, use the TDR.

The TDR isused for Fast Ethernet ports on 10/100BASE-T X and 4-Port Gigabit Ethernet 8-Port 10/100
Ethernet TX access cards. For information about how to use the TDR, refer to “Testing for a Cable

Problem on a Fast Ethernet Interface” in the Cisco |OS Software Configuration for the Cisco 10720
Internet Router publication.

Assigning IP Information

To assign | P addresses to interfaces, refer to “ Configuring a Fast Ethernet Connection” in the Cisco 10S
Software Configuration for the Cisco 10720 Internet Router publication.

Enabling Write Permission to Bootflash

The router provides 64 MB of Flash memory. There are 16 MB dedicated to the bootflash, a read-only
partition containing the Cisco 10S software image that shipped with the router. There are 48 MB
dedicated to the Flash, a read-write partition containing downloaded Cisco |OS software images.

To enable the write permission to the bootflash, use the bootflash-write enable command.
router(config)# bootflash-write enable

A

Caution  Writing to bootflash memory is not recommended.

Upgrading the Cisco 10S Software Image

You can upgrade the Cisco 10S software image on the router by copying the image to Flash memory and
then restarting the router using the updated image.

Cisco 10720 Internet Router Installation and Configuration Guide
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Note

Step 1

Step 2

Step 3

Step 4

Note

The router does not have an available Ethernet Out of Bound Controller (EOBC) management interface.
Cisco 10S software images cannot be downloaded from the ROM monitor or while the system is booting

up.

Perform the following steps to update the Cisco |OS software image:

Enter the enable command.

Router> enable

Copy the Cisco |OS software image from the TFTP server to the router Flash memory using the copy
tftp flash command.

Router# copy tftp flash

Address or name of remote host []? tftp_server
Source filename []? /tftpboot/ image name
Destination filename [file name]?

Accessing tftp://tftp_server//tftpboot/ image name

Specify the new Flash memory image using the config ter minal command.

Router# config terminal
Router (config)# boot system flash:image name
Router (config)# config-register 0x2102

Restart the router using the reload command.

Router# reload
Proceed with reload? [confirm]
03:36:32: %SYS-5-RELOAD: Reload requested

The following commands are presently not supported on a Cisco 10720 Internet Router:
boot system tftp <file> <tftp_server>,
rommon 1>boot <file> <tftp_server>, rommon 1>tftpdnld <file>

Verifying the Image Is Upgraded

Enter the show version command to confirm the correct image is loaded on the router. (See the “Using
the show Commands” section on page 3-42.)

Upgrading ROM Monitor

The following section provides information for upgrading the ROM monitor (ROMmon) image. For
additional information about ROMmon features, refer to the Cisco 10S Software Configuration for the
Cisco 10720 Internet Router publication.
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The following steps are an example ROMmon update procedure:

View ROMmon information using the show rom-monitor command.

Router (boot) # show rom-monitor

Region regionl:INVALID

Region region2:INVALID

Currently running ROMMON from S (Gold) region

Copy the new ROMmon record file onto the router Flash memory using the copy tftp flash command.

Router (boot) # copy tftp flash

Program the new ROMmon into the router ROMmon Flash memory using the upgrade rom-monitor
file flash:name.

Router (boot) # upgrade rom-monitor file flash:name
ROMMON image upgrade in progress

Erasing flash

Programming flash

Verifying new image

ROMMON image upgrade complete, router must be reloaded.

View ROMmon information again using the show rom-monitor command.

Router# show rom-monitor

Region regionl:APPROVED, preferred

Region region2:INVALID

Currently running ROMMON from regionl region

Verifying ROM Monitor Is Upgraded

To verify the upgraded ROM monitor, use the show rom-monitor command to verify that the new
ROMmMmon is approved.

Router# show rom-monitor

Region Fl: APPROVED, preferred

Region F2: INVALID

Currently running ROMMON from F1 region
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Troubleshooting

This section contains basic troubleshooting guidance for the Cisco 10720 Internet Router and
components.

- Basic Troubleshooting RPR-IEEE for the Uplink Card, page 4-1
» Basic Troubleshooting SRP for the Uplink Card, page 4-7

» Alarm Messages, page 4-11

« Basic Troubleshooting Ethernet for the Access Card, page 4-19

Basic Troubleshooting RPR-IEEE for the Uplink Card

This section provides basic troubleshooting guidelines for RPR-1EEE on the RPR/SRP uplink card. For
additional information about RPR-1EEE configurations, refer to the Cisco 10S Software Configuration
for the Cisco 10720 Internet Router publication. For additional Cisco |EEE 802.17 related
documentation, see the “Related Documentation” section on page Xix.

The following sections present information on show commands, verification steps, and alarm messages:
» Using the show controller rpr-ieee Command, page 4-1
» Using the show arp Command, page 4-4
« Verifying Clocking, page 4-5
» PASS-THRU Mode, page 4-5
» Verifying the PASS-THRU Mode, page 4-5
» Using the show rpr-ieee topology Command, page 4-6
» Using the show rpr-ieee protection Command, page 4-6
« Fiber Misconnection, page 4-7

Using the show controller rpr-ieee Command

Verify the following using the show controller rpr-ieee command:

» RX optics readout values are within specifications. For example: RX readout values: -11 dBm -
Within specifications, RX readout values: -15 dBm - Within specifications

» Error counters are not incrementing.
« There are no active defects or alarms. For example, Active Alarms: None
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» Proper clocking configuration for each span (East and West). For example,
Clock source: Internal

» Proper hosts are on the proper side. For example, Remote span id: East, Remote span id: West

The following example shows sample output from this command:

Router# show controllers rpr-ieee 1/1

Interface RPR-IEEE1/1

Hardware is 0OC48 RPR-IEEE

RPR-IEEE1/1 - West Span (Ringlet0 RX, Ringletl TX)
SFP Module West is VALID

OPTICS

TX power -4 (+/- 3) dBm

RX power -5 (+/- 3) dBm

No Active Alarms

No Active Warnings

SECTION
LOF = 0 LOS =0 BIP(Bl) =0
LINE
AIS = 0 RDI =0 FEBE = 0 BIP(B2) =0
PATH
AIS =0 RDIT =0 FEBE = 0 BIP(B3) = 0
LOP = 0 NEWPTR = 0 PSE =0 NSE =0
Active Defects: None
Active Alarms: None
Alarm reporting enabled for: SLOS SLOF PLOP
Framing : SONET
Rx SONET/SDH bytes: (K1/K2) = 0/0 S1S0 = 0 C2 = 0xl6
Tx SONET/SDH bytes: (K1/K2) = 0/0 S1s0 = 0 C2 = 0x16 J0 = 0x1
Clock source : Internal
Framer loopback : None
Path trace buffer : Stable
Remote hostname : EAST-D
Remote interface: RPR-IEEE1l/1
Remote IP addr : 1.1.1.1
Remote side id : EAST
BER thresholds: SF = 10e-3 SD = 1l0e-6
IPS BER thresholds(B3): SF = 10e-3 SD = 10e-6
TCA thresholds: Bl = 10e-6 B2 = 10e-6 B3 = 1l0e-6
biff (6:57:52 PM): RPR-IEEE1/1 - East Span (Ringletl RX, Ringlet0O TX)
SFP Module East is VALID
OPTICS
TX power -4 (+/- 3) dBm
RX power -5 (+/- 3) dBm
No Active Alarms
No Active Warnings
SECTION
LOF = 0 LOS =0 BIP(Bl) = 0
LINE
AIS =0 RDI =0 FEBE = 0 BIP(B2) =0
PATH
AIS = 0 RDI =0 FEBE = 0 BIP(B3) =0
LOP = 0 NEWPTR = 0 PSE =0 NSE =0
Active Defects: None
Active Alarms: None
Alarm reporting enabled for: SLOS SLOF PLOP
Framing : SONET
Rx SONET/SDH bytes: (K1/K2) = 0/0 S1S0 = 0 C2 = 0xl6
Tx SONET/SDH bytes: (K1/K2) = 0/0 S1s0 = 0 C2 = 0x16 J0 = 0x1
Clock source : Internal
Framer loopback : None

Path trace buffer : Stable
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Remote hostname : WEST-D
Remote interface: RPR-IEEE1/1

Remote IP addr : 1.1.1.3
Remote side id : WEST

BER thresholds: SF
IPS BER thresholds(B3): SF
TCA thresholds: B1

10e-3 SD

Basic Troubleshooting RPR-IEEE for the Uplink Card Il

10e-6

= 10e-3 SD = 10e-6
= 10e-6 B2 = 10e-6 B3 = 1l0e-6

Using the show controllers rpr-ieee 1/1 transceiver Command

Use the transceiver keyword to display additional information about the status of the small form-factor
pluggable (SFP) module used in an RPR port.

Router# show controllers rpr-ieee 1/1 transceiver

Show Transceiver: West Span

Static information

ID: SFP transceiver

Extended ID: 4
Connector: LC
SONET compliance:

Gigabit Ethernet compliance:

OC48SR

unspecified

Fibre Channel link length: unspecified

Fibre Channel transmitter technology: unspecified
Fibre Channel transmission media: unspecified
Fibre Channel speed: unspecified

Encoding: reserved
Bit Rate: 2500 Mbps
Single mode fiber supported length: 2 km

Upper bit rate limit:
Lower bit rate limit:
Date code (yyyy/mm/dd) :
Vendor PN: SCP6828-C5-BNE
D
ECL0817001L

Vendor revision number:
Vendor serial number:

Transceiver status information

unspecified
unspecified
2004/04/21

Diagnostics calibration is external

Temperature 39 (+/-3 Celsius)
Voltage in transceiver 3232600 uVv

TX bias 8940 uaA (+/-
TX power 316000 nw /
No Active Alarms

No Active Warnings

Alarm Thresholds:

Temperature
Voltage

TX bias

TX power
RX power

Warning Thresholds:

Temperature
Voltage

TX bias

TX power

RX power

100uA)
-5 dBm

high
96
4000000
70000
1000000
1008300

high

91
3600000
60000
630900
1008300

Show Transceiver: East Span

C

uVv
uA
nw
nw

uVv
uA
nw
nw

~ ~

(+/- 10 mv)

(+/- 3dBm)RX power 300200 nw / -5 dBm (+/- 3dBm)

low
-44 C
0 uv
0 uA
dBm 50100 nWw / -13 dBm
dBm unspecified

o O

low
- 9C
3000000 uv
0 uA
-2  dBm 79400 nWw / -11 dBm
0 dBm unspecified
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Static information
ID: SFP transceiver
Extended ID: 4
Connector: LC
SONET compliance: OC48SR
Gigabit Ethernet compliance: unspecified
Fibre Channel link length: unspecified
Fibre Channel transmitter technology: unspecified
Fibre Channel transmission media: unspecified
Fibre Channel speed: unspecified
Encoding: reserved
Bit Rate: 2500 Mbps
Single mode fiber supported length: 2 km
Upper bit rate limit: unspecified
Lower bit rate limit: unspecified
Date code (yyyy/mm/dd): 2004/04/21
Vendor PN: SCP6828-C5-BNE
Vendor revision number: D
Vendor serial number: ECL0817001M
Transceiver status information
Diagnostics calibration is external
Temperature 38 (+/-3 Celsius)
Voltage in transceiver 3230800 uV (+/- 10 mV)
TX bias 8724 uA (+/- 100ud)
TX power 285600 nW / -5 dBm (+/- 3dBm)
RX power 309900 nWw / -5 dBm (+/- 3dBm)
No Active Alarms
No Active Warnings

Alarm Thresholds:

high low
Temperature 96 C -44 C
Voltage 4000000 uv 0 uv
TX bias 70000 uAa 0 uA
TX power 1000000 nWw / O dBm 50100 nWw / -13 dBm
RX power 1008300 nWw / O dBm unspecified
Warning Thresholds:
high low
Temperature 91 C - 9C
Voltage 3600000 uv 3000000 uv
TX bias 60000 uA 0 uA
TX power 630900 nw / -2 dBm 79400 nwWw / -11 dBm
RX power 1008300 nWw / O dBm unspecified

Using the show arp Command

Usethe show arp command to verify that the correct Address Resolution Protocol (ARP) tableisloaded.

The following example shows sample output from this command:

Router# show arp

Protocol Address Age (min) Hardware Addr Type Interface

Internet 1.1.1.1 154 0001.0001.0001 RPR-IEEE-W RPR-IEEELl/1
Internet 1.1.1.3 155 0003.0003.0003 RPR-IEEE-E RPR-IEEE1/1
Internet 1.1.1.2 - 0002.0002.0002 RPR-IEEE RPR-IEEE1l/1
Internet 200.1.1.1 - 0001.64£f£.0601 ARPA GigabitEthernet2/1

Router#
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Verifying Clocking

There are two modes of clocking for the rpr-ieeeinterface, LINE and INTERNAL. Clocking works over
dark fiber.

« INTERNAL means that the rpr-ieee interface uses its internal 20ppm or Stratum-3 clock. LINE
means it takes timing from the other span of the line.

» Having both spanswith clocking set to INTERNAL isthe default configuration and resultsin normal
operation.

» Having both spans with clocking set to LINE is not advised and will result in bit interleaved parity
(BIP) errors over time.

» Pairing opposite spans of aconnectionwith one spans INTERNAL and one span LINE isacceptable,
but not necessary.

Ideal clocking is achieved when all interfaces have the clocking set to INTERNAL. The following
example shows this configuration:
router (config)# interface rpr-ieee 1/1

router (config-if)# rpr-ieee clock-source internal East
router (config-if)# rpr-ieee clock-source internal West

PASS-THRU Mode

The rpr-ieee line card acts as an optical regenerator when it is operating in PASS-THRU mode.
PASS-THRU mode isolates the node. This mode is activated when the interface is placed in shutdown
mode, or the node is not receiving layer 2 keepalives on span East or span West.

Use the shutdown interface configuration command to place the router rpr-ieee interface in
PASS-THRU mode.

PASS-THRU mode is a useful troubleshooting tool for isolating which node on the ring is faulty.
The following example shows sample output from this command:

Router# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.

Router (config) #interface RPR-IEEE 1/1

Router (config-if) #shutdown

Router (config-if) #end

Router#

3d06h: %SYS-5-CONFIG_I: Configured from console by ttyl

3d06h: $LINK-5-CHANGED: Interface RPR-IEEE1/1, changed state to administratively down
3d06h: SLINEPROTO-5-UPDOWN: Line protocol on Interface RPR-IEEEl/1l, changed state to down

Verifying the PASS-THRU Mode

Use the show rpr-ieee ips EXEC command to verify that the rpr-ieee node isin PASS-THRU mode,
which occurs when the interface is administratively down.

The following example shows sample output from this command:

Router# show rpr-ieee protection

RPR-IEEE1/1 is administratively down
Router#
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Using the show rpr-ieee topology Command

Use the show rpr-ieee topology EXEC command to verify that topology is valid.

The following example shows sample output from this command:

Router# show rpr-ieee topology

Ring Topology: CLOSED (STABLE)
Configured protection mode: WRAPPING
Jumbo preference: SET (ring supports JUMBOS)
Number of nodes on

ringlet0: 3 ringletl: 3
Checksum: 0x001800D6

Index (Ri 0) MAC IP Address Edge W/E Request W/E
1 0001.0001.0001 1.1.1.1 NO/NO IDLE/IDLE
0003.0003.0003 1.1.1.3 NO/NO IDLE/IDLE
3 0002.0002.0002 1.1.1.2 NO/NO IDLE/IDLE
Index (Ri 1) MAC IP Address Edge W/E Request W/E
1 0003.0003.0003 1.1.1.3 NO/NO IDLE/IDLE
2 0001.0001.0001 1.1.1.1 NO/NO IDLE/IDLE
3 0002.0002.0002 1.1.1.2 NO/NO IDLE/IDLE

Using the show rpr-ieee protection Command

The show rpr-ieee protection command displays the status of the 802.17 topology-protection. It contains
information such as the neighbors found on each ringlet, the protection mode/status and the topology
checksum val ues/status.

The following example shows sample output from this command:

Router# show rpr-ieee protection
Protection Information for Interface RPR-IEEE1/1
MAC Addresses
West Span (Ringlet 0 RX) neighbor 0001.0001.0001
East Span (Ringlet 1 RX) neighbor 0003.0003.0003
Station MAC address 0002.0002.0002
TP frame sending timers:
fast timer: 10 msec
slow timer: 1x100 msec (100 msec)
Protection holdoff timers:

L1l Holdoff Keepalive Detection
West Span 0x10 msec ( 0 msec) West Span 3 msec
East Span 0x10 msec ( 0 msec) East Span 3 msec

Configured protection mode: WRAPPING
Protection Status
Ring is IDLE

Protection WTR period is 10 sec. (timer is inactive)
Self Detected Requests Remote Requests
West Span IDLE West Span IDLE
East Span IDLE East Span IDLE
Distant Requests
East Span IDLE West Span IDLE

West Span Failures: none East Span Failures: none

If the ring reports an "OPEN" state in the topology, thereis alink failure in the ring, the details in the
ringlet indiceswill pinpoint the failure location by indicating the Edge location and the Request (reason)
for the Edge.

Cisco 10720 Internet Router Installation and Configuration Guide
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Fiber Misconnection

Use the show rpr-ieee EXEC command to check for misconnected fiber cables, for example, span East
to span East or TX to TX. The message, “Misconnection Alarm” shows at the top of the show rpr-ieee
command output when there is a fiber misconnection.

One alarm—the problem is with another node on the ring. For example, span East connected to span
East.

Two alarms—the problem is your node. For example, span East to span East and span West to span
West.

Basic Troubleshooting SRP for the Uplink Card

This section provides basic troubleshooting guidelines for SRP on the DPT, POS/DPT, and RPR/SRP
uplink cards. For additional information about SRP configurations, refer to the Cisco |OS Software
Configuration for the Cisco 10720 Internet Router publication. For additional Cisco SRP-related
documentation, see the “Related Documentation” section on page Xix.

The following sections present information on show commands, verification steps, and alarm messages:

Using the show controller srp Command, page 4-7
Using the show arp Command, page 4-9

Verifying Clocking, page 4-9

PASS-THRU Mode, page 4-9

Verify the PASS-THRU Mode, page 4-10

Using the show srp topology Command, page 4-10
Using the show srp ips Command, page 4-10

Fiber Misconnection, page 4-11

Using the show controller srp Command

Verify the following using the show controller srp command:

RX optics readout values are within specifications. For example: RX readout values: -11 dBm -
Within specifications, RX readout values: -15 dBm - Within specifications

Error counters are not incrementing.
There are no active defects or alarms. For example, Active Alarms. None

Proper clocking configuration for each side (A and B). For example,
Clock source: Internal

Proper hosts are on the proper side. For example, Remotesideid : A,
Remotesideid : B

Router# show controllers srp

Interface SRP1/1
Hardware is 0OC48 SRP

SRP1/1 - Side A (Outer RX, Inner TX)
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X

OPTICS
RX readout values: -11 dBm - Within specifications
SECTION
LOF = 0 LOS =0 BIP(Bl) = 0
LINE
AIS = 0 RDI =0 FEBE = 0 BIP(B2) =0
PATH
AIS = 0 RDI =0 FEBE = 0 BIP(B3) =0
LOP = 0 NEWPTR = 0 PSE =0 NSE =0
Active Defects: None
Active Alarms: None
Alarm reporting enabled for: SLOS SLOF PLOP
Framing : SONET
Rx SONET/SDH bytes: (K1/K2) = 0/0 S1s0 = 0 C2 = 0x1l6
Tx SONET/SDH bytes: (K1/K2) = 0/0 S1s0 = 0 C2 = 0x16 J0 = Ox1
Clock source : Internal
Framer loopback None
Path trace buffer Stable
Remote hostname MO0415B
Remote interface: SRP2/0
Remote IP addr 48.1.1.2
Remote side id B
BER thresholds: SF = 10e-3 SD = 1l0e-6
IPS BER thresholds(B3): SF = 10e-3 SD = 10e-6
TCA thresholds: Bl = 10e-6 B2 = 10e-6 B3 = 1l0e-6
SRP1/1 - Side B (Inner RX, Outer TX)
OPTICS
RX readout values: -15 dBm - Within specifications
SECTION
LOF = 0 LOS =0 BIP(Bl) =0
LINE
AIS = 0 RDI =0 FEBE = 0 BIP(B2) =0
PATH
AIS =0 RDI =0 FEBE = 0 BIP(B3) =0
LOP = 0 NEWPTR = 0 PSE =0 NSE =0
Active Defects: None
Active Alarms: None
Alarm reporting enabled for: SLOS SLOF PLOP
Framing : SONET
Rx SONET/SDH bytes: (K1/K2) = 0/0 S1S0 = 0 C2 = 0x16
Tx SONET/SDH bytes: (K1/K2) = 0/0 S1s0 = 0 C2 = 0x16 J0 = 0x1
Clock source : Internal
Framer loopback None
Path trace buffer Stable
Remote hostname M0415B
Remote interface: SRP2/0
Remote IP addr 48.1.1.2
Remote side id A
BER thresholds: SF = 10e-3 SD = 10e-6
IPS BER thresholds(B3): SF = 10e-3 SD = 1l0e-6

TCA thresholds:

Router#

Bl = 10e-6 B2 = 10e-6 B3 = 1l0e-6
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Using the show arp Command

Usethe show arp command to verify that the correct Address Resolution Protocol (ARP) tableisloaded.

Router# show arp

Protocol Address Age (min) Hardware Addr Type Interface
Internet 48.1.1.2 181 0001.6340.9100 SRP-B SRP1/1

Internet 48.1.1.10 - 0001.64££.3100 SRP2 SRP1/1

Internet 194.16.3.1 68 0001.64£f£.3103 ARPA FastEthernet2/3
Internet 194.16.2.1 123 0001.64ff.3102 ARPA FastEthernet2/2
Internet 194.16.1.1 - 0001.64£f£.3101 ARPA FastEthernet2/1
repetitive output removed

Router#

Verifying Clocking

There are two modes of clocking for the SRP interface, LINE and INTERNAL. Clocking works over
dark fiber.

« INTERNAL means that the SRP interface usesits internal 20ppm or Stratum-3 clock. LINE means
it takes timing from the other side of the line.

» Having both sideswith clocking set to INTERNAL isthe default configuration and resultsin normal
operation.

» Having both sides with clocking set to LINE is not advised and will result in bit interleaved parity
(BIP) errors over time.

» Pairing opposite sides of a connection with one side INTERNAL and one side LINE is acceptable,
but not necessary.

Ideal clocking is achieved when all interfaces have the clocking set to INTERNAL. The following
example shows this configuration:
router (config)# interface srp 1/1

router (config-if)# srp clock-source internal A
router (config-if)# srp clock-source internal B

PASS-THRU Mode

The SRPline card acts as an optical regenerator whenit isoperating in PASS-THRU mode. PASS-THRU
mode isolates the node. This mode is activated when the interface is placed in shutdown mode, or the
node is not receiving layer 2 keepalives on side A or side B.

Use the shutdown interface configuration command to place the router SRP interface in PASS-THRU
mode.

PASS-THRU mode is a useful troubleshooting tool for isolating which node on the ring is faulty.

Router# config terminal

Enter configuration commands, one per line. End with CNTL/Z.

Router (config)# interface srp 1/1

Router (config-if)# shutdown

Router (config-if)# end

Router#

23:42:25: %SYS-5-CONFIG_I: Configured from console by console

23:42:27: %LINK-5-CHANGED: Interface SRP1/1, changed state to administratively down
23:42:28: SLINEPROTO-5-UPDOWN: Line protocol on Interface SRP1/1, changed state to down
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Verify the PASS-THRU Mode

Usethe show srp ips EXEC command to verify that the SRP nodeisin PASS-THRU mode, which occurs
when the interface is administratively down.

Router# show srp ips

SRP1/1 is administratively down
Router#

Using the show srp topology Command

Use the show srp topology EXEC command to verify that the topology packets are being sent and
received.

router# show srp topology

Topology Map for Interface SRP1/1

Topology pkt. sent every 5 sec. (next pkt. after 0 sec.)
Last received topology pkt. 00:00:04

Nodes on the ring: 3

Hops (outer ring) MAC IP Address Wrapped Name
0 0001.64f£.1580 48.1.1.3 No M0426C
1 0001.6347.9700 48.1.1.2 No M0426B
2 00b0.c280.cf00 48.1.1.1 No M0426A

By default, the maximum acceptable time for the last topology packet to be received is 5 seconds. If the
last received packet value is higher than 5 seconds, topology packets are being lost on the ring.

Using the show srp ips Command

=
-

The show srp ips command displays the status of the IPS protocol. It contains information such as the
direct neighbors’ address, the wrap state, the failures state and the latest transmitted and received |PS
packets of the SRP node. It also indicatesthat theinterfaceisadministratively up and notin PASS-THRU
mode. (See the “PASS-THRU Mode” section on page 4-9.)

router# show srp ips

IPS Information for Interface SRP1/1

MAC Addresses
Side A (Outer ring RX) neighbor 00b0.c280.cf00
Side B (Inner ring RX) neighbor 0001.6347.9700
Node MAC address 0001.64ff.1580

IPS State

Side A not wrapped
Side B not wrapped
Side A (Inner ring TX) IPS pkt. sent every 1 sec. (next pkt. after 1 sec.)
Side B (Outer ring TX) IPS pkt. sent every 1 sec. (next pkt. after 1 sec.)
inter card bus enabled
IPS WTR period is 60 sec. (timer is inactive)
Node IPS State: idle
IPS Self Detected Requests IPS Remote Requests
Side A IDLE Side A IDLE
Side B IDLE Side B IDLE

IPS messages received
Side A (Outer ring RX) {00b0.c280.cf00,IDLE,SHORT}, TTL 128
Side B (Inner ring RX) {0001.6347.9700,IDLE,SHORT}, TTL 128
IPS messages transmitted
Side A (Outer ring RX) {0001.64ff.1580,IDLE, SHORT}, TTL 128
Side B (Inner ring RX) {0001.64ff.1580,IDLE,SHORT}, TTL 128

Any status other than IDLE, SHORT indicates that errors are present.
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If the value “none” is present in IPS packets received, there is a problem on the ring.

Fiber Misconnection

Use the show srp EXEC command to check for misconnected fiber cables, for example, side A to side
A or TX to TX. The message, “Misconnection Alarm” shows at the top of the show srp command output
when there is a fiber misconnection.

« One alarm—the problem is with another ring on the node. For example, side A connected to side A.
» Two alarms—the problem is your node. For example, side A to side A and side B to side B.

Alarm Messages

Thefollowing alarm messages display on the console. The suggested sol utions cover the most commonly
observed errors.

See the following tables for specific alarms and solutions.

Alarm Messages

The following alarm messages report to the console. See Table 4-1 through Table 4-8 for specific alarms
and solutions.

The suggested solutions listed below are to the most commonly observed errors:
» Keepalive Alarm Messages for All Uplink Cards, Table 4-1 on page 4-11
- |EEE 802.17 RPR Wrap Messages, Table 4-2 on page 4-13
« |EEE 802.17 RPR Unwap Messages, Table 4-3 on page 4-14
- Other IEEE 802.17 RPR Alarm Messages, Table 4-6 on page 4-16
» SRP Wrap Messages, Table 4-7 on page 4-17
» SRP Unwrap Message, Table 4-8 on page 4-18

Table 4-1 Keepalive Alarm Messages for All Uplink Cards
Alarm Description Solution
SRP1/1 Side A Keepalive \MAC failureis detected Check transport span for problems.

Failure (MAC) Typically SRP ring traverses a SONET

layer connection, creating this error.

SRP1/1 Side A Keepalive |SONET section loss of signal  |Check fiber for breaks, power level, and
Failure (SLOS) connectivity.

Thisisa SONET layer 1 issue with fiber.

SRP1/1 Side A Keepalive |SONET section loss of frame |Check the fiber for degradation in (power
Failure (SLOF) level) or clocking (internal versusline).
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Table 4-1

Keepalive Alarm Messages for All Uplink Cards (continued)

Alarm

Description

Solution

SRP1/1 Side A Keepalive
Failure (LSD)

SONET line signal degrade

Check the affected fiber, transmit and
receive ports. Check power level.

ThisisaSONET layer 1issuewith signal
degrade.

SRP1/1 Side A Keepalive
Failure (LSD)

SONET line signal degrade

Check the neighbor
node/transport/regenerator for SONET
layer 1 issues (LOS, LSF).

Thisis a SONET layer 1 issue with an
intermediate unit (usually transport
connection or regenerator) forwarding an
AlS.

SRP1/1 Side A Keepalive
OK

Keepalive failure removed;
Layer 2 Keepalive receiving
correctly

None.

RPR-IEEE1/1 span
WEST Keepalive
Failure (MAC)

MAC failure is detected

Check transport span for problems.

Typicaly RPR ring traverses a SONET
layer connection, creating this error.

RPR-1EEE1/1 span
WEST Keepalive Failure
(SLOS)

SONET section loss of signal

Check fiber for breaks, power level, and
connectivity.

ThisisaSONET Layer 1issuewith fiber.

RPR-1EEE1/1 span
WEST Keepalive
Failure (SLOF)

SONET section loss of frame

Check the fiber for degredation in (power
level) or clocking (interval versusline).

RPR-IEEE1/1 span
WEST Keepalive
Failure (LSD)

SONET line signal degrade

Check the affected fiber transmit (TX)
and receive (RX) ports. Check the power
level.

Thisisa SONET Layer 1 issue with
signal degradation.

RPR-1EEE1/1 span
WEST Keepalive
Failure (LSF)

SONET line signal failure

Check the neighboring
node/transport/regenerator for SONET
layer 1 issues (LOS, LSF).

Thisisa SONET Layer 1 issue with an
intermediate unit (usually transport
connection or regenerator) forwarding an
AlS.

RPR-1EEE1/1 span
WEST Keepalive
Failure OK

Keepalive signal removed,
Layer 2 Keepalive receiving
correctly

None.
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Table 4-2

IEEE 802.17 RPR Wrap Messages

Alarm Messages W

Alarm

Description

Solution

RPR-1EEE1/1 wrapped on
span East (span WEST
User Request Forced
Switch)

User initiated forced switch on
span WEST on node

User initiated, none.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
User Request Manual
Switch)

User initiated manual switch
on span WEST on node

User initiated, none.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Self Detect Signal Fail)

SONET Layer 1 signal fail
detected

Investigate Keepalive failure. Wrap
occurred.

Keepalive failure—SLOS, SLOF, LSF,
or LAIS.

RPR-1EEE1/1 wrapped on
span EAST (span WEST
Span Neighbor Signal
Degrade)

SONET Layer 1 signal fail
detected

Investigate Keepalive failure. Wrap
occurred.

Keepalive failure—LSD.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Self Detect Wait to Restore
[WTR])

Wrap cleared, node initiated;
Wait to Restore (WTR) state

WTR period is 10 to 360 seconds (user
configured), node will unwrap at end of
WTR. None.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Span Neighbor Forced
Switch)

Neighbor node Forced Switch
initiated by user. Node wrap to
protect failed span

User initiated, none.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Span Neighbor Manual
Switch)

Neighbor node Manual Switch
initiated by user. Node wrap

User initiated, none.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Span Neighbor Signal Fail)

Neighbor node wrapped dueto
signal fail

Investigate the signal degrade on
neighbor node.

RPR-1EEE1/1 wrapped on
span EAST (span WEST
Span Neighbor Signal
Degrade)

Neighbor node wrapped dueto
signal degrade

Investigate the signal degrade on
neighbor node.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Span Neighbor WTR)

Wrap cleared, node initiated;
Wait to Restore state

WTR period is 0 to 1440, or never (user
configured), node will unwrap at end of
WTR. None. Setting WTR to never will
prevent the node from unwrapping.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Long Request Forced
Switch)

Neighbor node Forced Switch
initiated by user; Nodewrap to
protect failed span; Secondary
problem on the short path

Investigate why the short path request
was not received.

Check other problems on the short span
as indicated on the neighbor node.
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Table 4-2

IEEE 802.17 RPR Wrap Messages (continued)

Alarm

Description

Solution

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Long Request Manual
Switch)

Neighbor node Manual Switch
initiated by user; Nodewrap to
protect failed span; Secondary
problem on the short path

Investigate why the short path request
was not received.

Check other problems on the short span
as indicated on the neighbor node.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Long Request Signal Fail)

Neighbor node wrapped dueto
signal fail

Investigate signal fail on neighbor node.

Investigate why the short path request
was not received.

Check other problems on the short span
as indicated on the neighbor node.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Long Request Signal
Degrade)

Neighbor node wrapped dueto
signal degrade

Investigate signal degrade on neighbor
node. Investigate why short path request
was not received.

Check other problems on the short span
as indicated on the neighbor node.

RPR-IEEE1/1 wrapped on
span EAST (span WEST
Long Request WTR)

Wrap cleared; Wait to Restore
timer expired

None.

Table 4-3 IEEE 802.17 RPR Unwap Messages
Alarm Description Solution
RPR-IEEE1/1 unwrapped on span EAST Wrap cleared; Wait to Restore timer None.

(wrap cause cleared)

expired.

Table 4-4

IEEE 802.17 RPR Steer Messages

Alarm

Description

Solution

RPR-IEEE1/1 protected on
span East (span WEST User
Request Forced Switch)

span WEST on node

User initiated forced switch on

User initiated, none.

RPR-1EEE1/1 protected on
span EAST (span WEST
User Request Manual
Switch)

span WEST on node

User initiated manual switch on

User initiated, none.

RPR-1EEE1/1 protected on
span EAST (span WEST
Self Detect Signal Fail)

SONET Layer 1 signal fail
detected

Investigate Keepalive failure. Wrap
occurred.

Keepalive failure—SLOS, SLOF,
LSF, or LAIS.

RPR-1EEE1/1 protected on
span EAST (span WEST
Span Neighbor Signal
Degrade)

SONET Layer 1 signal fail
detected

Investigate Keepalive failure. Wrap
occurred.

Keepalive failure—L SD.
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Table 4-4

IEEE 802.17 RPR Steer Messages (continued)

Alarm Messages W

Alarm

Description

Solution

RPR-IEEE1/1 protected on
span EAST (span WEST
Self Detect Wait to Restore
[WTR])

Wrap cleared, node initiated;
Wait to Restore (WTR) state

WTR period is 10 to 360 seconds
(user configured), node will unwrap
at end of WTR. None.

RPR-IEEE1/1 protected on
span EAST (span WEST
Span Neighbor Forced
Switch)

Neighbor node Forced Switch
initiated by user. Node wrap to
protect failed span

User initiated, none.

RPR-IEEE1/1 protected on
span EAST (span WEST
Span Neighbor Manual
Switch)

Neighbor node Manual Switch
initiated by user. Node wrap

User initiated, none.

RPR-1EEE1/1 protected on
span EAST (span WEST
Span Neighbor Signal Fail)

Neighbor node protected due to
signal fail

Investigate the signal degrade on
neighbor node.

RPR-IEEE1/1 protected on
span EAST (span WEST
Span Neighbor Signal
Degrade)

Neighbor node protected due to
signal degrade

Investigate the signal degrade on
neighbor node.

RPR-IEEE1/1 protected on
span EAST (span WEST
Span Neighbor WTR)

Wrap cleared, node initiated,;
Wait to Restore state

WTR period is 0 to 1440, or never
(user configured), node will unwrap
at end of WTR. None. SettingWTRto
never will prevent the node from

unwrapping.

RPR-IEEE1/1 protected on
span EAST (span WEST
Long Reguest Forced
Switch)

Neighbor node Forced Switch

initiated by user; Node wrap to
protect failed span; Secondary
problem on the short path

Investigate why the short path
request was not received.

Check other problems on the short
span as indicated on the neighbor
node.

RPR-1EEE1/1 protected on
span EAST (span WEST
Long Request Manual
Switch)

Neighbor node Manual Switch
initiated by user; Node wrap to
protect failed span; Secondary
problem on the short path

Investigate why the short path
request was not received.

Check other problems on the short
span as indicated on the neighbor
node.
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Table 4-4

IEEE 802.17 RPR Steer Messages (continued)

Alarm

Description

Solution

RPR-1EEE1/1 protected on
span EAST (span WEST
Long Request Signal Fail)

signal fail

Neighbor node protected due to

Investigate signal fail on neighbor
node.

Investigate why the short path
request was not received.

Check other problems on the short
span as indicated on the neighbor
node.

RPR-1EEE1/1 protected on
span EAST (span WEST
Long Request Signal
Degrade)

signal degrade

Neighbor node protected due to

Investigate signal degrade on
neighbor node. I nvestigate why short
path request was not received.

Check other problems on the short
span as indicated on the neighbor
node.

Table 4-5

IEEE 802.17 RPR Un-Steer Messages

Alarm

Description

RPR-1EEE1/1 unprotected on span EAST

(protection cause cleared)

Protection cleared; Wait to Restore timer expired.

Table 4-6

Other IEEE 802.17 RPR Alarm Messages

Alarm

Description

Solution

RPR-1EEE1/1 Ringletl
reserved AO bandwidth
has exceeded line rate

The amount of total AO
bandwidth on Ringletl
reserved by all nodeson
the ring exceeds the
linerate

Check current A0 allocations on each station
using the show rpr-ieee rate-limit command.

Changethe A0 allocation on thering by using the
rpr-ieee tx-traffic reserved CLI command.

RPR-IEEE1/1 Ringtlet0
reserved A0 bandwidth
has exceeded line rate

The amount of total AO
bandwidth on Ringlet0
reserved by all nodeson
the ring exceeds the
linerate

Check current A0 allocation on each station
using the show rpr-ieee rate-limit command.

Changethe A0 allocation on thering by using the
rpr-ieee tx-traffic reserved CLI command.

RPR-IEEE1/1 MAX
Stations Exceeded

Too many stations have
been discovered in the
topology (maximum
number of ring stations
is 255)

Executethe show rpr-ieee topology commandto
verify stations. Reduce the numer of stationsin
the ring.

RPR-1EEE1/1 Effective
jumbo pref onring is set
for jumbo frames

All stations on the ring
now support jumbo
framepreference, MTU
for the ring has been
changed to JUMBO
MTU (9100 bytes).

None. Remove jumbo preference on stations to
revert to REGULAR MTU (1500 bytes)
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Table 4-6 Other IEEE 802.17 RPR Alarm Messages (continued)

Alarm Description Solution

RPR-IEEE1/1 Effective  |At least one station on |None. Configure jumbo preference on all
jumbo pref onringisset |the ring does not stations to change support to JUMBO MTU
for regular frame support jumbo frame (9100 bytes).

preference, MTU for
the ring has been
changed to REGULAR
MTU (1500 bytes).

RPR-IEEE1/1 Effective | Protection preference  |None.
protectionmodeon station |has been changed.
is now steering Protection mode for
this station is now
steering.

RPR-IEEE1/1 Effective  |Protection preference  |None.
protectionmodeon station |has been changed.
iS now wrapping Protection mode for
this station is now

wrapping.

Configured protection Not all stationsinthe |Change all stations to support the same

mode isinconsistent with |ring support the same  |protection preference, all stations must support
other stations on ring protection preference  |wrapping or steering. Use the show rpr-iee
(wrapping or steering). [topology command to verify protection
Thisinconsistency will |preference. Usetherpr protection preference

create failuresin a wrap or no rpr protection preference wrap
protection event. configuration command to change the
preference.
Table 4-7 SRP Wrap Messages
Alarm Description Solution

SRP1/1 wrapped on side |User-initiated forced switch on |User initiated, none.
B (side A User Request |side A on node
Forced Switch)

SRP1/1 wrapped on side |User-initiated manual switch  |User initiated, none.
B (side A User Request |on side A on node

Manual Switch)

SRP1/1 wrapped on side |SONET layer 1 signal fail Investigate Keepalive failure. Wrap

B (side A Self Detect detected occurred.

Signal Fail) Keepalivefailure—SL OS, SLOF, L SF, or
LAIS.

SRP1/1 wrapped on side |SONET layer 1 signal fail Investigate Keepalive failure. Wrap

B (side A Span Neighbor |detected occurred.

Signal Degrace) Keepalive failure—L SD.

SRP1/1 wrapped on side |Wrap cleared, node initiated WTR period is 10 to 360 seconds (user
B (side A Self Detect Wait to Restore (WTR) state  |configured), node will unwrap at end of
Wait to Restore [WTR]) WTR. None.

Cisco 10720 Internet Router Installation and Configuration Guide
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Table 4-7 SRP Wrap Messages (continued)
Alarm Description Solution
SRP1/1 wrapped on side |Neighbor node Forced Switch |User initiated, none.

B (side A Span Neighbor
Forced Switch)

initiated by user; Node wrap to
protect failed span

SRP1/1 wrapped on side |Neighbor node Manual Switch |User initiated, none.

B (side A Span Neighbor |initiated by user; Node wrap

Manual Switch)

SRP1/1 wrapped on side |Neighbor node wrapped dueto |Investigate the signal fail on neighbor

B (side A Span Neighbor
Signal Fail)

signal fail

node.

SRP1/1 wrapped on side
B (side A Span Neighbor
Signal Degrade)

Neighbor node wrapped dueto
signal degrade

Investigate the signal degrade on
neighbor node.

SRP1/1 wrapped on side
B (side A Span Neighbor
WTR)

Wrap cleared, node initiated
Wait to Restore state

WTR period is 10 to 360 seconds (user
configured), node will unwrap at end of
WTR. None.

SRP1/1 wrapped on side
B (side A Long Request
Forced Switch)

Neighbor node Forced Switch
initiated by user; Node wrap to
protect failed span; Secondary
problem on the short path

Investigate why the short path request
was not received.

Check other problems on the short span
as indicated on the neighbor node.

SRP1/1 wrapped on side |Neighbor node Manual Switch |Investigate why the short path request

B (side A Long Request |initiated by user; Nodewrap to |was nhot received.

Manual Switch) prot)elct falledhsp;:n Secorr:dary Check other problems on the short span
problem on the short pat as indicated on the neighbor node.

SRP1/1 wrapped on side |Neighbor node wrapped dueto |Investigate signal fail on neighbor node.

B (side A Long Request
Signal Fail)

signal fail

Investigate why the short path request
was hot received.

Check other problems on the short span
as indicated on the neighbor node.

SRP1/1 wrapped on side
B (side A Long Request
Signal Degrade)

Neighbor node wrapped dueto
signal degrade

Investigate signal degrade on neighbor
node. Investigate why short path request
was not received.

Check other problems on the short span
as indicated on the neighbor node.

SRP1/1 wrapped on side
B (side A Long Request
WTR)

Wrap cleared, Wait to Restore
timer expired

None.

Table 4-8 SRP Unwrap Message
Alarm Description Solution
SRP1/1 unwrapped on side B (side A |Wrap cleared, Wait to Restore timer expired None.
Wrap cause cleared)
Cisco 10720 Internet Router Installation and Configuration Guide
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Basic Troubleshooting Ethernet for the Access Card Il

The solutions provided do not cover all possible problems related to specific alarms.

Basic Troubleshooting Ethernet for the Access Card

This section provides some basic troubleshooting guidelines for Fast Ethernet and Gigabit Ethernet
interfaces on the access card. For additional information about troubleshooting Ethernet configurations,
refer to the Cisco 10S Software Configuration for the Cisco 10720 Internet Router publication. For
additional Cisco Ethernet-related documentation, refer to “ Related Documentation” section on page XixX.

The following sections present basic troubleshooting tips for hardware and simple software tasks.
« Verifying Interface Configuration, page 4-19
» FastEthernet/GigabitEthernet I's up, page 4-20
» Line Protocol Is up, page 4-20
- Duplex Mode Setting, page 4-21
» Speed Mode, page 4-21
« Output Hang, page 4-21
« CRC Field Counters, page 4-21
- Late Collision, page 4-21
- Carrier Signal, page 4-22

Verifying Interface Configuration

Usethe show interfaces FastEther net slot/port command to verify the configuration of a Fast Ethernet
interface.

Router# show interfaces FastEthernet 2/1

FastEthernet2/1 is up, line protocol is up

Hardware is Fast Ethernet, address is 0001.64ff.3101 (bia0001.64£f£.3101)

Internet address is 194.16.1.1/24

MTU 1500 bytes, BW 100000 Kbit, DLY 100 usec, rely 255/255,
load 1/255

Encapsulation ARPA, loopback not set

Keepalive set (10 sec)

Auto-duplex, Auto Speed, 100BaseTX/FX

ARP type: ARPA, ARP Timeout 04:00:00

Last input never, output 00:00:04, output hang never

Last clearing of "show interface" counters 00:00:13

Queueing strategy: PXF First-In-First-Out

Output queue 0/8192, 0 drops; input queue 0/75, 0 drops

5 minute input rate 0 bits/sec, 0 packets/sec

5 minute output rate 0 bits/sec, 0 packets/sec

0 packets input, 0 bytes
Received 0 broadcasts, 0 runts, 0 giants, 0 throttles

input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored
watchdog, 0 multicast
input packets with dribble condition detected
packets output, 64 bytes, 0 underruns
output errors, 0 collisions, 0 interface resets
babbles, 0 late collision, 0 deferred

o O O o o
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0 lost carrier, 0 no carrier
0 output buffer failures, 0 output buffers swapped out

Router#

Use the show interfaces GigabitEthernet slot/port command to verify the configuration of a Gigabit

Ethernet interface.

Router# show interfaces GigabitEthernet 2/1

GigabitEthernet2/1 is up, line protocol is up

Internet address is 195.16.1.1/16

MTU 9100 bytes, BW 1000000 Kbit, DLY 10 usec, rely 255/255, load 0/255
Encapsulation ARPA, loopback not set

Keepalive not set

Full-duplex mode, link type
output flow-control is off,
ARP type: ARPA, ARP Timeout
Last input 00:00:02, output

is autonegotiation, media type is SX
input flow-control is off

04:00:00

00:00:00, output hang never

Last clearing of "show interface" counters 03:41:33
Queueing strategy: PXF First-In-First-Out

Output queue 0/8192, 0 drops; input queue 0/75, 0 drops
30 second input rate 0 bits/sec, 0 packets/sec

30 second output rate 0 bits/sec, 0 packets/sec

0 packets input, 0 bytes, 0 no buffer

Received 0 broadcasts, 0 runts, 0 giants, 0 throttles

0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored

0 watchdog, 0 multicast, 0 pause input

1 packets output, 64 bytes, 0 underruns

0 output errors, 0 collisions, 0 interface resets

0 babbles, 0 late collision, 0 deferred

0 lost carrier, 0 no carrier, 0 pause output

0 output buffer failures, 0 output buffers swapped out
Router#

FastEthernet/GigabitEthernet Is up

If the interface is down, check the following conditions:
» The cableisfully connected.
» The cableis bent or damaged. If the cable is bent or damaged, the signal will be degraded.

« A hardware failure has not occurred. Observe the LEDs or use the show commands to determine if
afailure has occurred. If the hardware has failed, replace the card or cable.

- If theinterface is administratively down, use the no shutdown command to enable the interface.

See the “Verifying Interface Configuration” section on page 4-19 for an example output that shows
interface status.

Line Protocol Is up

Check to seeif the statusisline protocol isup, in thefirst line of the output; see the “ Verifying Interface
Configuration” section on page 4-19. The status of the interface follows the slot/port configuration:

- Theline protocol software processes determine that the line is unusable. Swap the cable.
» Check local or remote interface for misconfiguration.

» Swap interface module when there is a hardware failure.

Cisco 10720 Internet Router Installation and Configuration Guide
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Duplex Mode Setting

Thelocal interface duplex mode configuration should match the remote interface configuration. See the
“Verifying Interface Configuration” section on page 4-19 for an example output that shows duplex
settings. Confirm that duplex settings are the same on both ends of the connection.

Speed Mode

Thelocal interface speed mode field should match the remote interface configuration. Seethe“ Verifying
Interface Configuration” section on page 4-19 for an example output that shows speed settings. Speed
setting display is shown in the following line:

10/100/auto

Output Hang

The output hang provides the number of hours, minutes, and seconds since the last reset caused by a
lengthy transmission. For example, the output hang datais located on line 9 of the show interfaces
GigabitEthernet 2/1 router output:

Last input never, output 00:00:04, output hang never

See the “Verifying Interface Configuration” section on page 4-19 for a complete example output that
shows output hang data.

CRC Field Counters

Excessive noise will cause high CRC errors accompanied by alow number of collisions. Perform the
following checks if you encounter high CRC errors:

» Check the cables for damage.

- Verify that the correct cables are being used for the appropriate access card. For cabling
specifications, refer to the Cisco 10720 Internet Router Access Card Installation and Configuration
publication.

Late Collision

The console will display the following message when late collisions are detected:

Port 2/X - Late collision detected. Possible duplex mismatch.

Late collisions result from either of the following conditions;
» Ethernet cables are too long.
- Duplex mode does not match the remote interface.

For example, thelate collisions datais|ocated on line 22 of the show inter faces FastEthernet 2/1 router
output:

0 babbles, 0 late collision, 0 deferred

Cisco 10720 Internet Router Installation and Configuration Guide
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See the “Verifying Interface Configuration” section on page 4-19 for a complete example of the output
that identifies late collisions.

Carrier Signal

The lost carrier, no carrier numbers track the number of lost carrier detect signals that have occurred.
« |If the transmit clock signal is not active, check the interface for malfunction.
» Check for a cable problem.
- Carrier signal resets can occur when an interface is in one of the following states:
— Looped back.
— Shut down.

Cleaning the Fiber-Optic Connections

For information about cleaning fiber-optic cable connectors and receptacles, see the Inspection and
Cleaning Procedures for Fiber-Optic Connections document. It provides detailed illustrations and photos of
procedures and equipment required to properly clean fiber-optic connections.

Cisco 10720 Internet Router Installation and Configuration Guide
m. 78-13062-10 |


http://www.cisco.com/warp/public/127/cleanfiber2.html
http://www.cisco.com/warp/public/127/cleanfiber2.html

Overview

A

== CHAPTER 5

Maintaining the Cisco 10720 Internet Router

This chapter contains information for maintaining the Cisco 10720 Internet Router. The router is built
to order and is ready for installation and startup when it leaves the factory.

After you install and configure the router, you might need to perform specific maintenance procedures
or replace field-replaceable units (FRUSs) to ensure that the router continues to operate properly.

Caution

You must power down the router prior to any procedure. Failure to do so can result in harm to you or
damage to your router.

Each of the following sections provide necessary information for successful removal and installation of
FRUs in your router:

» Safety Recommendations, page 5-1

» Required Tools and Equipment, page 5-2

» Disconnecting Power from the Router, page 5-3

» Connecting Power to the Router, page 5-7

« Removing and Installing the Router Chassis Cover, page 5-13

« Removing and Installing the Router Fan Assembly, page 5-16

« Removing and Installing the Route Processor Memory, page 5-26

» Removing and Installing the AC or Dual DC Power Supply, page 5-34
» Removing and Installing an Uplink Card, page 5-49

« Removing and Installing an Access Card, page 5-58

« Removing and Installing the Cable-Management System, page 5-68

Safety Recommendations

Basic safety information is provided at the beginning of any procedure where safety can be an issue.

Read and understand the safety information provided in the Regulatory Compliance and Safety
Information for the Cisco 10720 Internet Router publication before attempting any maintenance
procedure that involves manipulation to the router hardware that is shipped with your router.
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Required Tools and Equipment

This section presents the following topics:

Tools

Tools, page 5-2
Field-Replaceable Units, page 5-2

The following tools are required for maintaining the router:

ESD-preventive strap

Number 1 Phillips screwdriver

1/8-inch flat blade screwdriver

Antistatic bag (or similar ESD-preventive container)
Cable ties (optional)

Wire stripper

Field-Replaceable Units

The following list presents field-replaceable units (FRUSs) for the router:

Replacement accessory rack mount (10720-ACCKIT=)
Replacement AC router (CISC0O10720-AC-A=)

— Top assembly

— AC dual power supply

- Fan
Replacement AC dual power supply (10720-AC-RPS=)

Replacement access card (For access card versions and product numbers, refer to the Cisco 10720
Internet Router Access Card Installation and Configuration publication.)

Replacement cable-management system and rack mount brackets
Replacement DC router (C1SCO10720-DC-A=)
Top assembly

— DC dual power supply

- Fan
Replacement DC dual power supply (10720-DC-RPS=)
Replacement fan assembly (10720-FAN=)
Replacement memory

Replacement uplink card (For uplink card versions and product numbers, refer to the Cisco 10720
Internet Router Uplink Cards Installation and Configuration publication.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Disconnecting Power from the Router

Overview

A

You must power down your router before maintaining any field-replaceable unit. The following sections
present procedures to power down the router:

« Overview, page 5-3

- Disconnect Device Safety Warning, page 5-3

» Tools and Equipment Required, page 5-4

« Powering Down the Router, page 5-4

« Verifying the Router Is Powered Down, page 5-6

The following information demonstrates how to safely power down the router and disconnect site power
for arouter with AC or DC dual power supplies.

Caution

N

Note

The router must be used with the power supply type that originally shipped with the router from the
factory and withininits marked electrical ratings. The AC power supply must be exchanged for AC; the
DC power supply must be exchanged for DC. Cisco will not support this product if the power supply is
exchanged for a non-factory power supply.

Cisco does not support the router if the power supply is changed from AC power supply to a DC power
supply, or vice versa.

The power switch is part of the power supply.

Disconnect Device Safety Warning

>

Warning

>

Warning

Warning

Warning

The router power source must be disconnected before performing any maintenance task on the hardware
modules.

Only trained and qualified personnel should be allowed to install or replace this equipment. 1030

The plug-socket combination must be accessible at all times because it serves as the main
disconnecting device. Statement 66

This unit might have more than one power cord. To reduce the risk of electric shock, disconnect the
two power supply cords before servicing the unit. Statement 14

A readily accessible two-poled disconnect device must be incorporated in the fixed wiring.
Statement 91
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A

Warning  An ON or OFF switch or a disconnect device is not provided on this product with direct current (DC)
power. A readily accessible disconnect device, such as a circuit breaker, shall be incorporated into
the fixed wiring. Statement 232

Tools and Equipment Required

You will need the following tools:
- ESD-preventive strap
»  Wire stripper
- Cableties

Powering Down the Router

To power down the router, perform the following steps:

If the cable-management cover isinstalled on the router, it must be removed in order to access the power
switch. (See the “Removing and Installing the Cable-Management System” section on page 5-68.)

Figure 5-1 cPower Supply Switch Positions

1 —indicates power ison 3 AC power switch

2 O indicates power is off 4 DC power switch

Stepl  Pressthe power switch on the router to the off position (O). (See Figure 5-1.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Step 2

>

Warning

A

Disconnecting Power from the Router Il

Figure 5-2 Removing the Router from the Power Source
——
——
B
5

Disconnect the power source from the router as described below for each power input type:
« AC—Disconnect the wall plug. (See Figure 5-2.)
Y

Note  Ensure that the power is removed from the DC circuit to ensure proper safety is maintained.

Before performing any of the following procedures, ensure that the power is removed from the DC
circuit. To ensure that all power is OFF, locate the circuit breaker on the panel board that services the
DC circuit. Switch the circuit breaker to the OFF (O) position, and tape the switch handle of the circuit
breaker in the OFF (O) position. Statement 140

Caution

Use an ESD-preventive strap when disconnecting power |eads on the router. (See the “Preventing
Electrostatic Discharge” section on page 2-3.)
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Step 3

Figure 5-3

Removing the DC Power Leads from the Terminal Block

1 Negative lead disconnected 4 Ground lead
2 Positive lead disconnected 5 Positive lead
3 Ground lead disconnected 6 Negative lead

- DC—Disconnect the power source to the router, then disconnect the DC power |eads on the router.
(See Figure 5-3.)

For the DC-input power supply, loosen the three locking screws for the negative, positive, and ground
screw connectors on the DC power supply terminal block. (See Figure 5-3.)

d. Removethe —48 VDC lead (black wire) from the terminal block negative connector (-).
e. Removethe +48 VDC lead (white lead) from the terminal block positive connector (+).
f. Remove the safety ground (green lead wire) from the terminal block ground connector.
A

%
Note

Always remove the safety ground last.

Verifying the Router Is Powered Down

To ensure that your router is properly powered down, check the following:
« LED lights are off.

« Fans are not running.
- Power switch is pressed to the off position (O).

- Power is disconnected at the source.

[l Cisco 10720 Internet Router Installation and Configuration Guide

78-13062-10 |



| Chapter5 Maintaining the Cisco 10720 Internet Router

Connecting Power to the Router

Connecting Power to the Router

Before connecting the router power supply, read the information provided in the following sections:;
- Safety, page 5-7
» Tools and Equipment Required, page 5-7
» Connecting the AC Power Supply, page 5-7
» Connecting the DC Power Supply, page 5-9

Safety

>

Warning  When installing the unit, always make the ground connection first and disconnect it last. Statement 42

>

Warning  Before performing any of the following procedures, ensure that the power is removed from the DC
circuit. To ensure that all power is OFF, locate the circuit breaker on the panel board that services the
DC circuit. Switch the circuit breaker to the OFF (O) position, and tape the switch handle of the circuit
breaker in the OFF (O) position. Statement 140

Tools and Equipment Required

You will need the following tools and equipment to power up the router:
- ESD-preventive strap
» Wire stripper
- Cableties

Connecting the AC Power Supply
A

Caution  Before you install, operate, or service the system, read the Regulatory Compliance and Safety
Information for the Cisco 10720 Internet Router publication. This publication containsimportant safety
information you should know before working with the system.

N

Note  Werecommend that you attach each AC-input power supply to a dedicated power source for redundancy
and use an uninterruptable power supply (UPS) to protect against power failures. Each AC power supply
operating between 100 and 240 VAC requires a dedicated 15A electrical power service for North
Americaor a10A electrical power service for international specifications.

To connect the AC power supply, perform the following steps:

Step1  Verify that the power switch on the router is off (O). (See Figure 5-1.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Step2  Attach an ESD-preventive wrist strap to your wrist, and to the router or to abare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Step3  Connect the AC power cord to the AC power supply receptacle on the router. (See Figure 5-4.)

Figure 5-4 Connecting the AC Power Cord to the Router

57869

Step4  Close the wire bracket over the power cord plug. (See Figure 5-5.)

Figure 5-5 Securing the Power Cord with the Wire Bracket

57858

Step5  Connect the other end of the AC power cord to the AC source receptacle. (See Figure 5-6.)
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Figure 5-6 Connecting the Router to the AC Receptacle

e

578701

Step6  Pressthe power switch on (). (See Figure 5-7.)

Figure 5-7 Power Switch in the On (—) Position

57871
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Connecting the DC Power Supply
N

Note  The minimum wire gauge size supported on the DC dual power supply is 17 American Wire Gauge

(AWG), which has a 1.5mm wire diameter. The maximum wire gauge size supported on the DC dual
power supply is 10 AWG, which has a 6mm wire diameter.

To connect the DC power supply, perform the following steps:

Stepl  Ensurethat the —48V and +48V leads are disconnected from the power source.

Step2  Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Step3  Using awire stripper, strip approximately 0.55 inch (14 mm) from the —48V, +48V, and ground leads.
(See Figure 5-8 and Figure 5-9.)

Figure 5-8 Stripping the DC-Input Leads

Figure 5-9 DC Lead Stripped 0.55 inch (14 mm)
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Step4  Confirm that the power switch located on the front of the power supply isin the off position (O). (See
Figure 5-10.)
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A

Connecting Power to the Router

Figure 5-10 Power Switch in the Off (O) Position

L ocate the ground, positive, and negative terminals. (See Figure 5-10.)

Caution

Step 6

Step 7

Leave asmall service loop in the ground lead. If astrainis placed on the ground, the +48V, or the —48V
DC input leads causing them to pull out of the power supply, the ground power lead must be the last to
disconnect from the power supply terminal.

Insert the stripped end of the ground lead all the way into the ground lead receptacle. Tighten the
receptacle screw using a 1/8-inch flat blade screwdriver. (See Figure 5-11.)

S

Note  Make sure the entire stripped end of each lead isinserted all the way into its receptacle. If any
exposed wire at the stripped end of alead is visible after inserting the lead into its receptacle,
remove the lead from the receptacl e, use the wire stripper to cut the stripped end of the lead, and
repeat Step 2 through Step 6.

Figure 5-11 Tightening the DC Lead Receptacle

Ground

61369

Connect the leads in the following order: (See Figure 5-12.)
1. Ground (green wire)

2. Positive (white wire)

3. Negative (black wire)

| 78-13062-10
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Figure 5-12 Connecting the DC Power Leads
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1 Ground lead connected 4 Ground lead

2 Positive lead connected 5 Positive lead
3 Negative lead connected 6 Negative lead
Figure 5-13 Power Leads Secured with Cable Tie
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Step8  After tightening the receptacle screw for the +48V, and —48V DC-input leads, use a cable tie to secure
the three leads. (See Figure 5-13.)

Caution  Allow sufficient slack in the power cable leads for strain relief. The power cable leads should be
adequately secured to prevent the power supply terminal connections from being subjected to strain.

Step9  After wiring the DC power supply, remove the tape from the circuit breaker switch handle and reinstate
power by moving the handle of the circuit breaker to the on position.

Step 10  Press the power switch on (—). (See Figure 5-1.)
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Removing and Installing the Router Chassis Cover

The following sections provide information on how to remove and replace the router cover:
- Safety, page 5-13
» Required Tools and Equipment, page 5-13
» Removing the Router Cover, page 5-13
« Installing the Router Cover, page 5-15

Safety

The cover must replaced and securely fastened as soon as possible after removing it to prevent damage
to the router components.

A

Caution  Power down the router before working on it and secure the router cover completely before remounting
the router.

For more information on powering down your system, refer to the “ Disconnecting Power from the
Router” section on page 5-3.

Required Tools and Equipment

You will need the following tools:
- ESD-preventive strap
e Number 1 Phillips screwdriver

Removing the Router Cover

To remove the router cover, perform the following steps:

Stepl  If the cable-management cover isinstalled on the router, it must be removed in order to access the power
switch. (See the “Removing and Installing the Cable-Management System” section on page 5-68.)

Caution Do not remove the cable-management tray until all cables are removed from the cards and power supply.

Step2  Power down the router. (See the “ Disconnecting Power from the Router” section on page 5-3.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-14 Screws on the Router Cover

Step3  Arrange the router so that you face a side panel. (See Figure 5-14.)

Step4  Using a Number 1 Phillips screwdriver, remove the four screws that secure the cover to the router
chassis. (See Figure 5-14.) Place the screws in a safe place for use later.

Figure 5-15 Removing the Router Chassis Cover
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1 Router chassis cover ‘ ‘

Step5  Slide the cover back toward the fan assembly until the cover disengages from the front of the router
chassis. Lift the cover up and away from the router chassis and store it in asafe place until it isinstalled
back on the router chassis. (See Figure 5-15.)
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Removing and Installing the Router Chassis Cover

A

Caution  Replace the cover after completing any maintenance task on the router. This reduces the chance of
damage to the router components while the router is not in service.

Installing the Router Cover

To replace the router cover, perform the following steps:

ﬁ If you are right-handed, face the router so the front is on your left and the back is on your right side. This
position lets you align the cover and the router chassis more easily. Reverse the position of the router if
you are |eft-handed.

Figure 5-16 Positioning the Cover in the Router
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1 Router chassis cover

Step1  Arrange the router so that you face a side panel. (See Figure 5-17.)

Step2  Placetherouter cover over the router and align the front edge of the router cover with the front lip of the
router chassis. Slide the cover down and forward until the router cover is firmly seated under the front
lip of the router chassis. Lower the back of the cover to close the router. (See Figure 5-16.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Step 3
Step 4
Step 5
Step 6

Step 7

Step 8

Figure 5-17 Securing the Router Cover
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Using a Number 1 Phillips screwdriver, secure the router cover with four screws. (See Figure 5-17.)
Reinstall the router on arack, wall, or desktop.
Reinstall al interface cables.

Reconnect the AC power cord or rewire the DC power supply. (See the “Connecting the AC Power
Supply” section on page 5-7 and “Connecting the DC Power Supply” section on page 5-9.)

After wiring the DC power supply, remove the tape from the circuit breaker switch handle and reinstate
power by moving the handle of the circuit breaker to the on position.

Power up -) the router. The internal power supply fan should also power up.

Removing and Installing the Router Fan Assembly

Safety

A

The following sections provide information for removing, installing, and troubleshooting the router fan
assembly:

» Safety, page 5-16

» Required Tools and Equipment, page 5-17

- Removing the Fan Assembly, page 5-17

» Installing the Fan Assembly, page 5-21

« Verifying Fan Assembly Functionality, page 5-26
« Troubleshooting the Fan Assembly, page 5-26

Before performing this procedure, read the following caution:

Caution

Power down the router before working on it and secure the router cover completely before remounting
the router.

Cisco 10720 Internet Router Installation and Configuration Guide
m. 78-13062-10 |



| Chapter5 Maintaining the Cisco 10720 Internet Router

Removing and Installing the Router Fan Assembly Il

Required Tools and Equipment

You will need the following tools and equipment:
- ESD-preventive strap
e Number 1 Phillips screwdriver
» Replacement fan assembly
« Antistatic bag (optional)

Removing the Fan Assembly

Perform the following steps to remove the fan assembly:

Stepl  If the cable-management system isinstalled on the router, remove it to access the power switch. (Seethe
“Removing and Installing the Cable-Management System” section on page 5-68.)

Step2  Power down your router as described in the “ Disconnecting Power from the Router” section on page 5-3.

Step3  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 5-18 Fan Locations at the Back of the Router

1 Fan Number 1 3 Fan Number 3
2 Fan Number 2 4 Fan Number 4
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There are four fans and four separate connectors on the main board. Fan Number 1 is located farthest
away from the power supply. Fan Number 4 islocated closest to the power supply and must have aguard

attached at all times. (See Figure 5-18.)

Figure 5-19 Disconnecting the Power Supply Unit From the Main Board

a |4-jack harness

2-pin +/-12V connector

6-pin connector

Step4  Disconnect the 4-jack harness (main power supply unit output cable) from the main board and move it
behind the power supply unit in order to access Fan Number 4. (See Figure 5-19.)

[l Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-20 Removing Power Connection from the Main Board
Step5  Remove the power connection for the fan from the main board. (See Figure 5-20.)
Figure 5-21 Removing Fan Assembly Mounting Screws
Step6  Using a Number 1 Phillips screwdriver, unscrew the two screws located behind the fan on the back end
of the router. (See Figure 5-21.)
Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-22 Sliding Fan Out from the Router Chassis
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in the router.

Fan Number 4 has a guard mounted on it and should remain that way at all timeswhen installed

Step 7
chassis. (See Figure 5-22 and Figure 5-23.)

After the fan has been fully unsecured from the router, slide the fan forward and lift it out of the router

78-13062-10 |
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Figure 5-23 Lifting the Fan Out of the Router Chassis

Installing the Fan Assembly

To install the fan assembly, perform the following steps:

Stepl  Verify that the router is powered down. (See the “ Disconnecting Power from the Router” section on
page 5-3.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Step2  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

N

Note  Step 3isonly required when installing Fan Number 4. To install Fan Numbers 1, 2, and 3, proceed to
Step 4.
Figure 5-24 Installing the Fan Guard (Required on Fan Number 4)
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Step3  Install the fan guard on Fan Number 4 before securing the fan to the router chassis or operating the
router. To install the fan guard, perform the following:

1. Place the fan guard onto the back of the fan. (See Figure 5-24.)
2. Using four washers, place one on each corner of the fan guard. (See Figure 5-24.)

3. Using aNumber 1 Phillips screwdriver, secure the fan guard and washersto the fan with four screws.
(See Figure 5-24.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-25 Placing Fan in the Router Chassis

Step4  Carefully place the fan between the main board and the back of the router chassis and slide the fan into
position. (See Figure 5-25 and Figure 5-26.)
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Figure 5-26 Positioning Fan Inside Router Chassis

Figure 5-27 Securing the Fan Assembly to the Router Chassis

Step5  Using a Number 1 Phillips screwdriver, secure the fan to the router chassis with two screws. (See
Figure 5-27.) The fan assembly is now installed in the back of the router.
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Connecting the Power Supply Unit to the Main Board

Figure 5-28

a |2-pin+/=12V connector Cc |4-jack harness

6-pin connector

Move the 4-jack harness (main power supply unit output cable) out from behind the power supply unit

Step 6
and reconnect it to the main board. (See Figure 5-28.)
Figure 5-29 Connecting the Fan Power Cable to the Main Board
Step7  Connect the fan power connection to the main board. (See Figure 5-29.)

Cisco 10720 Internet Router Installation and Configuration Guide g
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Step8  Reinstall the chassis cover. (See the “Removing and Installing the Router Chassis Cover” section on
page 5-13.)

Step9  Reconnect all interface cables to the uplink card and access card.

Step 10  Power up the router. (See the “ Connecting Power to the Router” section on page 5-7.)

Verifying Fan Assembly Functionality

Use the show environment command to display router environment information. Overtemperature
conditions can signal problems with the fan assembly. (See the “Using the show environment all
Command” section on page 3-45.)

Troubleshooting the Fan Assembly

Verify the following when troubleshooting the fan assembly installation:
» Check for proper seating of the fan connection on the main board.
» Ensure that all power connections are securely connected.

- Ensure that adequate ventilation is available.

Removing and Installing the Route Processor Memory

To upgrade and verify the Route Processor (RP) memory in the Cisco 10720 Internet Router, the
following procedures must be completed in the specified order.

A

Caution  To prevent upgrade failure, complete the upgrade using the following procedure sequence. Ensure that each
procedure is complete before starting the next procedure.

1. Check that the Cisco 10720 Internet Router has Cisco 10S Release 12.0(27)S or later installed and
running. See the “Upgrading and Verifying the Cisco |0S Release” section on page 5-27 for
procedures.

2. Upgrade the ROM monitor (ROMmon) image on the Cisco 10720 Internet Router, then verify the
version. See the “Upgrading and Verifying the ROMmon Image” section on page 5-27 for
procedures.

Refer to the Cisco |OS Release 12.0 Configuration Fundamentals Configuration Guide for
information on ROMmon.

3. Replace the 256-MB RP memory with 512-MB RP memory.

Cisco 10720 Internet Router Installation and Configuration Guide
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Upgrading and Verifying the Cisco 10S Release

Ensure that the Cisco 10S Release 12.0(27)S or later isinstalled and running on the Cisco 10720
Internet Router. Refer to the “ File Management” chapter of the Cisco 10S Release 12.0 Configuration
Fundamentals Configuration Guide for procedures.

Once the upgrade is completed, use the show version command to check that the Cisco 10720
Internet Router has the Cisco |OS Release 12.0(27)S or later installed and running.

Upgrading and Verifying the ROMmon Image

The following sections provide procedures for upgrading both the golden ROM monitor (ROMmon)
image (the original image that you receive with the router) and the alternate ROMmon image. For
additional information about ROMmon features, refer to the Cisco |10S Software Configuration for the
Cisco 10720 Internet Router document.

The following procedures are provided:
» Upgrading the Golden ROMmon Image with FPGA Version 3, page 5-27
» Upgrading the Golden ROMmon Image with FPGA Version 4, page 5-28
« Upgrading the ROMmon Image, page 5-28
« Verifying the ROMmon Image, page 5-29

Upgrading the Golden ROMmon Image with FPGA Version 3

Step 1

To upgrade the golden ROMmon (S ROMmon) image on the Cisco 10720 Internet Router with
FPGA version 3, follow these steps:

Determine the version of the FPGA by using the show diag command. The last line in the sample output
below provides the information on the FPGA version.

C10720# show diag
Mainboard:
MAIN:type 0x0001, 800-08427-01 rev 255 (decimal) - Warning:Pre-FCS
revision. dev none
SW key:00-00-00 S/N CAT0502000L
Test hist:0x00(no failure) RMA#:000000
RMA hist:0 upgrades 0 field failures
PCA: 73-5349-02 rev 255 (decimal) - Warning:Pre-FCS revision. fab
ver 2
DIAG:Test count:0x00000000 Test results:0x00000000
Van Allen Memory Size:64 MB

Toaster Memory Size - Column 1:32 MB
Toaster Memory Size - Column 2:128 MB
Toaster Memory Size - Column 3:32 MB
Toaster Memory Size - Column 4:32 MB
Toaster Memory Size - Column 5:32 MB
Toaster Memory Size - Column 6:32 MB
Toaster Memory Size - Column 7:32 MB
Toaster Memory Size - Column 8:32 MB

Main FPGA ver:0x0003

With a FPGA version 3, you will need to upgrade the FPGA to version 4 before you can upgrade the
golden ROMmon. Only FPGA version 4 supports the golden ROMmon upgrade.
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Step 2
Step 3

Step 4

Step 5

Download Cisco 10S Release 12.0(28)S or later releases of 12.0 S.
Use the upgrade hw-mnodule slot 0 command to upgrade the main FPGA.

Cl0720# upgrade hw-module slot 0

The upgrade process takes about one minute. Do not power off the router when you finish the upgrade.

Complete the FPGA programming. When finished, power off and power on the router to have the
upgrade take effect.

Use the show diag command to verify that you have successfully upgraded to FPGA version 4.

Upgrading the Golden ROMmon Image with FPGA Version 4

Step 1

Step 2
Step 3

Step 4

To upgrade the golden ROM mon image with FPGA version 4, follow these steps:

Make sure you are at the ROMmon F1 or F2 region. You cannot upgrade the golden ROMmon from the
golden ROMmon region. To run ROMmon from the F1 or F2 region, see the “Upgrading the ROMmon
Image” section on page 5-28 and the " Verifying the ROMmon Image” section on page 5-29.

Copy the ROMmon file to Flash memory.
Use the upgrade rom-monitor file command to upgrade the golden ROMmon.

C10720# upgrade rom-monitor file C10700_ROMMON_FILE_NAME gold
Upgrading ROMMON gold region...

Erasing flash

Programming flash

Verifying new image

Gold region upgrade complete, C10720 must be reloaded.
C1l0720#

Power off and power on the router to complete the golden ROMmon upgrade procedure.

Upgrading the ROMmon Image

Step 1

Step 2

Step 3

To upgrade the ROMmon image on the Cisco 10720 Internet Router, perform the following steps:

From the 10S prompt, view ROMmon information using the show rom-monitor command.

Router# show rom-monitor

Region regionl:INVALID

Region region2:INVALID

Currently running ROMMON from S (Gold) region

Copy the new ROMmon record file on to the router Flash memory using the copy tftp flash command.
Router# copy tftp flash
Program the new ROMmon into the router ROMmon Flash memory using the upgrade rom-monitor

file flash:name command.

Router# upgrade rom-monitor file flash:name
ROMMON image upgrade in progress

Erasing flash

Programming flash

Cisco 10720 Internet Router Installation and Configuration Guide
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Verifying new image
ROMMON image upgrade complete, router must be reloaded.

Proceed to the “Verifying the ROMmon Image” section on page 5-29.

Verifying the ROMmon Image

To verify the ROMmon image upgrade on the Cisco 10720 Internet Router, use the show rom-monitor
command.

Router# show rom-monitor

Region F1l: APPROVED, preferred

Region F2: INVALID

Currently running ROMMON from Fl region

Removing the 256-MB Route Processor Memory

Step 1

Step 2
Step 3

To remove the RP memory module, perform the following steps:

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Place the router on an antistatic mat so that the front of the router is facing you.

L ocate the RP memory module on the router motherboard. (See Figure 5-30 for the location of the RP
memory module on the motherboard.
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Figure 5-30 RP Memory Module on the Router Motherboard
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Step4  Remove the RP memory module by gently moving the latches in an outward direction, parallel to and
away from the memory module until it releases and rotates to a 45-degree angle. (See Figure 5-31.)

A

Caution  The latch on the RP memory socket is enclosed by the metal strain relief latch. The latch should never
be moved past the metal strain relief latch.
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Figure 5-31 Moving the Latches Away from the RP Memory Module
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A

Caution  Handle the edges of the RP memory module only. Do not touch the integrated circuit devices on the RP
memory module, the metal traces (or fingers) along the edge of the RP memory module, or the pinsin
the RP memory socket.

111323

Step5  Asthe RP memory moduleisreleased, the moduleis positioned at a 45-degree angle. Gently pull the RP
memory module out of the socket. Continue to keep the module in a 45-degree angle until it is
completely removed from the socket guides. (See Figure 5-32.)

Figure 5-32 Removing the RP Memory Module

a |Inserting the RP memory module ‘b ‘Locking the RP memory module

Step6  Immediately place the RP memory module in an antistatic bag to protect it from ESD damage.
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Installing the 512-MB Route Processor Memory

Step 1

Step 2
Step 3
Step 4

A

To install the RP memory module, perform the following steps:

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Place the router on an antistatic mat so that the front of the router is facing you.
L ocate the RP memory socket on the router motherboard. (See Figure 5-30.)
Remove the new 512-MB RP memory module from the protective antistatic bag.

Caution

Step 5

Step 6

Note

Step 7

Grasp the edges of the RP memory module only. Do not touch the integrated circuit devices on the RP
memory module, the metal traces (or fingers) along the edge of the memory, or the pinsin the memory
socket.

Line up the RP memory module key with the key in the motherboard socket. (See Figure 5-33.)

Figure 5-33 RP Memory Module with Key in Face-Up Position
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Line up the RP memory module at a 45-degree angle. (See Figure 5-34a.)

With the key isin the face-up position, the metal traces on the left side of the key measure 0.9 inch (23.20
mm). The metal traces on the right side of the key measure 1.29 inches (32.80 mm). The RP memory
cannot be inserted until the keys are lined up properly.

Place both thumbs at the end of the socket and use your index fingers to guide the memory modulein to
the socket until it isfully seated.

Ensure that your index fingers are located on the outer corners of the RP memory module to maintain
even pressure when the module is seating in the socket.

Cisco 10720 Internet Router Installation and Configuration Guide
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A
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Figure 5-34 Installing the RP Memory Module

a ‘Inserting the RP memory module ‘b ‘Locking the RP memory module

Gently press the RP memory module down using your index fingers, distributing even pressure across
the module until it locks into the tabs. (See Figure 5-34b.)

Caution

Step 9

Step 10

Excessive pressure can damage an RP socket.

Verify that the release levers are flush against the side of the socket. If they are not, the RP memory
module might not be seated properly.

If the modul e appears misaligned, carefully removeit and reseat it, ensuring that the release lever isflush
against the side of the RP memory socket.

Checking the 512-MB Route Processor Installation

When you power up the router, the router reinitializes and detects the memory change as part of the
reinitialization cycle. The time required for the router to initialize can vary with different router
configurations and memory configurations.

If the router does not initialize properly after you replace the memory, or if the console terminal displays
achecksum or memory error, verify that you have installed the correct RP memory and that it isinstalled
correctly in the router.

If the router fails to restart properly after several attempts and you are unable to resolve the problem,
access Cisco.com or contact your Cisco service representative for assistance. Before calling, make note
of any console error messages, unusual LED states, or other router indications or behaviors that might
help to resolve the problem. Under certain highly improbable scenarios (for example, battery failure),
the router may fail to boot after the 512-MB upgrade. In such cases, see the “ Obtaining Technical
Assistance” section on page xxii for information on contacting Cisco.

To check the installation of the RP memory, use the show ver sion command and check that the upgraded
RP memory is 512 MB.
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See the following show ver sion command example to locate the RP memory. Line 17 of the exampleis
initalic print to indicate where the RP memory is listed.

Router# show version

Cisco Internetwork Operating System Software

IOS (tm) 10700 Software (Cl10700-P-M), Version 12.0(27)S
TAC Support:http://www.cisco.com/tac

Copyright (c) 1986-2001 by cisco Systems, Inc.

Compiled Fri 28-Sep-01 11:44 by user_1

Image text-base:0x50010960, data-base:0x50660000

ROM: System Bootstrap, Version 12.0(20010529:144545) [rommonl 149], DEVELOPMENT SOFTWARE
BOOTLDR:10700 Software (C10700-P-M), Version 12.0(27)S)

Router uptime is 10 minutes
System returned to ROM by power-on
Running default software

cisco C10720 (R5000) processor (revision OxFF) with 507904K/16384K bytes of memory.
R527x CPU at 200Mhz, Implementation 40, Rev 10.0

Last reset from power-on

Toaster processor tmc0 is running.

Toaster processor tmcl is running.

1 one-port 0OC48 SONET based SRP controller.

1 24 Port 100 Mbps Fast Ethernet TX controller.

24 FastEthernet/IEEE 802.3 interface(s)

1 SRP network interface(s)

509K bytes of non-volatile configuration memory.

16384K bytes of Flash internal SIMM (Sector size 512KB).
49152K bytes of Flash internal SIMM (Sector size 512KB).
Configuration register is 0x2102

Removing and Installing the AC or Dual DC Power Supply

The following sections provide information for removing, installing, and troubleshooting the AC or DC
dual power supply:

- Safety, page 5-34

» Required Tools and Equipment, page 5-35

» Removing an AC or Dual DC Power Supply, page 5-35

« Installing an AC or Dual DC Power Supply, page 5-42

« Verifying AC or Dual DC Power Supply Functionality, page 5-46

Safety

Before replacing the power supply, refer to the “ Safety Recommendations” section in the Regulatory
Compliance and Safety Information for the Cisco 10720 Internet Router publication.

The router must be used with the power supply originally shipped with the router from the factory and
within its marked electrical ratings.
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Caution

A

Warning

A

Warning

A

Warning

This router is equipped with a dual power supply. Ensure that both power supply connections are
disconnected before beginning any procedure.

Read the installation instructions before connecting the system to the power source. Statement 1004

Before working on a system that has an on/off switch, switch OFF the power and unplug the power
cord. Statement 1

Before working on equipment that is connected to power lines, remove jewelry (including rings,
necklaces, and watches). Metal objects will heat up when connected to power and ground and can
cause serious burns or weld the metal object to the terminals. Statement 43

Required Tools and Equipment

You will need the following tools and equipment to replace an AC or DC power supply:
« ESD-preventive strap
= Number 1 Phillips screwdriver
- Antistatic bag (optional)
» Replacement AC or DC dual power supply (See Figure 1-6 and Figure 1-7.)

Removing an AC or Dual DC Power Supply

Step 1

Step 2

A

Warning

Step 3

To remove the power supply, perform the following steps:

Remove the cable-management cover if it isinstalled on the router to access the power switch. (See the
“Removing and Installing the Cable-Management System” section on page 5-68.)

Power down the router. (See the “ Disconnecting Power from the Router” section on page 5-3.)

Before performing any maintenance on this router or its components, unplug the power cord on AC
units. Statement 246

Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

N

Note  To disconnect a DC power supply, proceed to Step 5.

| 78-13062-10

Cisco 10720 Internet Router Installation and Configuration Guide g



Chapter5 Maintaining the Cisco 10720 Internet Router |

M Removing and Installing the AC or Dual DC Power Supply

Figure 5-35 Removing Router from the Power Source

578561

Step4  For an AC power supply, disconnect the power source by removing the AC power cord from the wall
plug. (See Figure 5-35.)

Warning  Before performing any of the following procedures, ensure that power is removed from the DC
circuit. To ensure that all power is OFF, locate the circuit breaker on the panel board that services
the DC circuit, switch the circuit breaker to the OFF position, and tape the switch handle of the
circuit breaker in the OFF position. Statement 140

Figure 5-36 Removing the Dual DC Power Leads from the Terminal Block

[l @
1ol @ <=
122050 EQ D

1 Negative lead disconnected 4 |Ground lead
2 Positive lead disconnected 5 Positive lead
3 Ground lead disconnected 6 Negative lead
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Step5  Loosen the three locking screws for the negative, positive, and ground connectors on the DC power
supply terminal block. (See Figure 5-36.)

a. Removethe —48 VDC wire (black wire) from the terminal block negative connector (-).
b. Remove the +48 VDC wire (white wire) from the terminal block positive connector (+).

¢. Remove the safety ground (green wire) from the terminal block ground connector.

Figure 5-37 Removing the Interface Cables

Step6  Remove al interface cables from the uplink and access cards. (See Figure 5-37.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-38 Opening the Cover
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Step7  Place the router so that the back panel isin front of you. (See Figure 5-38.)

Step8  Unscrew the four screws that secure the cover to the router using a Number 1 Phillips screwdriver and
remove the chassis cover.

Figure 5-39 AC Power Supply Mounting Screws

@_

57842

1 |AC power supply unit ‘2 ’Power supply mounting screws
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Step9  Using aNumber 1 Phillips screwdriver, remove the three mounting screwsthat secure the power supply to the
router. (See Figure 5-39 for the AC power supply and Figure 5-40 for the Dual DC power supply.)

Figure 5-40 Dual DC Power Supply Mounting Screws

@_

57852

1 DC power supply unit ‘2 ’Power supply mounting screws

Figure 5-41 Disconnecting the Power Connectors from the Main Board

4-jack harness c 2-pin +/-12V connector

6-pin connector
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Step 10  Disconnect the following power connectors from the main board: (See Figure 5-41.)
a. 4-jack harness
b. 6-pin connector

c. 2-pin+/-12V connector

Figure 5-42 Removing the Air Baffle Separator

2060895900800 &

@ 0088859560500

Step 11  Lift the air baffle separator out of the chassis. (See Figure 5-42.)
Step 12 Place the 4-jack harness behind the power supply before lifting it out.
N

Note  Avoid disturbi ng the fan assembly by placing the 4-jack harness behind the power supply after

it is removed from the main board. Do this before lifting the power supply from the router
chassis.

Cisco 10720 Internet Router Installation and Configuration Guide
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Lifting the Power Supply Out of the Router

Figure 5-43

Slide the power supply away from the front panel to disengage the power supply hook from the router

hook and remove the power supply from the router. (See Figure 5-43.)

Step 13

After removing the power supply, replace the cover until you are ready to install a new power supply.

Step 14

Thiswill prevent damage to the main board and other components while the router is out of service. (See

the “Removing and Installing the Router Chassis Cover” section on page 5-13.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Installing an AC or Dual DC Power Supply

A

Caution

S

Note

Step 1

Step 2

Only install the same type of AC or DC power supply that was originally installed in the Cisco 10720
Internet Router that was shipped to you from Cisco. Installing a different type of power supply (AC or
DC) than was originally installed in the router is not supported.

The minimum wire gauge size supported on the DC dual power supply is 17 American Wire Gauge
(AWG), which has a 1.5mm wire diameter. The maximum wire gauge size supported on the DC dual
power supply is 10 AWG, which has a 6mm wire diameter.

Perform the following steps to install an AC or DC dual power supply:

Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. See the
“Preventing Electrostatic Discharge” section on page 2-3.

Figure 5-44 Inserting the Power Supply in the Router

X
§
:
:

Place the power supply into the router and slide it toward the front panel. (See Figure 5-44.) You should
feel the hook engage.
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Installing the Air Baffle Separator

Figure 5-45

Replace the air baffle separator in the router. (See Figure 5-45.)

Step 3

Observe the proper keying of the DC output connector to the back panel connector. Exerting force on the

connector can damage the router.

Caution

Cisco 10720 Internet Router Installation and Configuration Guide
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Step 4

Step 5

Step 6

Step 7

Y

Note

Figure 5-46 Connecting the Power Connectors to the Main Board

a 2-pin +/-12V connector c 4-jack harness

6-pin connector

Reconnect the following power connectors to the main board: (See Figure 5-46.)
a. 2-pin +/-12V connectors
b. 6-pin connector

c. 4-jack harness

Turn the router so that you face the rear panel, and then reinstall the three mounting screws. (See
Figure 5-39 for the AC power supply and Figure 5-40 for the DC power supply.)

Replace the router cover. (See the “Removing and Installing the Router Chassis Cover” section on
page 5-13.)

To connect the AC power supply, go to Step 8. To connect the DC power supply, go to Step 7.
Connect the DC power supply in the following order:

a. Insert the safety ground (green wire) into the terminal block ground connector and tighten the
locking screw. Ensure that no bare wire is exposed. (See Figure 5-47.)

b. Insert the +48 VDC wire (white wire) into the terminal block positive connector (+) and tighten the
locking screw. Ensure that no bare wire is exposed. (See Figure 5-47.)

c. Insertthe—-48 VDC wire (black wire) into the terminal block negative connector (-) and tighten the
locking screw. Ensure that no bare wire is exposed. (See Figure 5-47.)

Verify that the power supply leads are secured with a cable tie on the DC power supply.

Cisco 10720 Internet Router Installation and Configuration Guide
m. 78-13062-10 |



| Chapter5 Maintaining the Cisco 10720 Internet Router

Removing and Installing the AC or Dual DC Power Supply W

Figure 5-47 Connecting the DC Power Leads to the Terminal Block

1 Ground lead connected 4 Ground lead
2 Positive lead connected 5 Positive lead
3 Negative lead connected 6 Negative lead

>

Warning  After wiring the DC power supply, remove the tape from the circuit breaker switch handle and
reinstate power by moving the handle of the circuit breaker to the ON position. Statement 8

Figure 5-48 Attaching the AC Power Cord to the Router

57869

Step8  Connect the AC power supply by connecting the AC power cord. (See Figure 5-48.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-49 Connecting the Router to the Power Source

578701

Step9  Connect the router to the main power source. (See Figure 5-49.)
Step 10  Power up (-) the router. (See the “ Connecting Power to the Router” section on page 5-7.)

Verifying AC or Dual DC Power Supply Functionality

Theinternal power supply fan should power on when power isrestored to the router. Six green LEDson
the front of the power supply should be active. If one LED is not actively lit, consult the appropriate
redundant power supply LED status messages in Table 5-1 for AC power supply status L EDs and
Table 5-2 for DC power supply status LEDs . (See Figure 5-50 for AC power supply status LEDs and
Figure 5-51 for DC power supply status LEDs.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 5-50

AC Power Supply LEDs

Removing and Installing the AC or Dual DC Power Supply W

66445

The AC power supply LEDS provide status information. (See Table 5-1.)

Table 5-1 AC Power Supply Status LEDs

LED Activity Description

AC OK Solid Green The AC input voltages to both individual power supplies
are within acceptable limits.

Off Power is off.

DC OK Solid Green Both individual power supplies are functioning normally.

Off Power is off.

OTF (Over Temp Amber/Red Asalamp test at power up, this LED comes up amber/red
Failure) for approximately half a second.
OR
The power system overheated or one of the internal fans
failed.

Solid Green The temperature of the corresponding individual power
supply is within acceptable limits. (That is, the
temperature is normal.)

Off Power is off.

| 78-13062-10
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Figure 5-51

Dual DC Power Supply LEDs

57668

The dual DC power supply status LEDs provide status information. (See Table 5-2.)

Table 5-2 Dual DC Power Supply Status LEDs

LED Activity Description

IN OK Green The DC input voltages to both individual power supplies
are within acceptable limits.

Off Power is off.

DC Green Both individual power supplies are functioning normally.

Off Power is off.

OTF (Over Temp Amber/Red Asalamp test at power up, this LED comes up amber/red
Failure) for approximately half a second.
OR
The power system overheated or one of the internal fans
failed.

Green The temperature of the corresponding individual power
supply is within acceptable limits. (That is, the
temperature is normal.)

Off Power is off.

[l Cisco 10720 Internet Router Installation and Configuration Guide

78-13062-10 |



| Chapter5 Maintaining the Cisco 10720 Internet Router

Removing and Installing an Uplink Card Il

Removing and Installing an Uplink Card

The following sections present information and procedures for removing and installing an uplink card
in the Cisco 10720 Internet Router:

Safety

A

Safety, page 5-49

Required Tools and Equipment, page 5-49

Removing an Uplink Card, page 5-50

Installing an Uplink Card, page 5-55

Verifying Uplink Card Functionality, page 5-57
Troubleshooting the Uplink Card Functionality, page 5-57

Confirm that your ESD-preventive strap is properly set up before handling the uplink card. You must use
your hands to remove this card by grasping the spring-loaded screws. For more information, see the
“Preventing Electrostatic Discharge” section on page 2-3.

Caution

A

Warning

A

Warning

Any attempt to remove the card from its slot by any other method than described in these procedures can
damage the uplink card, access card, midplane card, or router chassis.

Class 1 laser product. Statement 1008

Class 1 LED product. Statement 1027

Required Tools and Equipment

You will need the following tools and equipment:

ESD-preventive strap

Number 1 Phillips screwdriver
Cableties

1/8-inch flat-blade screwdriver

Replacement uplink card

| 78-13062-10
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Removing an Uplink Card

Step 1

Step 2
Step 3

Removing an SFP

A

Warning

A

Warning

A

Warning

=2
A4

To remove the uplink card from the router, perform the following steps:

If the cable-management cover isinstalled on therouter, it must be removed in order to access the power
switch and uplink card. (See the “Removing and Installing the Cable-Management System” section on
page 5-68.)

Power down the router. (See the “Disconnecting Power from the Router” section on page 5-3.)

Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

The RPR/SRP uplink card uses SFP modules. If your uplink card does not use SFP modules, follow Step
1 and Step 2, and then go to Step 6.

Because invisible radiation may be emitted from the aperture of the port when no fiber cable is
connected, avoid exposure to radiation and do not stare into open apertures. Statement 125

Class 1 laser product. Statement 1008

Class 1 LED product. Statement 1027

You do not need to power down the router before you remove an SFP module. The router may remain
powered up during this procedure.

Cisco 10720 Internet Router Installation and Configuration Guide
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Removing a Bale Clasp SFP

To remove a bale clasp SFP modul e from the access card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 5-52 Optical Interface Cable

1 ‘Optical interface cable connector ‘ ‘

Step2  Remove al optical interface cables from the card if the card has optical interface ports. (See
Figure 5-52.)

Cisco 10720 Internet Router Installation and Configuration Guide
[ 78-13062-10 .m



Chapter5 Maintaining the Cisco 10720 Internet Router |

M Removing and Installing an Uplink Card

Figure 5-53 Removing a Bale Clasp SFP Module

Step3  Open the bale clasp on the SFP modul e by pressing the clasp downward until it isin ahorizontal position
as shown in Figure 5-53.

Step4  Grasp the SFP module by the bale clasp and gently pull it out of the Gigabit Ethernet slot as shown in
Figure 5-53.
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Figure 5-54 Installing an SFP Cage Cover

1 |SFP cage cover

Protect your uplink card by inserting clean SFP cage covers into the SFP cage when there is no SFP

Step 5
installed, as shown in Figure 5-54.
Figure 5-55 Spring-Loaded Screws on the Uplink Card
1 ‘Uplink card spring-loaded screws
Step6  Locatethe spring-loaded screws on the front of the uplink card (card located in the upper card slot). (See
Figure 5-55.)
Step7  Using the Number 1 Phillips screwdriver, unfasten the spring-loaded screws by turning them

counterclockwise.

Cisco 10720 Internet Router Installation and Configuration Guide g
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Step8  Grasp the spring-loaded screws and using your hold on the screws, gently move the card back and forth
until it disengages from the midplane.

Figure 5-56 Removing Uplink Card from the Router Chassis
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Step9  When the uplink card disengages from the midplane, pull the card straight out of the router. (See
Figure 5-56.)
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Installing an Uplink Card

To install an uplink card, perform the following steps:

Stepl  Confirm that the router is powered down before installing the uplink card. (See the “ Disconnecting
Power from the Router” section on page 5-3.)

Step2  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 5-57 Sliding Uplink Card into Router Chassis

Step3  Grasp the card and use the uplink card slot guides to insert the card into the router.

Step4  Using your hold on the spring-loaded screws located on the front of the uplink card, insert the card into
the upper card slot of the router chassis. (See Figure 5-57.)

Caution Do not force the card into the slot. Exerting too much force on the card can damage the card or the router.

Step5  Gently slide the card into the router chassis until the card seats into the midplane.

Figure 5-58 Turning Spring-Loaded Screws Clockwise

57975

Step6  Using a 1/8-inch flat-blade screwdriver, tighten the spring-loaded screws by turning them clockwise
until the card is completely secure. (See Figure 5-58.)

Cisco 10720 Internet Router Installation and Configuration Guide
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Installing the OC48 SFP Modules in the RPR/SRP Uplink Card
Use the information in this section to install OC48 SFP modules in the RPR/SRP uplink card.

A

Note  Use only OC48 SFP modules purchased from Cisco Systems.

To install a bale clasp OC48 SFP module in the uplink card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Step2  Hold the SFP module with the hardware label facing up, asillustrated in Figure 5-1.

A

Caution  The SFP module must be inserted with the hardware label facing up to avoid damaging the SFP module
or uplink card.

Figure 5-59 Installing the Bale Clasp SFP Module in the RPR/SRP Uplink Card

1 |RPR/SRP uplink card \2 ‘OC48 SFP module

Step3  Closethe bale clasp on the SFP module by pushing the clasp in the upward direction before inserting the
SFP module.

Step4  Insert the SFP into the appropriate OC48 port and gently push on it until the SFP module snaps into the
slot. (See Figure 5-59.)
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Connecting the Optical Cables

Figure 5-60 Connecting the Optical Cable to the Router

1 Optical cable connector ‘ ‘

Stepl  Before connecting the optical fiber cables, clean the cable connection as well as the optical connection
in the router. See the Inspection and Cleaning Procedures for Fiber-Optic Connections document.

Step2  Connect the optical interface cablesto the uplink card if the card has optical interface ports. (See
Figure 5-60.)

Verifying Uplink Card Functionality

You can verify that the uplink card is functioning by checking the LEDslocated on the front panel of the
uplink card. For a complete description of the uplink card LEDs, see the “Verifying the Cisco 10720
Internet Router LEDS’ section on page 3-33. Also, refer to the Cisco 10720 Internet Router Uplink Card
Installation and Configuration publication.

Troubleshooting the Uplink Card Functionality

The following tips will help you troubleshoot the functionality of the uplink card:
» Verify the LED status.
« Ensurethat the card is fully seated against the midplane.
« Verify that all cables are connected properly.
» Check that the power switch is turned to the on position.
- Confirm that the power supply connection is secure.

Cisco 10720 Internet Router Installation and Configuration Guide
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Removing and Installing an Access Card

The following sections present information and procedures for removing and installing an access card
in the Cisco 10720 Internet Router:

- Safety, page 5-58

» Required Tools and Equipment, page 5-58

» Removing an SFP, page 5-58

« Installing an Access Card, page 5-64

« Verifying Access Card Functionality, page 5-67

« Troubleshooting the Access Card Functionality, page 5-67

Safety

Confirm that your ESD-preventive strap is properly set up before handling the access card. You must use
your hands to remove this card by grasping the spring-loaded screws. For more information, see the
“Preventing Electrostatic Discharge” section on page 2-3.

A

Caution  Any attempt to remove the card from its slot by any other method than described in these procedures can
damage the access card, midplane card, or router chassis.

Required Tools and Equipment

You will need the following tools and equipment:
- ESD-preventive strap
« Number 1 Phillips screwdriver
- Cableties
- 1/8-inch flat-blade screwdriver
- Replacement access card

Removing an SFP

To remove SFPs, perform the following steps:

Stepl  Removethe cable-management cover if it isinstalled on the router, to access the power switch and access
card. (See the “Removing and Installing the Cable-Management System” section on page 5-68.)

Step2  Power down the router. (See the “ Disconnecting Power from the Router” section on page 5-3.)

Step3  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Step4  Remove all Ethernet interface cables from the access card. (See Figure 5-37.)

Cisco 10720 Internet Router Installation and Configuration Guide
E.. 78-13062-10 |



| Chapter5

Maintaining the Cisco 10720 Internet Router

A

Warning

A
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Because invisible radiation may be emitted from the aperture of the port when no fiber cable is
connected, avoid exposure to radiation and do not stare into open apertures. Statement 125

Warning  Class 1 laser product. Statement 1008
Warning  Class 1 LED product. Statement 1027
The procedure for removing a small form-factor pluggable (SFP) module is described in the following
sections:
» Removing aBale Clasp SFP, page 5-51
» Removing aLatch SFP, page 5-61
Y
Note  You do not need to power down the router before you remove an SFP module. The router may remain
powered up during this procedure.
Removing a Bale Clasp SFP

To remove a bale clasp SFP module from the access card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Step2  Remove al optical interface cables from the SFP Gigabit Ethernet port. (See Figure 5-52.)

Step3  Openthe bale clasp on the SFP module by pressing the clasp downward until it isin ahorizontal position
as shown in Figure 5-53.

Step4  Grasp the SFP module by the bale clasp and gently pull it out of the Gigabit Ethernet slot as shown in
Figure 5-53.

Cisco 10720 Internet Router Installation and Configuration Guide
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Figure 61 Removing a Bale Clasp SFP Module

Step5  Protect your access card by inserting clean SFP cage covers into the SFP cage when there is no SFP
installed, as shown in Chapter 5, “Maintaining the Cisco 10720 Internet Router,” Figure 5-54.

Cisco 10720 Internet Router Installation and Configuration Guide
m‘ 78-13062-10 |



| Chapter5 Maintaining the Cisco 10720 Internet Router

Removing and Installing an Access Card M

Figure 62 Installing an SFP Cage Cover

1 |SFP cage cover

Removing a Latch SFP

To remove a latch SFP module from the access card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Step2  Remove al optical interface cables from the SFP Gigabit Ethernet port. (See Figure 5-52.)

Step3  Push the small latch on the bottom front of the SFP to release the module from the connector in the
Gigabit Ethernet slot.

Step4  Grasp the SFP module by the sides and gently pull it out of the Gigabit Ethernet slot.

Step5  Protect your access card by inserting clean SFP cage covers into the SFP cage when there is no SFP
installed, as shown in Chapter 5, “Maintaining the Cisco 10720 Internet Router,” Figure 5-54.
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Removing the Access Card

Step 1

Step 2

Step 3

Step 4

Figure 5-63 Spring-Loaded Screws on the Access Card
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1 ‘Access card spring-loaded screws ‘ ‘

If you have not already done so, see the “Removing an SFP” section on page 5-58 and follow the
instructions for removing the cable-management system, powering down the router, attaching an
anti-static wriststrap, removing optical cables, and removing the SFPs.

L ocate the spring-loaded screws on the front of the access card (card located in the lower card slot). (See
Figure 5-63.)

Using a Number 1 Phillips screwdriver, unfasten the spring-loaded screws by turning them
counterclockwise.

Figure 5-64 Grasping the Access Card Spring-Loaded Screws

Remove the access card from the router by grasping the spring-loaded screws. Using your hold on the
screws, gently move the access card back and forth until the card disengages from the midplane. (See
Figure 5-64.)
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Figure 5-65 Removing Access Card from the Router Chassis
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Step5  When the access card disengages from the midplane, pull the card straight out. (See Figure 5-65.)

Note  For instructions on removing small form-factor pluggable (SFP) optical interface modules from the
access card, refer to the Cisco 10720 Internet Router Access Card Installation and Configuration

publication.
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Installing an Access Card

Step 1
Step 2

Step 3

Step 4

A

To install an access card in the router, perform the following steps:

Verify that the router is powered down. (See the “ Disconnecting Power from the Router” section on
page 5-3.)

Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Grasp the card and use slot guides inside the router as a guide to insert the card into the router.

Figure 5-66 Sliding Access Card into Router Chassis

Using your hold on the spring-loaded screws located on the front of the access card, insert the card into
the lower card slot of the router chassis. (See Figure 5-66.)

Caution

Step 5

Step 6

Do not force the card into the slot. Exerting too much force on the card can damage the card or the router.

Gently slide the access card into the router chassis until the card seats into the midplane.

Figure 5-67 Turning the Spring-Loaded Captive Installation Screws Clockwise

57975

Using a 1/8-inch flat-blade screwdriver, tighten the spring-loaded screws by turning them clockwise
until the card is completely secure.
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Installing the SFP Modules on the Access Card

Use the information in this section to install Gigabit Ethernet (GE) SFP modules in the access card.

Note  Use only SFP modules purchased from Cisco Systems.

Note  TheCisco10720isaClassA product when using copper the SFP-GE-T= modulein the Cisco 10720
GE-FE-TX-B= access card. The Cisco 10720 isa Class B product when using optical SFP modules
in the Cisco 10720 GE-FE-TX-B= access card.

Installing a Bale Clasp GE SFP Module

To install a bale clasp GE SFP module in the access card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)
Step2  Hold the SFP module with the hardware label facing up, asillustrated in Figure 5-1.
Caution  The SFP module must be inserted with the hardware label facing up to avoid damaging the SFP module
or access card.
Figure 5-68 Installing the Bale Clasp SFP Module in the Access Card
1 ‘Access card ‘2 ‘GE SFP module
Step3  Closethe bale clasp on the SFP module by pushing the clasp in the upward direction before inserting the
SFP module.
Caution  Closethe bale lever on the SFP module prior to inserting the SFP modul e into the port cage to ensure proper

engagement. The balelever isconsidered closed when it isin the upright position. See Figure 5-59. If the bale
lever isleft open during insertion, there is a possibility that the SFP module may become stuck in the port
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cage. To remove the SFP module, use a small flathead screwdriver to gently lift the cage tongue (located
underneath the SFP module) away from the SFP modul e body, thus disengaging the SFP module. The SFP
moduleis not damaged by this operation.

Step4  Insert the SFP into the appropriate GE port and gently push on it until the SFP module snaps into the
slot. (See Figure 5-59.)

Installing a Latch GE SFP Module

To install a latch GE SFP module in the access card, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 5-69 Installing the Latch SFP Module in the Access Card

1 \Accesscard \2 \GE SFP module with latch

Step2  Hold the SFP module with the hardware label facing up, asillustrated in Figure 5-69.

A

Caution  The SFP module must be inserted with the hardware label facing up to avoid damaging the SFP module
or the uplink card.

Step3  Insert the SFPinto the appropriate RPR/SRP uplink card slot and gently push on it until the modul e snaps
into the slot tightly. (See Figure 5-69.)

Step4  Close thelatch to lock the SFP module into the slot.
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Step 6

Note

Removing and Installing an Access Card M

Figure 5-70 Attaching the Interface Cable to the Access Card

1

Interface cable connector ‘ ’

Before connecting the optical fiber cables, clean the cable connection as well as the optical connection
in the router. See the Inspection and Cleaning Procedures for Fiber-Optic Connections document.

Attach the appropriate interface cables to the access card. (See Figure 5-70.)

For additional information about SFP optical interface modules in the access card, refer to the Cisco
10720 Access Card Installation and Configuration Guide.

Verifying Access Card Functionality

You can verify that the access card is functioning by checking the LEDs located on the front panel of the
access card. For a complete description of the access card LEDs, see the “Verifying the Cisco 10720
Internet Router LEDS’ section on page 3-33. Also, refer to the Cisco 10720 Internet Router Access Card
Installation and Configuration publication.

Troubleshooting the Access Card Functionality

The following tips will help you troubleshoot the functionality of the access card:

Verify LED status.

Ensure that the card is fully seated against the midplane.
Verify that all cables are connected properly.

Check that the power switch is turned to the on position.
Confirm that the power supply connection is secure.

| 78-13062-10

Cisco 10720 Internet Router Installation and Configuration Guide g


http://www.cisco.com/univercd/cc/td/doc/product/aggr/10720/10720fru/13082acc.htm
http://www.cisco.com/univercd/cc/td/doc/product/aggr/10720/10720fru/13082acc.htm
http://www.cisco.com/univercd/cc/td/doc/product/aggr/10720/10720fru/13082acc.htm
http://www.cisco.com/warp/public/127/cleanfiber2.html

Chapter5 Maintaining the Cisco 10720 Internet Router |

M Removing and Installing the Cable-Management System

Removing and Installing the Cable-Management System

The following section providesinformation and procedures for removing and installing the Cisco 10720
Internet Router cable-management system:

- Safety, page 5-68

» Required Tools and Equipment, page 5-68

» Removing the Cable-Management System, page 5-68
« Installing the Cable-Management System, page 5-70

Safety

Power down the router before performing any maintenance procedure and read the following safety
warnings and cautions:

>

Warning  Before working on a system that has an ON/OFF switch, switch OFF the power and unplug the power
cord. Statement 1

Warning  Before working on equipment that is connected to power lines, remove jewelry (including rings,
necklaces, and watches). Metal objects will heat up when connected to power and ground and can
cause serious burns or weld the metal object to the terminals. Statement 43

A

Caution  Excessive bending in an interface cable can degrade performance.

Required Tools and Equipment

You need the following tools and eguipment:
- ESD-preventive strap
»  Number 1 Phillips screwdriver
- Cableties

Removing the Cable-Management System

To remove the cable-management system, perform the following steps:

Stepl  Attach an ESD-preventive strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)
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Figure 5-71 Removing the Cable-Management Cover

Step2  Verify that all cables are safely secured before detaching the cable-management cover. If the

cable-management cover is not installed, go to Step 4.
Caution  To avoid accidental damage to router cables or card ports, remove all cables before removing the

cable-management tray.

Step3  Remove the cable-management cover from the router by removing the four screws that secure the cover
to the router. (See Figure 5-72.)

Step4  Power down the router. (See the “ Disconnecting Power from the Router” section on page 5-3.)

Step5  Remove cable ties and separate the interface cables if needed to lead the cables into the inside of the
cable-management tray. (See Figure 5-75.)

Step6  Remove al interface cables from their respective ports.
Figure 5-72 Removing the Cable-Management Tray

Step7  Detach the cable-management tray from the router by removing the two 3.5 mm x 6 mm screws on each

side of the router. (See Figure 5-72.)
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Installing the Cable-Management System

Step 1
Step 2

Step 3

Step 4

Step 5

Perform the following steps to install the cable-management system:

Power down your router. (See the “Disconnecting Power from the Router” section on page 5-3.)

Attach an ESD-preventive wrist strap to your wrist, and to the router or to a bare metal surface. (See the
“Preventing Electrostatic Discharge” section on page 2-3.)

Figure 5-73 Attaching the Cable-Management Tray

Attach the cable-management tray to the router using four of the 3.5 mm x 6 mm screws that ship with
the router. Secure the tray with two screws on each side of the router chassis. (See Figure 5-73.)

Connect all interface cables to their respective ports if necessary.

Figure 5-74 Managing Interface Cables with the Cable-Management Tray

Separate the cables and lead them out the sides of the cable-management system. Use acabletieto keep
the cables together. (See Figure 5-74.)

S

Note  To avoid damage to the cables, avoid excessive bending.
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Figure 5-75 Cable-Management System Installed in a Rack

578441

Step6  Use cabletiesto secure the cables to the rack to keep the wires from accidental bends or breaks. (See
Figure 5-75.)
Step7  Power up the router. (See the “ Connecting Power to the Router” section on page 5-7.)

Figure 5-76 Installing the Cable-Management Cover

Step8  (Optional) Using a Number 1 Phillips screwdriver, attach the cable-management cover with four screws
to secure the cable-management cover to the router. (See Figure 5-76.)

Cisco 10720 Internet Router Installation and Configuration Guide
[ 78-13062-10 .m



Chapter5 Maintaining the Cisco 10720 Internet Router |

M Removing and Installing the Cable-Management System

Cisco 10720 Internet Router Installation and Configuration Guide
m. 78-13062-10 |



= A PPENDIX l \

Technical Specifications

This appendix contains physical and environmental specification information. For regulatory
compliance and safety information, see the Regulatory Compliance and Safety Information for the Cisco
10720 Internet Router publication.

Physical and Environmental Specifications

Table A-1 Cisco 10720 Internet Router Specifications

Physical Router Chassis
Weight—34 Ib (15.3 kg)

Dimensions—3.5in. x 17.50in. x 18.25in.
(8.9 cm x 44.45 cm x 46.35cm) H x W x D

Mounting options—19-, 23-/24-in. EIA, ETSI, front, mid-, or rear rack mounting, wall mounting, table
mounting

Environmental

Temperature—
Operating Temperature: 32°to 104°F (0° to 40°C)
Non-operating: —4° to 149°F (-20° to 65°C)

Relative humidity—
Operating relative humidity: 10 to 85% noncondensing
Non-operating: 5 to 95% noncondensing

Altitude—
Operating: 0 to 10,000 ft (0 to 3000 m)
Non-operating: 0 to 15,000 ft (O to 4570 m)

Total AC and DC Input Power—
Maximum: 500W (1708 BTU/hr)
Measured maximum: 200-300W (683-1025 BT U/hr)

AC and DC Heat Dissipation—
Maximum: 500W

Acoustic noise—Maximum 60 dBa

Shock—
Operating (half sine)—21 in./sec (0.53 m/sec)
Non-operating (trapezoidal pulse)—20 G!, 52 in./sec (1.32 m/sec)
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Table A-1 Cisco 10720 Internet Router Specifications (continued)

Vibration—
Operating: 0.35 Grms? from 3 to 500 Hz
Non-operating: 1.0 Grms from 3 to 500 Hz

Software
Cisco 10S Software 12.0(19)SP or later
Router Processor (RP) Memory

256 MB—Routers shipped before November 2003
512 MB—Routers shipped after November 20033

1. Gisavalue of acceleration, where 1 G equals 32.17 ft/sec (9.81 m sec).
2. Grmsisthe root mean square value of acceleration.

3. The minimum Cisco |OS software required to use the 512 MB of RP memory on a Cisco 10720 Internet Router is Cisco |0S
Release 12.0(27)S.

Power Specifications

Table A-2 Dual AC Power Supply

Description Value

Total AC Input Power Maximum: 500W (1708 BTU/hr)
Measured maximum 200-300W (683-1025 BT U/hr)

Heat Dissipation 500W

Input Voltage 100 to 240 VAC
Input Line Frequency 50/60 Hz
Typical Input Current 2.5t05A

Table A-3 Dual DC Power Supply
Description Value

Total DC Input Power Maximum 500W (1708 BTU/hr)
M easured maximum 200-300W (683-1025 BTU/hr)

Heat Dissipation 500W

Input Voltage -48/-60 VDC
Maximum Input Current  [9.0A

Typical Input Current 3.0t0 4.0A
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access card bonding and grounding  1-9, 3-9to 3-11
features 1-6
installing 5-64 to 5-67 c
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cable connections
four-node DPT ring 3-16
four-node |IEEE 802.17 modering  3-17

example of  3-39
status  3-39, 5-67
system  3-38 to 3-39, 5-67

safety  5-58 cable connector
slot 1-1 SRPside A 14
tools and equipment  5-49, 5-58 SRPsideB 1-4

troubleshooting, See troubleshooting, Fast Ethernet
troubleshooting installation  5-67
verifying functionality 5-67

See also cables and connectors

cable-management system

AC power supply 3-27 about 2-11

Advanced Research Projects Agency installing 5-70 to 5-71
See ARPA MAC encapsulation

alarm messages  4-11
IEEE.802.17 RPR unwrap messages 4-14
|IEEE 802.17 RPR steer messages 4-14

IEEE 802.17 RPR un-steer messages 4-16

removing 5-68 to 5-69

safety 5-68

tools and equipment  5-68
cable-management system, installing 3-25
cables and connectors

|IEEE 802.17 RPR wrap messages  4-13 copper

keepalive alarm messages for all uplink cards 4-11 RJ-45 3-24
keepalive messges  4-11 fiber-optic

other IEEE 802.17 RPR alarm messages 4-16 about 3-11to 3-12
SRP unwrap messages 4-18 duplex 3-12
SRP wrap messages  4-17 simplex 3-12

auto-negotiation
See access card, features

central processing engine
multiple 1-3
PXF network 1-3

chassis cover
installing and removing  5-13
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Cisco |10S
software releases  xix
See also features, configuration

cleaning procedures for fiber-optic connections  xx, 3-12,
4-22

commands

config terminal  3-48, 4-9

copy running-config startup-config  3-42
copy tftp flash  3-48, 3-49

enable 3-48

end 4-9

interface srp  4-5, 4-9

no shutdown 4-20

reload 3-48

show arp 4-4,4-9

show controller rpr-iee  4-1

show controller srp  4-7

show controllers rpr-ieee 1/1 transceiver  4-3
show controllerssrp  3-45 to 3-46
show environment all  3-45

show interfaces FastEthernet  4-19, 4-20
show rom-monitor  3-49

show rpr-ieee protection  4-6
show rpr-ieee topology 4-6

show running-config 3-42 to 3-44
show srp EXEC  4-7,4-11

show srpips  4-10

show srp topology  4-10

show version 3-44, 3-48

shut  4-5,4-9

shutdown  4-9

srp clock-source internal A 4-5, 4-9
srp clock-source line B 4-5,4-9
upgrade rom-monitor file flash  3-49
commands not supported  3-48
configuring

assigning IP 3-47

basic SRP functionality 3-46

Fast Ethernet  3-47

Gigabit Ethernet  3-47

global parameters 3-33

host name  3-33

passwords 3-33

router, basic configuration 3-32

TDRon TX accesscard  3-47
connectors

fiber-optic, cleaning procedures xx, 4-22
creating a four-node ring

RPR/SRP uplink card  3-17

D

DC-input power supply

safety codes 2-2
DC power supply 3-29
document version history  xi
DPT 1-1,1-3,1-4
Dynamic Packet Transport

See DPT, four-node DPT ring

E

electromagnetic compatibility

about 1-9
electrostatic discharge

preventing 2-3to 2-4
EMC

See electromagnetic compatibility
environmental monitoring  1-9
ESD

See electrostatic discharge
Ethernet connectivity

See access card, features
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fan assembly global parameters
installing 5-21to 5-26 See configuring, global parameters
removing 5-17to5-21 golden ROMmon, upgrading 5-27
safety 5-16 grounding the router
tools and equipment  5-17 See bonding and grounding

troubleshooting  5-26
verifying functionality 5-26

fan guard
installing 5-22 |EEE 802.17
features cable connections for four-nodering  3-17
Bootflash IEEE 802.17 RPR
See memory, Bootflash other alarm messages 4-16
configuration unwrap messages 4-14
assigning IP information  3-47 wrap messages 4-13
basic POS functionality —3-46 input power 1-2
basic SRP functionality 3-46 interface connectors
Fast Ethernet  3-47 network 1-1
NVRAM  3-42 IP+Optical access 1-3
show commands  3-42 to 3-45
TDR 3-47
upgrading Cisco I0OSimage 3-47 L
verifying upgraded image  3-48 LEDs 3-33
monitoring See also access card and uplink card
upgrading ROM monitor 3-48
verifying upgraded ROM monitor  3-49
fiber optic cleaning information  3-12
fiber-optic cleaning procedures xx, 4-22 M
field-replaceable units, FRUs 5-2 MAC addresses 1-6
four-node DPT ring maintenance
connections  3-16 FRU 52
creating  3-14t0 3-16 multiple routersin arack 2-6to 2-7
example  3-15, 3-16 tools required  5-2
four-node |IEEE 802.17 modering  3-17 MDVT 1-9
FRU 5-1,5-2 Mechanical Design Validation and Test
See MDVT

Media Access Control
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memory
Flash
read-only 1-1
read-write 1-1

upgrading 3-47
mounting

desktop 3-8t03-9
rack 1-7,3-2t03-5
router 2-11
wall 1-7,3-6t03-7

N

NEBS 1-9

Network Equipment Building Systems
See NEBS

nonvolatile RAM
See NVRAM

NVRAM
See features, configuration

@)

optical connector
See cable connector, cables and connectors
optical power monitoring  3-45

P

ports
access card
connecting  3-22 to 3-24
CONSOLE and AUX
connecting 3-19 to 3-21
default port configurations  3-21
inband ethernet  3-25
POS 1-1,1-3,1-4,3-46

powering down
how to 5-4t05-6
verifying power is off  5-6
powering up
AC 5-7t05-9
DC 5-9to5-12
verifying power ison 3-32
power supply
AC
LEDs 5-47
specifications A-2
DC
LEDs 5-48
specifications A-2
installing 5-42to 5-46
removing 5-35to 5-41
safety 5-34
switch 5-4
tools and equipment  5-35
verifying functionality  5-46 to 5-48
procedures
router
configuration, basic  3-32

R

rack mounting
brackets
installing 3-5
types 3-4
clearance guidelines 2-6
removing fan assembly 5-17 to 5-21
removing router cover 5-13to 5-16
ROMmon, upgrading 5-27
router
design specifications 1-9
mounting options  1-7
physical description 1-2
product specifications A-1to A-2
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RPR (IEEE 802.17) wrap messages 4-13 ventilation 2-5
RPR/SRP uplink card software

creating afour-nodering 3-17 features 1-8
RPR-1EEE SONET

fiber misconnection 4-7
pass-thru mode 4-5

show rpr-ieee protection  4-6
verify clocking 4-5
verifying pass-thru mode 4-5

distance limitations  3-11
Spatial Reuse Protocol

See SRP
SRP unwrap message 4-18
SRP wrap messages 4-17
status LEDs

RPR/SRP uplink card 3-38

S Synchronous Digital Hierarchy
safety See SDH
environmental Synchronous Optical Network
AC-powered router  2-9 See SONET
airflow  2-8 system LEDs
DC-powered router  2-9to 2-10 RPR/SRP uplink card  3-36
power 2-9
sitewiring 2-10to 2-11 T
temperature and humidity 2-8
guidelines 2-2 TDR

laser See access card, features
about 2-4 Time Domain Reflectometry
class 1 laser warning 2-4 See TDR
class1 LED warning 2-4 troubleshooting
recommendations  5-1 Fast Ethernet

SDH
See features, router

carrier signal  4-22
CRC field counters  4-21

setup duplex mode setting  4-21
checklist 3-1 FastEthernet isup  4-20
Telnet 3-19 interface configuration 4-19
terminal server 3-19 late collision  4-21
tools and equipment required  2-5 line protocol isup  4-20
shock and vibration 1-9 output hang 4-21
sitelog speed mode 4-21
form 2-13 |IEEE 802.17 RPR other alarm messages 4-16
preparation 2-12 IEEE 802.17 RPR unwrap messages 4-14
site requirements IEEE 802.17 RPR wrap messages 4-13
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RPR
pass-thru mode 4-5 verifying clocking 4-5
SRP
aarm 4-11
W

fiber misconnection 4-7,4-11

PASS-THRU mode 4-5,4-9 warnings
show arp command  4-4, 4-9 disconnect device 5-3
show controllers srp command  4-1, 4-7 translated 2-1

show srp ipscommand  4-6, 4-10
show srp topology command  4-6, 4-10
verify clocking  4-5, 4-9
verify PASS-THRU mode 4-5, 4-10
SRP unwrap message 4-18
SRP wrap messages 4-17
verifying clocking 4-5

U

upgrading the golden ROMmon image 5-27
uplink card
features 1-1
installing 5-55to 5-57
LEDs
example of  3-34
status 3-36 to 3-37, 5-57
system  3-34 to 3-35, 5-57
ports
CONSOLE and AUX  3-19
RX 3-15
TX 3-15
removing 5-50 to 5-54
safety  5-49
dot 11
troubleshooting installation 5-57
troubleshooting srp, See troubleshooting, srp
verifying functionality 5-57
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